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[bookmark: _Toc43213043][bookmark: _Toc43290104]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc43213044][bookmark: _Toc43290105]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
[bookmark: _Toc43213045][bookmark: _Toc43290106]3.2	Symbols
Void.
[bookmark: _Toc43213046][bookmark: _Toc43290107]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
COSLA	Closed loop SLS Assurance
CSC	Communication Service Customer
CSP	Communication Service Provider
IOC	Information Object Class
IS	Information Service
JSON	JavaScript Object Notation
YAML	YAML Ain't Markup Language
MDAS	Management Data Analytics Service
MnS	Management Service
NF	Network Function
NSSI	NetworkSlice Subnet Instance
NWDAF	NetWork Data Analytics Function
SLA	Service Level agreement
SLS	Service Level Specification
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[bookmark: _Toc43213047][bookmark: _Toc43290108]4	Communication service assurance service
[bookmark: _Toc43213048][bookmark: _Toc43290109]4.1	Stage 2
[bookmark: _Toc43213049][bookmark: _Toc43290110]4.1.1	Overview of interfaces
Communication service assurance relies on a set of management services that together provide the Communication Service Provider, (CSP) with the capability to assure the communication service as per agreement with a Communication Service Customer (CSC) (e.g. enterprise). The overall solution and information flows between management services and control steps [2] are shown in Figure 4.1.1.1.
	Third change



[bookmark: _Toc43213056][bookmark: _Toc43290117]4.1.2.3	Class definitions
[bookmark: _Toc43213057][bookmark: _Toc43290118]4.1.2.3.1	AssuranceControlLoop
[bookmark: _Toc43213058]4.1.2.3.1.1	Definition
This Information Object Class (IOC) represents the capabilities of a control loop, these include:
-	to automatically adjust a ManagedEntity (for example a network slice) to meet the objective described in AssuranceControlLoopGoal 
-	to report the effectiveness of an AssuranceControlLoop 
-	state management of an AssuranceControlLoop
-	to keep track of the lifecycle of an AssuranceControlLoop
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[bookmark: _Toc43290129]4.1.3	Procedures
[bookmark: _Toc43290130]4.1.3.1	SLS Assurance Procedure


Figure 4.1.3.1.1
1. AssuranceControlLoop_consumer derives AssuranceControlLoopGoal from the ServiceProfile or SliceProfile.
2. AssuranceControlLoop_consumer provides the AssuranceControlLoopGoal to Entities_Participating_in_loop by utilizing the provision management services defined in as defined in clause 11.1.1.3 of TS 28.532 [7].
NOTE 1:	In case the Entities_Participating_in_loop represents CrossDomain_Entities_Participating_in_loop, the AssuranceControlLoopGoal is the attribute(s) of the ServiceProfile. In case the Entities_Participating_in_loop represents Domain_Entities_Participating_in_loop, the AssuranceControlLoopGoal is the attribute(s) of the SliceProfile.
3. Entities_Participating_in_loop subscribes the related performance data (e.g., the packet delay related measurements), fault data, Quality of Experience (QoE) data (e.g., buffer level) and Minimization of Drive Tests, (MDT) data from respective sources by utilizing the Operation establishStreamingConnection as defined in clause 6.2.1 of TS 28.550 [3].
4. Entities_Participating_in_loop, optionally, subscribes the related analytical data from Management Data Analytics Service (MDAS) or network functions, e.g., NetWork Data Analytics Function, (NWDAF). In case of NWDAF as a provider, Nnwdaf_EventsSubscription Service as defined in clause 4.2 is used.

	Fifth change



[bookmark: _Toc43213084][bookmark: _Toc43290131]4.2	Stage 3
[bookmark: _Toc43213085][bookmark: _Toc43290132]4.2.1	Solution Set (SS) for JSON/YAML
The JSON (JavaScript Object Notation)/YAML (YAML Ain't Markup Language) solution set is documented in clause B.2.
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[bookmark: _Toc43213086][bookmark: _Toc43290133]Annex A (informative):
Control loop deployed in different layers
[bookmark: _Toc43213087][bookmark: _Toc43290134]A.1	Introduction
[bookmark: OLE_LINK37]This example gives a high-level view of control loops deployed in different layers, which consists of control loop in communication service layer, control loop in network slice layer, control loop in network slice subnet layer and control loop in Network Function, (NF), layer, as described as Figure A.1.1, where the analytic could be leverage MDAS, and different control loops can provide input (interact with) to other control loops (in the same layer or different layers) and obtain the output from other control loops (in the same layer or different layers). 

[image: ]
Figure A.1.1: Control loop in different layers
[bookmark: _Toc43213088][bookmark: _Toc43290135]A.2	Control loop in communication service layer
[bookmark: OLE_LINK4][bookmark: OLE_LINK5]Service Level Agreement (SLA)/Service Level Specification (SLS) requirements provided from CSC are translated into serviceProfile, which represents the requirements for communication service assurance to the CSP. Coordination between control loop in communication service layer and control loop in network slice layer is needed to calculate the communication service resource requirements and to assure the communication service SLA/SLS requirements. 
When the communication service is active, network slice performance is monitored and analysed for the communication service according to end user service experiences. 
If service degradation occurs or it is predicted, the 3GPP management system could take actions, i.e. the allocated resources are scaled up or the SLS is adjusted based on pre-agreement/interaction between CSP and CSC.
[bookmark: _Toc43213089][bookmark: _Toc43290136]A.3	Control loop in network slice layer
[bookmark: OLE_LINK2]After the network slice provisioning, the network slice performance (e.g. KPI, QoE) are monitored and reported. When network slice performance is not met, the 3GPP management system identifies the root cause and may reconfigure the resources according to analytical report from MDAS producer. The network slice resources are also modified accordantly in case the network slice performance requirement needs to be changed based on communication service requirement adjustment.
[bookmark: _Toc43213090][bookmark: _Toc43290137]A.4	Control loop in network slice subnet layer
The 3GPP management system could have the capability of service observation (e.g., the supervision to the NetworkSlice Subnet Instance (NSSI)) based on MDAS. Based on such observation, management actions on the NSSI might be performed if NSSI performance requirements fulfillment indicates a problem. Another possible scenario is that, when the NSSI performance requirement is changed because of the network slice modification management action, the NSSI resources might be also reconfigured. 

	Seventh change



[bookmark: _Toc43290139]Annex B (normative):
OpenAPI definition of the COSLA NRM
[bookmark: _Toc43290140][bookmark: _Toc43213093]B.1	General 
This annex contains the OpenAPI definition of the Closed loop SLS Assurance (COSLA) Network Resource Model, (NRM) in YAML format.
The Information Service (IS) of the COSLA NRM is defined in clause 3.
Mapping rules to produce the OpenAPI definition based on the IS are defined in TS 32.160 [10].
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