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Decision/action requested

This contribution is proposed to be approved.
2
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3
Rationale

To define the MDSA producer providing KPI anomaly analysis, the following aspects should be studied:
- KPI anomaly and SLS assurance correlate analysis;
- Cross domain KPI anomaly and domain specific KPI anomaly analysis;

- KPI anomaly analysis in different levels, e.g., per S-NSSAI, per NSI or per NSSI etc; 

- Single KPI anomaly analysis and multiple KPIs anomaly correlation analysis;
- KPI anomaly root cause analasis and KPI optimization recommendations;

In TS 28.552 [2], most of RAN domain and CN domain measurement can be optionally split into subcounters per S-NSSAI or per QoS flow level. And NSI level and NSSI level subcounters are needed to provider the beneficial to the operators to pinpoint a specific performance anomaly for each NSI in both shared NSI and dedicated NSI scenarios.
This contribution proposed to add a new use case of KPI anomaly analysis for general purpose.
4
Detailed proposal
It is proposed to apply the following changes in TR 28.809 [1].
	1st Change


6.3.x
KPI anomaly analysis
6.3.x.1
Use case

KPIs of the network slice are impacted by many factors such as network architecture, topology, capacity, resource utilization, service types, traffic load and congestion status etc. The purpose of KPI anomaly analysis is to identify network quality issues and resolve them, e.g.analysis and resolve latency, throughput, traffic volume anomaly issues.
MDAS is expected to have the capability to analyze KPI anomaly for both cross domain and single domain. 3GPP Cross Domain MDAS may coordinate with domain MDAS to identify which domain(s) caused the abnormal issues. During the phases when the network is in operation, domain specific KPIs are monitored and analysed by corresponding domain MDAS producer. Domain KPI analytics report is reported to the 3GPP Cross Domain MDAS producer which mornitors and analyzes E2E KPIs. In TS 28.552 [8] and TS 28.554 [7], KPIs of RAN domain, CN domain and E2E network are defined respectively. Therefore, the KPI anomaly analysis should consider both the single KPI and KPI correlations of diffenernt domains. For cross domain KPI anomaly analysis, KPIs or KPI analytical report of each domain should be collected. 
MDAS is expected to have the capability to detect KPI anomaly in different levels e.g. per S-NSSAI, per NSI or per NSSI, etc. MDAS can be utilized to do correlation analysis for SLS and KPIs according to service modelling, and identify the most relevant abnormal KPIs which cause the SLS degradation. KPI anomaly may concern single KPI or multiple correlated KPIs. Different KPI curves may need different anomaly detector and the corresponding ML/AI algorithms. Historical KPI data may also be used as input. Along with the KPI anomaly identification and root cause analysis, MDAS may also recommend more appropriate network topology and resource configurations to optimize the problematic KPIs and improve the slice QoE. 
The producer of MDAS is able to, from the perspective of the management aspects, provide the KPI anomaly analytics report of the network slice. This analytics report can be considered as an input to support further SLS assurance.
6.3.x.2
Potential requirements
REQ-KPI_ANOMALY_CON-1

The MDAS producer should have a capability to provide the analytics report on KPIs anomaly analysis.
REQ- KPI_ANOMALY_CON-2

The analytics report describing the KPIs anomaly should contain the following information describing the KPI anomaly aspects and potentially future prediction:

-
KPIs statistics/prediction, may split into subcounters in different levels, e.g. per S-NSSAI, per NSI, per NSSI, per 5QI, per UE etc;
-
KPI anomaly indication and root cause analysis;
-
Cross domain and domain KPI anomaly analysis;
-
The recommendations for the configurations of network resource and KPI threshold.
6.3.x.3
Possible solutions
6.3.x.3.1
Solution description

The MDAS producer correlates and analyses the management data described in the following subclause to provide KPI anomaly analysis and identify the root cause. As the table in 6.3.x.3.3 shows, the analytics report is able to be provided by the MDAS producer to describe the KPI anomaly issue, root causes and recommendations. This procedure may be triggered by the request or periodically. 
6.3.x.3.2
Data required for KPI anomaly analysis

Following table shows the potential data required to analyse the network slice KPI anomaly.

	Data Category
	Required Data

	Performance Measurements
	sNSSAIList;

Radio resource utilization: The usage of physical radio resource utilization of the network, see clause 5.1.1.2 of TS 28.552[8];

QoS flow related measurements: see clause 5.1.1.13 of 28.552 [8];
QoS flow monitoring: see clause 5.3.2 of 28.552 [8];

Performance Measurements for gNB: for example, for RRC connection related KPI anomaly analysis, see clause 5.1, TS 28.552[8], e.g., RRC connection number, RRC connection establishment, RRC connection re-establishment, RRC connection resuming;

RAN UE throughput: A KPI that shows how NG-RAN impacts the service quality provided to an end-user, see clause 6.3.6 of TS 28.554 [7];

Throughput for network slice instance: Upstream/Downstream throughput for network and Network Slice Instance, see clause 6.3.2 and clause 6.3.3 of TS 28.554 [7];

Throughput at N3 interface: Upstream/Downstream GTP data throughput at N3 interface, see clause 6.3.4 and clause 6.3.5 of TS 28.554 [7];

NWDAF analytical data: Slice QoE, see clause 6.4 of TS 23.288 [18];

	MDT Data
	UE measurements related to RSRP, RSRQ, SINR and UE location information.

	QoE Data
	The details information of QoE data required by this case is FFS.

	Configuration Data
	The execution data including the changes or the configuration of the MOIs related with RAN user plane congestion.


Note: The above parameters may not be the complete list.
6.3.x.3.3
Analytics report for KPI anomaly analysis
Following table shows the potential information carried in the analytics report of network slice KPI anomaly analysis.

	Analytics Report of network slice KPI anomaly
	Attribute Name
	
Description

	
	Network slice KPI anomaly issue identifier
	The identifier of the network slice KPI anomaly issues; 

	
	AnomalyKPIName
	The name of the performance indicator which is identified as abnormal, e.g. RRC connection success rate;

	
	KPI Objects
	Including DN of  the objects instance where the KPI is applicable, e.g. NetworkSliceSubnet, SubNetwork, NetworkSlice

	
	AnomalyKPIInfo
	Statistics or predictions of the anomaly KPIs, may concern single KPI or multiple correlated KPIs, and may split into subcounters at different levels, e.g. per S-NSSAI, per NSI, per NSSI, per 5QI, per UE etc.

	
	AnomalyDomain
	E2E, CN Domain, RAN domain etc

	
	Root cause
	The root cause of the network slice KPI anomaly issues, e.g.overload, congestion, lack of network resource, inappropriate QoS parameters etc;

	
	Recommended actions
	The recommend actions to solve the network slice KPI anomaly issues. The recommended actions could be to update the policies of physical and virtual resources allocation, load balancing policies, RRM policy, updated KPI target or KPI threshold etc.


Editor’s Note: Quantification of severity levels is FFS.

	End of changes


