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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

[1]
3GPP TS 28.535: Management and orchestration; Management Services for Communication Service Assurance; Requirements 
[2]
3GPP TS 28.541: Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3 (Release 16)
[3]
3GPP TS 28.622: Telecommunication management; Generic Network Resource Model (NRM) Integration Reference Point (IRP); Information Service (IS) (Release 16)
3
Rationale

This contribution proposes to add text for closed loop assurance stage 2 solution. 
The solution shown in Figure 1 describes a management service that can provide control services based on input such as goal, permissible deviation of the goal and other essential information, and reports the actual devation from the goal. The management service includes configuration (control) interface for the provisioning of the guidance to the assurance management service regarding policies and constraints to network resources before a control loop is active, for example changing the resource allocation in RAN by configuring the RRM policy. Both the management service and the control loop report the result of their actions. 
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Figure 2: Assurance management service 
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Figure 2: Assurance Control service 
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Figure 3: Assurance Control Loop 

The assurance management service manages each control loop that is configured by the assurance control service. Each time a control loop is created, a run-time instance of an Assurance Control Loop is generated and managed by the Assurance Management Service. Figure 1 shows how the Assurance Management Service interacts with information (observations) from the Mobile Network i.e. collection of performance measurements, alarms, MDT trace events and the provisioning of the mobile network resources in RAN and CN (NRM).  
The Assurance Control Service is shown in Figure 2 is configured to lifecycle manage the instance of Assurance Control Loops shown in Figure 3. An instance of a control loop performs the following steps Monitor, Analyse, Decide, Execute. The goal is input to the loop and the loop execution effectiveness is reported as output. The control loop adjusts the properties of a Managed Entity (NSI, NSSI etc..) to assure that the performance of the controlled entity is within the boundaries of the goal. 
4
Detailed proposal

First change
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
ETSI GS ZSM 002 V1.1.1 (2019-08): “Zero-touch network and Service Management (ZSM); Reference Architecture”

[3]
3GPP TS 28.550: "Management and orchestration; Performance assurance”

[4]
3GPP TS 28.545: "Management and orchestration; Fault Supervision (FS) "

[a]
3GPP TS 28.622: "Telecommunication management; Generic Network Resource Model (NRM) Integration Reference Point (IRP); Information Service (IS)".

[b]
3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3"
[c]
3GPP TS 28.532: "Management and orchestration; Management services".
[d]


3GPP TS 32.302: "Telecommunication management; Configuration Management (CM); Notification Integration Reference Point (IRP); Information Service (IS)".

Second change
4.1.x
Model 

4.1.x.1 
Imported and associated information entities
4.1.x.1.1 
Imported information entities and local labels
	Label reference
	Local label 

	TS 28.622 [a], IOC, Top
	Top

	TS 28.622 [a], IOC, SubNetwork
	SubNetwork

	TS 28.622 [b], ProxyClass, ManagedEntity
	ManagedEntity

	TS 28.541 [b], dataType, ServiceProfile 
	ServiceProfile

	TS 28.541 [b], dataType, SliceProfile
	SliceProfile

	
	

	
	

	
	

	
	

	
	

	
	

	
	





	
	

	
	

	
	

	
	

	
	

	
	


4.1.x.2
Class diagram

4.1.x.2.1
Relationships
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Figure 4.1.x.2.1.1: Assurance management NRM fragment 

4.1.x.2.2
Inheritance
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Figure 4.1.x.2.2.1: Assurance management inheritance relationships
4.1.x.3
Class definitions











	
	
	
	
	
	

	
	
	
	
	
	







4.1.x.3.1
AssuranceControlLoop
4.1.x.3.1.1
Definition
This IOC represents the capabilities of a control loop, these include:

- to automatically adjust a ManagedEntity (for example a network slice) to meet the objective described in AssuranceControlLoopGoal 

- to report the effectiveness of an AssuranceControlLoop 
- state management of an AssuranceControlLoop
4.1.x.3.1.2
Attributes

	Attribute name
	Support Qualifier
	isReadable
	isWritable
	isInvariant
	isNotifyable

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


Editor’s Note: attribute constraints are FFS

4.1.x.3.1.3
Constraints

Editor’s Note: attribute constraints are FFS
4.1.x.3.1.4
Notifications

The common notifications defined in clause 4.1.x.5 are valid for this IOC, without exceptions or additions.
4.1.x.3.2
AssuranceControlLoopGoal <<ProxyClass>>
4.1.x.3.2.1
Definition
This IOC represents the <<dataType>> ServiceProfile and <<dataType>> SliceProfile, defined in network slice NRM in [b]. 


	

	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	












	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	











	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


4.1.x.3.2.2
Attributes
The attributes are defined in network slice NRM in [b]. 

4.1.x.3.2.3
Attribute constraints
The attribute constraints are defined in network slice NRM in [b]. 
4.1.x.3.2.3
Notifications
The notications of IOCs using the <<dataType>> ServiceProfile or <<dataType>> SliceProfile are defined in network slice NRM in [b].



4.1.x.4
Attribute definitions

4.1.x.4.1
Attribute properties
The following table defines the properties of attributes that are specified in the present document.
	Attribute Name
	Documentation and Allowed Values
	Properties

	
	


	







	
	


	






	
	


	






	
	


	






	
	
	






	
	

	

	
	


	






	
	

	






	

	

	






	
	


	






	
	




	






	
	

	






	Attribute related to role
	
	

	
	

	







Editor’s Note: attribute definitions are FFS

4.1.x.4.2
Constraints

Editor’s Note: attribute constraints are FFS

4.1.x.5
Common notifications
4.1.x.5.1 Alarm notifications
This clause presents a list of notifications, defined in TS 28.532 [c], that an MnS consumer may receive. The notification header attribute objectClass/objectInstance, defined in TS 32.302 [d], shall capture the DN of an instance of a class defined in the present document.
4.1.x.5.2 Configuration notifications
This clause presents a list of notifications, defined in TS 28.532 [c], that an MnS consumer may receive. The notification header attribute objectClass/objectInstance, defined in TS 32.302 [d], shall capture the DN of an instance of a class defined in the present document.

