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1	Decision/action requested
The group is asked to discuss and approve this document.
2	References

3	Rationale
The use case for NWDAF assisted CSI SLS assurance is captured in 28.535. This contribution proposes the related Stage 2 text for the same.
4	Detailed proposal
It is proposed to add the following text to the draft TS.
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[bookmark: _Toc25372293]4 	Communication service assurance service
[bookmark: _Toc25372294]4.1	Stage 2
Editor’s Note: the substructure is for FFS.
[bookmark: _Toc25372295][bookmark: _Toc25372296]4.1.1	Overview of interfaces
Communication service assurance relies on a set of management services that together provide the CSP with the capability to assure the communication service as per agreement with a CSC (e.g. enterprise). The overall solution and information flows between management services and control steps [2] are shown in Figure 4.1.1.1.
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Figure 4.1.1.1 Overview of information flows
In Figure 4.1.1.1 the entity representing the communication service is the CSI and the assurance of the communication service is provided by the loop between the different management services provided by the management system. The input to the loop is the data provided by the CSI which is monitored by the control step Monitor and output of the loop is a possible action from the control step Execute, when for example the service experience degrades, to adjust the CSI. The data associated with the CSI is monitored by the management services for data collection and threshold monitoring, the management service provides information to the assurance root cause analysis management service and based on that information the assurance root cause analysis takes place followed by propose mitigation. The mitigation proposal is executed to bring the CSI assurance within the boundaries of the metrics (SLS goals) that are controlled by the loop. 
The management services available between the control step for Monitoring and Analyse and Decide are based on file transfer described in 28.550 [3], data streaming described in 28.550 [3] and notifications described in 28.545 [4].
Editor’s Note: further details including the relationship between the figure and Trace and MDT are FFS




4.1.x Management service for CSI SLS Assurance
Table 4.1.x-1: Management service for CSI SLS Assurance
	MnS Name
	MnS Component Type A
(operations and notifications)
	MnS Component Type B
(information model)
	Note

	SLS Assurance
	slsAssuranceRequest
	CSI information model as defined in TS 28.541

Editors Note: CSI information model in 28.541 is TBD.
	

	
	
	
	



4.1.y SLS Assurance procedures
4.1.y.1 NWDAF assisted CSI assurance
The Figure 4.1.2.1-1 illustrates the procedure of NWDAF assisted CSI assurance.

[bookmark: _GoBack]  
1. SLS assurance MnS producer subscribe for NWDAF QoE analytical data with Analytics Id set to “Service Experience”.
2. SLS Assurance MnS producer decides to assure SLS for a particular service. This could be based on the specific slsAssuranceRequest from SLS assurance MnS consumer. The request may also provide a particular CSI for which the SLS assurance need to be done.
3. SLS Assurance MnS producer identifies the CSIs (if not provided in the request). For each CSI (in case of multiple), SLS Assurance MnS producer does the following.
4. SLS Assurance MnS producer requests for the active Applications for a particular CSI from CSMF. CSMF respond back with the list of Application IDs available and active in the CSI. 
5. SLS Assurance MnS producer shall identify the NSI allocated to the target CSI.
6. SLS Assurance MnS producer collects the QoE analytical data for the identified NSI from NWDAF.
7. The data received from NWDAF will contain the Service Experience (MOS ITU-T P.1203.3) per Application ID for the requested NSI. Since, a single NSI can be serving multiple CSIs it is required to derive the QoE data for the CSI from the analytical information received from NWDAF.
8. SLS Assurance MnS producer maps the Application ID received from CSMF and the Application ID received from QoE analytical data from NWDAF to find out the QoE value for the requested Application ID(s). The average value for all the constituent Application will become the overall QoE value for the CSI.
9. SLS Assurance MnS producer determines if the CSI SLS is breached as per the negotiated QoE including negotiate Service Experience e.g MOS.
10. SLS Assurance MnS producer performs the root cause analysis to find the underlining cause(s) for SLS breach. The cause may fall under following categories:
a. RAN Issue: RAN issues may include week coverage, cell congestion etc.
b. CN Issue: 5GC issues may include NF overload, access control etc.
c. NFVI Issue: Virtual resource shortage in RAN, TN or CN.
11. SLS Assurance MnS producer take corrective action to mitigate the cause identified. Different mitigation can be provided for different issues. The table below provides various corrective actions for each category
a. For RAN specific issue appropriate SON actions can be executed.
b. For 5GC specific issue appropriate configuration/provisioning can be done.
c. For NFVI issue the scaling procedures can be initiated.

	Category
	Cause
	Corrective Actions

	RAN
	Coverage
	SON CCO procedures

	
	Congestion
	SON Load balancing optimization

	
	Interference
	SON ICIC (Inter-Cell Interference Coordination) procedures

	
	Node Virtual Resource depletion
	Scale-up procedures through OAM

	CN
	NF overload
	CN load balancing

	
	NF Virtual Resource depletion
	Scale-up procedures through OAM
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