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Decision/action requested

SA5 is asked to endorse this contribution.
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Rationale

During SA5#128, Zhuhai, Ericsson presented a CR for adding an ANR Management solution to the NR NRM, TS 28.541 [1]. The contribution was updated to S5-197837 [2] and agreed, despite a comment on an inconsistency in the attribute types. The following table summarizes the added attributes and their types:
	Attribute name
	Type

	x2BlackList
	DN

	x2WhiteList
	String

	xnBlackList
	DN

	xnWhiteList
	String

	x2XnHOBlackList
	DN


Table 1: Summary of white- and blacklists types

We recognize the error in the Ericsson CR. The attribute types should be of the same type.

Proposal 1: The attributes x2BlackList, x2WhiteList, xnBlackList, xnWhiteList and x2XnHOBlackList shall be of the same type.

In S5-197837 [1], the attributes in the lists reference cells. However, Xn or X2 connections are set up to a gNB or an eNB rather than to a cell. This may lead to ambiguities, if one cell belonging to a gNB is in a blacklist and another cell belonging to the same gNB is in the whitelist.
Another problem arises if one gNB has blacklisted all neighbour cells of another gNB, and then that gNB adds a new cell, for example by ANR. If that cell is not blacklisted by O&M, there will be an inconsistency in the configuration of the network.
For these reasons, we propose that the white- and blacklists shall reference a gNBs and eNBs, rather than a cell.
Proposal 2: Whitelists and blacklists shall reference gNBs and eNBs rather than cells.

Blacklisting a node using a Distinguished Name (DN) has a problem in that there is no specified way to convey the gNBId or eNBId in the DN. Finding the gNBId or eNBId from the DN might also be an inefficient, as each eNB and gNB needs access to a mapping table between DNs and gNBIds and eNBIds. A more efficient would be to convey the gNBId or eNBId explicitly in the white- and blacklists. 

Furthermore, if a Neighbor Cell Relation (NR) is added by ANR, then aged and deleted by ANR, and later added again by ANR, there is nothing saying the new DN for the cell or node is the same as the old and deleted DN for the cell or node. Therefore, using DNs for white- and blacklists is disadvantageous. 
Instead of using DNs in white- and blacklists, we propose to use the Global gNB ID (GgNBId) for NR. The Global gNB Id is constructed by concatenating the PLMNId and the gNBId. The PLMNId is furthermore constructed by concatenating the Mobile Country Code (MCC) and the Mobile Network Code (MNC):
For E-UTRAN, we propose to use the Global eNB ID. The Global eNBId (GeNBId) is constructed by concatenating the PLMNId and the eNBId.
Proposal 3: Whitelists and blacklists shall use GgNBIds and GeNBIds instead of DNs.

We propose conveying the list of GgNBIds and GeNBIds in a list-of-String type. Each entry in the list contains a GgNBId or GeNBId. Furthermore, the PLMNId should be expressed as its components MMC and MNC as follows:

<mcc><mnc>-<gNBIdLength>-<gNBId>   for gNBs and
<mcc><mnc>-<eNBIdLength>-<eNBId>   for eNBs
Here, <mcc> is the Mobile Country Code, formatted as three digits, if necessary padded with leading zeroes, and <mnc> is the Mobile Network Code formatted as two or three digits.
The Global gNB ID has a length field, as the length of the gNB ID is variable and the same number means different identities when different gNB ID lengths are used. Similarly, the eNB ID also has a length field.
Proposal 4: The type for the whitelists and blacklists shall be a list of  String. For Global gNB Identifiers, the entries are formatted according to the pattern <mcc><mnc>-<gNBIdLength>-<gNBId>, where <mcc> is three digits, <mnc> two or three digits, <gNBIdLength> is a string containing a number n as digits, in the range 22 to 32, and <gNBId> is a string containing digits for the number 0 to 2n-1. For Global eNB Identifiers, the entries are formatted according to the pattern <mcc><mnc>-<eNBIdLength>-<eNBId>, where <mcc> is three digits, <mnc> two or three digits, <gNBIdLength> is a string containing a number m as digits, m being one of 18, 20, 21 or 22, and <eNBId> is a string containing digits for the number 0 to 2m-1.
For example, an operator with country code 12 would like to express a list of two gNBs and two eNBs in a whitelist. The gNBs have mnc 345, the gNBIdLength 24 and the gNBIds are 99 and 12345678. The eNBs have the mnc 56, the eNBIdLength 20 and the eNBIds 88 and 1002003. This results in a list with four entries, each being a String:
	"012345-24-99"

	"012345-24-12345678"

	"01256-20-88"

	"01256-20-1002003"
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Detailed proposal

We propose that:

Proposal 1: The attributes x2BlackList, x2WhiteList, xnBlackList, xnWhiteList and x2XnHOBlackList shall be of the same type.

Proposal 2: Whitelists and blacklists shall reference gNBs and eNBs rather than cells.

Proposal 3: Whitelists and blacklists shall use GgNBIds and GeNBIds instead of DNs.

Proposal 4: The type for the whitelists and blacklists shall be a list of  String. For Global gNB Identifiers, the entries are formatted according to the pattern <mcc><mnc>-<gNBIdLength>-<gNBId>, where <mcc> is three digits, <mnc> two or three digits, <gNBIdLength> is a string containing a number n as digits, in the range 22 to 32, and <gNBId> is a string containing digits for the number 0 to 2n-1. For Global eNB Identifiers, the entries are formatted according to the pattern <mcc><mnc>-<eNBIdLength>-<eNBId>, where <mcc> is three digits, <mnc> two or three digits, <gNBIdLength> is a string containing a number m as digits, m being one of 18, 20, 21 or 22, and <eNBId> is a string containing digits for the number 0 to 2m-1.
This proposal is implemented in CR S5-202085 [2].
