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Document Summary:
This contribution requests the following updates to the Notification Integration Reference Point Information Service:

1. Clarifications on supported event types.

2. Clarifications on IRPAgent wide configuration parameters.

3. Clarifications that mapping multiple notifications together is solution set dependent.

This contribution requests the following items be put out for discussion:

1. Clarifications on automatic unsubscribe operations.
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2. PROPOSALS

This document proposes a number of suggested updates to TS 32.106-2 Notification IRP Information Service [6].

2.1 Supported Event Types

Clause 6.1.2.2.6 of reference [6] states the following event types are defined:

· Object Creation (ITU-T Recommendation 730)

· Object Deletion (ITU-T Recommendation 730) 

· Attribute Value Change (ITU-T Recommendation 731)

· State Change (ITU-T Recommendation 731)

· Relationship Change (ITU-T Recommendation 732)

· Communications Alarm (ITU-T Recommendation 733)

· Processing Error Alarm (ITU-T Recommendation 733)

· Environmental Alarm (ITU-T Recommendation 733)

· Quality of Service Alarm (ITU-T Recommendation 733)

· Equipment Alarm (ITU-T Recommendation 733)

· Integrity Violation (ITU-T Recommendation 736)

· Security Violation (ITU-T Recommendation 736)

· Time Domain Violation (ITU-T Recommendation 736)

· Operational Violation (ITU-T Recommendation 736)

· Physical Violation (ITU-T Recommendation 736)
The Alarm IRP defines the following event types [2]:

· Communications Alarm (ITU-T Recommendation 733)

· Processing Error Alarm (ITU-T Recommendation 733)

· Environmental Alarm (ITU-T Recommendation 733)

· Quality of Service Alarm (ITU-T Recommendation 733)

· Equipment Alarm (ITU-T Recommendation 733)

The Notification IRP does not define any event types.

The Configuration Management IRP defines the following event types [9]:

· Object Creation (ITU-T Recommendation 730)

· Object Deletion (ITU-T Recommendation 730) 

· Attribute Value Change (ITU-T Recommendation 731)

· Relationship Change (ITU-T Recommendation 732)

Lucent Technologies recommends that the following be added to the end of Clause 6.1.2.2.6 of reference [6]:

State Change, Integrity Violation, Security Violation, Time Domain Violation, Operational Violation and Physical Violation event types are not part of Release 1999, therefore the requirements related to these event types are not valid for Release 1999.

2.2 Configuration Parameters

Clause 4.1.2 of reference [6] states the following:

The maximum number of events that will be transmitted within a single invocation of this operation is controlled by IRPAgent wide configuration parameter. The amount of time IRPAgent will accumulate individual events into the sequence before invoking this operation is controlled by IRPAgent wide configuration parameter as well.

Clause 6.1.3.2 of reference [6] states the following:

It should be possible to pack multiple notifications together for sending to NM. This provides more efficient use of data communication resources. In order to pack multiple notifications, an EM/NE configurable parameter defines the maximum number of notifications to be packed together. Additionally an EM/NE configurable parameter defines the maximum time delay before the notifications have to be sent.
However, references [2], [6] and [9] do not define IRPManager-accessible IRPAgent wide configuration parameters.

Lucent Technologies recommends that the following be added to the end of clause 6.1.3.2 of reference [6]:

IRPAgent-wide configuration parameters are not part of Release 1999, therefore the requirements related to these parameters are not valid for Release 1999.
2.3 Support For Multiple Notifications

Lucent Technologies recommends that the following paragraph be added to clause 6.1.3.2 of reference [6]:

Whether multiple notifications can be packed together for sending to NM will be specified in SS.

3. DISCUSSION ITEMS

3.1 Automatic unsubscribe Operations

Table 1 in clause 6.1.1.1 timeTick parameter of reference [6] states:

It specifies the value of a timer hold by IRPAgent for the subject IRPManager. This value defines a time window within which IRPManager intends to invoke getSubscriptionStatus (or subscribe) operation. IRPAgent shall reset the timer, with timeTick, when it receives the getSubscriptionStatus (or subscribe)operation from the subject IRPManager. If the timer expires, IRPAgent may delete its resources allocated to the IRPManager and consider IRPManager as if it has invoked unsubscribe operation. In such case, IRPManager will not receive further notification. IRPManager needs to invoke subscribe operation again.

The value is in unit of whole minute. 

If the value is between 1 and 15, IRPAgent considers it to be 15.

If the parameter is absent or if the parameter is present but its value is negative or 0, IRPAgent shall treat timeTick value as infinite, i.e., timer will never expire and IRPAgent needs other means to decide when to delete resources allocated to the IRPManager.

The IRPManager must receive some indication that the IRPAgent is automatically performing the unsubscribe operation. Since the IRPManager can have failures, the IRPManager cannot keep it’s own matching timer. The IRPManager also does not have a way to query the current value of the IRPAgent timer (in clause 6.1.1.4 the timeTick value can be retrieved, but not the timer). Thus, there are situations where the IRPManager cannot know a timeTick timer will expire.

It is also beneficial for the IRPManager to learn that an IRPAgent will automatically perform the unsubscribe operation before it is actually performed. This will give the IRPManager the capability to ask for a getSubscriptionStatus before the unsubscribe operation is performed. (We would not want the IRPManager to periodically issue getSubscriptionStatus requests, since this is more work than providing the similar capability of setting the timeTick to 0.)

Lucent Technologies recommends that a new notification be added to this IRP that both reports that the timeTick timer will expire and has expired. It is recommended that the notification be issued 5 minutes before the timer will expire.

NOTICE
This document has been prepared by Lucent Technologies Inc. (“Lucent”) to assist ATIS subcommittee T1M1. It is proposed to the subcommittee as a basis for discussion and is not to be construed as a binding proposal on Lucent. Lucent specifically reserves the right to amend or modify the material contained herein and nothing herein shall be construed as conferring or offering licenses or rights with respect to any intellectual property of Lucent. 

3
4

