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First change
[bookmark: _Toc19888051][bookmark: _Toc19888197]4.3.2	GNBCUCPFunction
[bookmark: _Toc19888052]4.3.2.1	Definition
For non-split NG-RAN deployment scenario, this IOC together with GNBCUUPFunction IOC and GNBDUFunction IOC provide the management representation of gNB defined in clause 6.1.1 in 3GPP TS 38.401 [4]. 
For 2-split NG-RAN deployment scenario, this IOC together with GNBCUUPFunction IOC provide management representation of the gNB-CU defined in clause 6.1.1 in 3GPP TS 38.401 [4]. 
For 3-split NG-RAN deployment scenario, this IOC provides management representation of gNB-CU-CP defined in clause 6.1.2 in 3GPP TS 38.401 [4]. 
The following table identifies the necessary end points required for the representation of gNB and en-gNB, of all deployment scenarios.
	Req
Role
	End point requirement for 3-split deployment scenario
	End point requirement for 2-split deployment scenario
	End point requirement for Non-split deployment scenario

	gNB 
	<<IOC>>EP_XnC, <<IOC>>EP_NgC, <<IOC>>EP_F1C, 
<<IOC>>EP_E1.

	<<IOC>>EP_XnC, <<IOC>>EP_NgC, <<IOC>>EP_F1C
<<IOC>>EP_F1U.

	<<IOC>>EP_XnC, <<IOC>>EP_NgC.

	en-gNB
	<<IOC>>EP_X2C, <<IOC>>EP_F1C, <<IOC>>EP_E1.

	<<IOC>>EP_X2C, <<IOC>>EP_F1C.
	<<IOC>>EP_X2C.


[bookmark: _Toc19888053]4.3.2.2	Attributes
The GNBCUCPFunction IOC includes attributes inherited from ManagedFunction IOC (defined in TS 28.622[30]) and the following attributes:

	Attribute name
	Support Qualifier
	isReadable
	isWritable
	isInvariant
	isNotifyable

	gNBId
	M
	T
	T
	F
	T

	gNBIdLength 
	M 
	T
	T
	F
	T

	gNBCUName
	O
	T
	T
	F
	T

	pLMNId
	M
	T
	T
	T
	T

	x2BlackList
	CM
	T
	T
	F
	T

	x2WhiteList
	CM
	T
	T
	F
	T

	xnBlackList
	CM
	T
	T
	F
	T

	xnWhiteList
	CM
	T
	T
	F
	T

	x2XnHOBlackList
	CM
	T
	T
	F
	T


[bookmark: _Toc19888054]4.3.2.3	Attribute constraints
None.
	Name
	Definition

	x2BlackList
	Condition: ANR function is supported.

	x2WhiteList
	Condition: ANR function is supported.

	xnBlackList
	Condition: ANR function is supported.

	xnWhiteList
	Condition: ANR function is supported.

	x2XnHOBlackList
	Condition: ANR function is supported.



[bookmark: _Toc19888055]4.3.2.4	Notifications
The common notifications defined in subclause 4.5 are valid for this IOC, without exceptions or additions.


Next change

4.3.32	NRCellRelation
[bookmark: _Toc19888198]4.3.32.1	Definition
This IOC represents a neighbour cell relation from a source cell to a target cell, where the target cell is an NRCellCU or ExternalNRCellCU instance.
Neighbour cell relations are unidirectional.
[bookmark: _Toc19888199]4.3.32.2	Attributes
	Attribute name
	Support Qualifier
	isReadable
	isWritable
	isInvariant
	isNotifyable

	Id
	M
	T
	T
	T
	F

	nRTCI
	O
	T
	T
	F
	T

	adjacentCell
	M
	T
	T
	F
	T

	isRemoveAllowed
	CM
	T
	T
	F
	T

	isHOAllowed
	CM
	T
	T
	F
	T


[bookmark: _Toc19888200]4.3.32.3	Attribute constraints
	Name
	Definition

	isRemoveAllowed
	Condition: ANR function is supported in the source cell.

	isHOAllowed
	Condition: ANR function is supported in the source cell.



[bookmark: _Toc19888201]4.3.32.4	Notifications
The common notifications defined in subclause 4.5 are valid for this IOC, without exceptions or additions.


Next change
[bookmark: _Toc19888530]5.4.1	Attribute properties
The following table defines the attributes that are present in several Information Object Classes (IOCs) of the present document.
	Attribute Name
	Documentation and Allowed Values
	Properties

	aMFIdentifier
	The AMFI is constructed from an AMF Region ID, an AMF Set ID and an AMF Pointer. The AMF Region ID identifies the region, the AMF Set ID uniquely identifies the AMF Set within the AMF Region, and the AMF Pointer uniquely identifies the AMF within the AMF Set. (Ref. 3GPP TS 23.003 [13])
	type: Integer
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	aMFSetId
	It represents the AMF Set ID, which is uniquely identifies the AMF Set within the AMF Region.
allowedValues: defined in subclause 2.10.1 of 3GPP TS 23.003 [13].
	type: Integer
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	aMFSetMemberList
	[bookmark: _GoBack]It is the list of DNs of AMFFunction instances of the AMFSet. 

allowedValues: N/A
	type: DN
multiplicity: 1
isOrdered: N/A
isUnique: True
defaultValue: None
isNullable: False

	aMFRegionId
	It represents the AMF Region ID, which identifies the region.

allowedValues: defined in subclause 2.10.1 of 3GPP TS 23.003 [13].
	type: Integer
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	localAddress 

	This parameter specifies the localAddress including IP address and VLAN ID used for initialization of the underlying transport.

First string is IP address, IP address can be an IPv4 address (See RFC 791 [37]) or an IPv6 address (See RFC 2373 [38]).
Second string is VLAN Id (See IEEE 802.1Q [39]).
	type: String
multiplicity: 2
isOrdered: True
isUnique: N/A
defaultValue: None
isNullable: False


	remoteAddress
	Remote address including IP address used for initialization of the underlying transport.

IP address can be an IPv4 address (See RFC 791 [37]) or an IPv6 address (See RFC 2373 [38]).
	type: String
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False


	nfProfileList
	It is a set of NFProfile(s) to be registered in the NRF instance. NFProfile is defined in 3GPP TS 29.510 [23].
	type: <<dataType>>
multiplicity: *
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	nSIIdList
	It is a set of NSI Id. The NSI ID is defined in subclause 6.1.6.2.8 of 3GPP TS 29.531 [24]. 
	type: String
multiplicity: *
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	sNSSAIList
	See subclause 4.4.1.
	

	sBIFQDN
	It is used to indicate the FQDN of the registered NF instance in service-based interface, for example, NF instance FQDN structure is:
nftype<nfnum>.slicetype<sliceid>.mnc<MNC>.mcc<MCC>.3gppnetwork.org

	type: String
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	sBIServiceList
	It is used to indicate the all supported NF services registered on service-based interface.
	type: String
multiplicity: *
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	nRTACList
	It is the list of Tracking Area Codes (either legacy TAC or extended TAC). 

allowedValues:
Legacy TAC and Extended TAC are defined in clause 9.3.3.10 of TS 38.413 [5].
	type: Integer
multiplicity: 1..*
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	managedNFProfile
	This parameter defines profile for managed NF (See TS 23.501 [22]).  

allowedValues: N/A
	type: ManagedNFProfile
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	nfInstanceID
	This parameter defines unique identity of the NF Instance. The format of the NF Instance ID shall be a Universally Unique Identifier (UUID) version 4, as described in IETF RFC 4122 [44]

allowedValues: N/A

	type: String
multiplicity: 1
isOrdered: F
isUnique: N/A
defaultValue: None
isNullable: False

	nfType
	This parameter defines type of Network Function

allowedValues: See TS 23.501[22] for NF types
	type:  ENUM
multiplicity: 1..*
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	fqdn
	This parameter defines FQDN of the Network Function (See TS 23.003 [5])

allowedValues: N/A

	type: String
multiplicity: 1
isOrdered: F
isUnique: N/A
defaultValue: None
isNullable: False

	ipAddress
	This parameter defines IP Address of the Network Function. It can be IPv4 address (See RFC 791 [24]) or IPv6 address (See RFC 2373 [25]).

allowedValues: N/A

	type: String
multiplicity: 1
isOrdered: F
isUnique: N/A
defaultValue: None
isNullable: False

	authzInfo
	This parameter defines NF Specific Service authorization information. It shall include the NF type (s) and NF realms/origins allowed to consume NF Service(s) of NF Service Producer (See TS 23.501[22]). 
allowedValues: N/A
	type: String
multiplicity: 1
isOrdered: F
isUnique: N/A
defaultValue: None
isNullable: True

	locality
	The parameter defines information about the location of the NF instance (e.g. geographic location, data center) defined by operator (See TS 29.510[23]).

allowedValues: N/A
	type: String
multiplicity: 1
isOrdered: F
isUnique: N/A
defaultValue: None
isNullable: True

	capacity
	This parameter defines static capacity information in the range of 0-65535, expressed as a weight relative to other NF instances of the same type; if capacity is also present in the nfServiceList parameters, those will have precedence over this value (See TS 29.510[23])
allowedValues: 0-65535
	type: Integer
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	nFInfo
	This parameter includes NF specific data in Managed NF profile


allowedValues: N/A
	type: NFInfo
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	hostAddr
	This parameter defines host address of a NF


allowedValues: N/A
	type: HostAddr
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	priority
	This parameter defines Priority (relative to other NFs of the same type) in the range of 0-65535, to be used for NF selection; lower values indicate a higher priority. If priority is also present in the nfServiceList parameters, those will have precedence over this value (See TS 29.510[23]).

allowedValues: 0-65535
	type: Integer
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
allowedValues: N/A
isNullable: False

	supportedDataSetIds
	This parameter defines list of supported data sets in the UDR instance (See TS 29.510[23]).

allowedValues: "SUBSCRIPTION", "POLICY", EXPOSURE", "APPLICATION"
	type: ENUM
multiplicity: 1..*
isOrdered: N/A
isUnique: False
defaultValue: None
isNullable: False

	nFSrvGroupId
	This parameter defines identity of the group that is served by the NF instance (See TS 29.510[23]).

allowedValues: N/A
	type: String
multiplicity: 1
isOrdered: F
isUnique: N/A
defaultValue: None
isNullable: False

	smfServingAreas
	This parameter defines the SMF service area(s) the UPF can serve (See TS 29.510[23]).

allowedValues: N/A
	type: String
multiplicity: 1..*
isOrdered: F
isUnique: True
defaultValue: None
isNullable: False

	isRemoveAllowed
	This indicates if the subject NRCellRelation can be removed (deleted) or not.  

If YES, the subject NRCellRelation instance can be removed (deleted).  

If NO, the subject NRCellRelation instance shall not be removed (deleted) by any entity but an MnS consumer.

allowedValues: YES, NO

	type: ENUM
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	isHOAllowed
	This indicates if HO is allowed or prohibited.

If YES, handover is allowed from source cell to target cell.  The source cell is identified by the name-containing NRCellCU of the NRCellRelation that contains the isHOAllowed. The target cell is referenced by the NRCellRelation that contains this isHOAllowed. 

If NO, handover shall not be allowed.

allowedValues: YES, NO
	type: ENUM
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	x2BlackList
	This is a list of DNs of NRCellCU and ExternalNRCellCU. If the target node DN is a member of the source node’s NRCellCU.x2BlackList, the source node is: 

1)	Prohibited from sending X2 connection request to target node;
2)	Forced to tear down established X2 connection to target node 
3)	Not allowed to accept incoming X2 connection request from target node.

The same DN may appear here and in NRCellCU.x2WhiteList. In such case, the DN in x2WhiteList shall be treated as if it is absent.

	type: DN
multiplicity: 1..*
isOrdered: False
isUnique: True
defaultValue: None
isNullable: False

	xnBlackList
	This is a list of DNs of NRCellCU and ExternalNRCellCU. If the target node DN is a member of the source node’s NRCellCU.xnBlackList, the source node is: 

1)	Prohibited from sending Xn connection request to target node;
2)	Forced to tear down established Xn connection to target node 
3)	Not allowed to accept incoming Xn connection request from target node.

The same DN may appear here and in NRCellCU.xnWhiteList. In such case, the DN in xnWhiteList shall be treated as if it is absent.

	type: DN
multiplicity: 1..*
isOrdered: False
isUnique: True
defaultValue: None
isNullable: False

	x2WhiteList
	This is a list of DNs of NRCellCU and ExternalNRCellCU. If the target node DN is a member of the source node’s NRCellCU.x2WhiteList, the source node:
-	is allowed to request the establishment of X2 connection with the target node;
-	is not allowed to initiate the tear down of established X2 connection to target node
The same DN may appear here and in NRCellCU.x2BlackList.  In such case, the DN here shall be treated as if it is absent.

	type: String
multiplicity: 1..*
isOrdered: False
isUnique: True
defaultValue: None
isNullable: False

	xnWhiteList
	This is a list of DNs of NRCellCU and ExternalNRCellCU. If the target node DN is a member of the source node’s NRCellCU.xnWhiteList, the source node:
-	is allowed to request the establishment of Xn connection with the target node;
-	is not allowed to initiate the tear down of established Xn connection to target node
The same DN may appear here and in NRCellCU.xnBlackList.  In such case, the DN here shall be treated as if it is absent.

	type: String
multiplicity: 1..*
isOrdered: False
isUnique: True
defaultValue: None
isNullable: False

	x2XnHOBlackList
	This is a list of DNs of any number and combination of cells represented by the following IoCs:
· NRCellCU
· ExternalNRCellCU. 
· ExternalEUtranCellTDD
· ExternalEUtranCellFDD
· EUtranCellTDD
· EUtranCellFDD
For all the entries in NRCellCU.x2XnHOBlackList, the subject NRCellCU is prohibited to use the X2 or Xn interface for HOs even if an X2 or Xn interface exists to the target cell.
	type: DN
multiplicity: 1..*
isOrdered: False
isUnique: True
defaultValue: None
isNullable: False



End of changes



