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1
Decision/action requested

The group is asked to discuss and endorse the proposal.
2
References

[1]
3GPP TS28.532 “Management and orchestration; Generic management services.”
[2]
RFC 6241 “Network Configuration Protocol (NETCONF)”.
[3]
RFC 7950 “The YANG 1.1 Data Modeling Language”
3
Rationale

The Network Configuration Protocol (NETCONF) provides mechanisms to install, manipulate, and delete the configuration of network devices. It uses an Extensible Markup Language (XML)-based data encoding for the configuration data as well as the protocol messages. The NETCONF protocol operations are realized as remote procedure calls (RPCs).
NETCONF can be conceptually partitioned into four layers as shown in Fig.1.
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Fig.1: NETCONFProtocol Layers
The operation layer defines a set of base protocol operations to manage device configurations and retrieve device state information. The base protocol provides operations to retrieve, configure, copy, and delete configuration datastores.
The base protocol operations includes the following protocol operations:
· <get>: Retrieve running configuration and device state information.
· <get-config>: Retrieve all or part of a specified configuration datastore.

· <edit-config>: Loads all or part of a specified configuration to the specified target configuration datastore.
· <copy-config>: Create or replace an entire configuration datastore with the contents of another complete configuration datastore.
· <delete-config>: Delete a configuration datastore.
· <lock>: Lock the entire configuration datastore system of a device
· <unlock>: Release a configuration lock, previously obtained with the <lock> operation.
· <close-session>: Request graceful termination of a NETCONF session
· <kill-session>: Force the termination of a NETCONF session.
Enabling for 3GPP provisioning management services, the base operations, i.e. <edit-config>, <get-config>, could be used to realize the CRUD operations for managed object. Acturally, the <edit-config> contains multiple sub-operations, e.g. <create>, <replace>, <delete> and so on, and support the provisioning management services. For example, the sub-operation “create” of <edit-config> could represent 3GPP IS operation “createMOI”, and the “config” IE of the sub-operation contains the MO attributes specifying the configuration data.
In order to the work on NETCONF-based solution set for 3GPP provisioning management services, the following aspects needs to be involved.

· Specify NETCONF solution set for Provisioning MnS for mapping Provisioning MnS operations to NETCONF operations.


	

	

	
	
	

	
	
	

	
	

	

	
	
	

	
	
	





	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	

	



	
	
	
	

	
	
	

	

	
	
	
	


· 
4 Detailed proposal

It proposes to specify NETCONF solution set for Provisioning MnS for mapping Provisioning MnS operations to NETCONF operations.
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