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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply. For terms and definitions not found here, please refer to 3GPP TS 32.101 [1], 3GPP TS 32.102 [2], 3GPP TS 32.150 [4] and 3GPP TS 32.600 [14].

Association: In general, it is used to model relationships between Managed Objects. Associations can be implemented in several ways, such as:

1)
name bindings,

2)
reference attributes, and

3)
association objects.

This IRP stipulates that name containment associations shall be expressed through name bindings, but it does not stipulate the implementation for other types of associations as a general rule. These are specified as separate entities in the object models (UML diagrams). Currently however, all (non-containment) associations are modelled by means of reference attributes of the participating MOs. 

Information Object Class (IOC): An IOC represents the management aspect of a network resource. It describes the information that can be passed/used in management interfaces. Their representations are technology agnostic software objects. IOC has attributes that represents the various properties of the class of objects. See the term "attribute" defined in [10]. Furthermore, IOC can support operations providing network management services invocable on demand for that class of objects. An IOC may support notifications that report event occurrences relevant for that class of objects. It is modelled using the stereotype "Class" in the UML meta-model. See TS 32.156 [10] for additional information on IOC.


Managed Object (MO): A MO is an instance of a Managed Object Class (MOC) representing the management aspects of a network resource. Its representation is a technology specific software object. It is sometimes called MO instance (MOI). The MOC is a class of such technology specific software objects. An MOC is the same as an IOC except that the former is defined in technology specific terms and the latter is defined in technology agnostic terms. MOCs are used/defined in SS level specifications. IOCs are used/defined in IS level specifications.   

Management Information Base (MIB): A MIB is an instance of an NRM and has some values on the defined attributes and associations specific for that instance. In the context of the present document, an MIB consists of:

1)
a Name space (describing the MO containment hierarchy in the MIB through Distinguished Names),

2)
a number of Managed Objects with their attributes and

3)
a number of Associations between these MOs. Also note that TMN (ITU-T Recommendation X.710 [7]) defines a concept of a Management Information Tree (also known as a Naming Tree) that corresponds to the name space (containment hierarchy) portion of this MIB definition. Figure 3.1 depicts the relationships between a Name space and a number of participating MOs (the shown association is of a non-containment type)
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Figure 3.1: Relationships between a Name space and a number of participating MOs

Name space: A name space is a collection of names. The IRP name convention (see 3GPP TS 32.300 [13]) restricts the name space to a hierarchical containment structure, including its simplest form - the one-level, flat name space. 
All Managed Objects in a MIB shall be included in the corresponding name space and the MIB/name space shall only support a strict hierarchical containment structure (with one root object). A Managed Object that contains another is said to be the superior (parent); the contained Managed Object is referred to as the subordinate (child). The parent of all MOs in a single name space is called a Local Root. The ultimate parent of all MOs of all managed systems is called the Global Root.


Network resource: is a component of a NE, which can be identified as a discrete separate entity and is in an object-oriented environment for the purpose of management represented by an abstract entity called Information Object Class (IOC) instance.
Network Resource Model (NRM): A collection of IOCs, inclusive of their associations, attributes and operations, representing a set of network resources under management.
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [X] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [X].



DN
Distinguished Name (see 3GPP TS 32.300 [13])



IOC 
Information Object Class




MO
Managed Object

MOC
Managed Object Class

MOI
Managed Object Instance
 

NFVI
Network Functions Virtualisation Infrastructure (NFVI): Defined in ETSI GS NFV 003 [15].


RDN
Relative Distinguished Name (see 3GPP TS 32.300 [13])


SS
Solution Set




VNF
Virtualised Network Function
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4.4.1
Attribute properties

The following table defines the properties of attributes specified in the present document. 

	Attribute Name
	Documentation and Allowed Values
	Properties

	farEndEntity
	The value of this attribute shall be the Distinguished Name of the far end network entity to which the reference point is related.

As an example, with EP_Iucs, if the instance of EP_Iucs is contained by one RncFunction instance, the farEndEntity is the Distinguished Name of the MscServerFunction instance to which this Iucs reference point is related. 

allowedValues: N/A


	type: DN

multiplicity: 0..1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	id
	An attribute whose "name+value" can be used as an RDN when naming an instance of the object class. This RDN uniquely identifies the object instance within the scope of its containing (parent) object instance.
	type: DN

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False



	linkType
	This attribute defines the type of the link. 

allowedValues: Signalling, Bearer, OAM&P, Other or multiple combinations of this type.


	type: String

multiplicity: 0..*

isOrdered: F

isUnique: T

defaultValue: No default value

isNullable: False



	locationName
	The physical location of this entity (e.g. an address). 

allowedValues: N/A


	type: String

multiplicity: 0..1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	monitoringGP
	This attribute defines the monitoring granularity period (in seconds). 

allowedValues: see NOTE 5

	type: Integer

multiplicity: 1

isOrdered: F

isUnique: T

defaultValue: No default value

isNullable: False



	monitoredIOCName
	It specifies one object class name for which the threshold monitor is created. When this attribute take effective, the threshold monitor is created for all of its instances in the name-containment tree whose top (tree) node is the IOC instance name-containing the subject <<IOC>>ThresholdMonitor instance containing this attribute.

This attribute takes effective when the monitoredObjectDNs contained by the same <<IOC>>ThresholdMonitor instance is empty.

allowedValues: The IOC names defined in the NRMs specifications.
	type: String

multiplicity: 1

isOrdered: F

isUnique: T

defaultValue: No default value

isNullable: False



	monitoringNotifTarget
	This identifies the target of the notifications when the monitored measurement crosses or reaches the threshold set by the subject threshold monitor.

allowedValues: N/A
	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None 

isNullable: True



	monitoredObjectDNs
	It specifies the object instance(s) for threshold monitoring.

This attribute monitoredIOCName contained by the same <<IOC>>ThresholdMonitor instance does not take effective when this attribute is not empty.

allowedValues: list of DN
	type: dataType

multiplicity: 1

isOrdered: F

isUnique: T

defaultValue: No default value

isNullable: False



	objectClass
	An attribute which captures the name of the class from which the object instance is an occurrence of. 

allowedValues: N/A


	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	objectInstance
	An information which captures the Distinguished Name of any object. 

allowedValues: N/A


	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	peeParametersList
	This attribute contains the parameter list for the control and monitoring of power, energy and environmental parameters of ManagedFunction instance(s). This list contains the following parameters:
-
siteIdentification

- siteLatitude (optional)

-
siteLongitude (optional)

-
siteDescription 

- equipmentType

-
environmentType

- powerInterface 

siteIdentification: The identification of the site where the ManagedFunction resides.

allowedValues: N/A

siteLatitude: The latitude of the site where the ManagedFunction instance resides, based on World Geodetic System (1984 version) global reference frame (WGS 84). Positive values correspond to the northern hemisphere. This attribute is optional in case of BTSFunction and RNCFunction instance(s).

allowedValues: -90.0000 to +90.0000

siteLongitude: The longitude of the site where the ManagedFunction instance resides, based on World Geodetic System (1984 version) global reference frame (WGS 84). Positive values correspond to degrees east of 0 degrees longitude. This attribute is optional in case of BTSFunction and RNCFunction instance(s).

allowedValues: -180.0000 to +180.0000

siteDescription: An operator defined description of the site where the ManagedFunction instance resides.

allowedValues: N/A 
equipmentType: The type of equipment where the managedFunction instance resides. 

allowedValues: see clause 4.4.1 of ETSI ES 202 336-12 [18].
environmentType: The type of environment where the managedFunction instance resides. 

allowedValues: see clause 4.4.1 of ETSI ES 202 336-12 [18].
powerInterface: The type of power.

allowedValues: see clause 4.4.1 of ETSI ES 202 336-12 [18].


	type: String

multiplicity: 0..*

isOrdered: N/A
isUnique: True

defaultValue: No default value

isNullable: True

	priorityLabel
	This is a label that consumer would assign a value on a concrete instance of the managed object. The management system takes the value of this attribute into account. The effect of this attribute value to the subject managed entity is not standardized
	type: Integer

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	protocolVersion
	Versions(s) and additional descriptive information for the protocol(s) used for the associated communication link. Syntax and semantic is not specified.

allowedValues: N/A


	type: String

multiplicity: 0..*

isOrdered: F

isUnique: T

defaultValue: no default value

isNullable: False



	setOfMcc
	Set of Mobile Country Code (MCC). The MCC uniquely identifies the country of domicile of the mobile subscriber. MCC is part of the IMSI (TS 23.003 [5])

This list contains all the MCC values in subordinate object instances to this SubNetwork instance.

allowedValues: See clause 2.3 of TS 23.003 [5] for MCC allocation principles.

	type: Integer

multiplicity: 1..*

isOrdered: F

isUnique: T

defaultValue: No default value

isNullable: False



	swVersion
	The software version of the ManagementNode or ManagedElement (this is used for determining which version of the vendor specific information is valid for the ManagementNode or ManagedElement).

allowedValues: N/A


	type: String

multiplicity: 0..1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	systemDN
	The Distinguished Name (DN) of IRPAgent. Defined in 3GPP TS 32.300.

allowedValues: N/A


	type: DN

multiplicity: 0..1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	supportedMonitoringGPs
	The monitoring granularity periods (in seconds) supported by the producer for the monitored entities.

AllowedValues: see NOTE 5.
	type: integer

multiplicity: 1..*

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	thresholdInfoList
	It specifies the list of threshold information.

It is list of 
< 

measurementType, 

direction,

thresholdPack

>,
where thresholdPack is list of 
<

thresholdLevel,

thresholdValue,

hysteresis (optional)
>

The measurementType shall be in one of the following form:

-
"family.measurementName.subcounter" for monitoring the measurement types with subcounters defined.
-
"family.measurementName" for monitoring the measurement types without subcounters defined.

The direction can be 'Increasing' or ‘Decreasing' of the measurement values.
-      If it is "Increasing", the threshold crossing notification is triggered when the measurement value equals or exceeds a thresholdValue.

-      If it is "Decreasing", the threshold crossing notification is triggered when the measurement value equals or below a thresholdValue.

The thresholdLevel indicates the level for the threshold. See NOTE 6 for the supported threshold levels. 
The hysteresis has a threshold‑high and a threshold‑low value that are different from the threshold value.  
A hysteresis, therefore, defines the threshold-high and threshold-low levels within which the measurementType value is allowed to oscillate without triggering the threshold crossing notification.
AllowedValues: N/A
	type: dataType

multiplicity: 1s..*

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	userDefinedState
	An operator defined state for operator specific usage.

allowedValues: N/A


	type: String

multiplicity: 0..1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	userLabel
	A user-friendly (and user assignable) name of this object.

allowedValues: N/A


	type: String

multiplicity: 0..1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	vendorName
	The name of the vendor.

allowedValues: N/A


	type: String

multiplicity: 0..1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	vnfParametersList
	This attribute contains the parameter set of the VNF instance(s) corresponding to an NE. Each entry in the list contains:

-
vnfInstanceId

-
vnfdId (optional)

-
flavourId (optional) 

-
autoScalable 
vnfInstanceId: VNF instance identifier (vnfInstanceId, see section 9.4.2 of [16] and section B2.4.2.1.2.3 of [17]).

See Note 1.

vnfdId: Identifier of the VNFD on which the VNF instance is based, see section 9.4.2 of [16]. This attribute is optional.

Note: the value of this attribute is identical to that of the same attribute in clause 9.4.2 of ETSI GS NFV-IFA 008 [16].

flavourId: Identifier of the VNF Deployment Flavour applied to this VNF instance, see section 9.4.3 of [16]. This attribute is optional.

Note: the value of this attribute is identical to that of the same attribute in clause 9.4.3 of ETSI GS NFV-IFA 008 [16].

autoScalable: Indicator of whether the auto-scaling of this VNF instance is enabled or disabled. The type is Boolean.

See Note2.

The presence of this attribute indicates that the ManagedFunction represented by the MOI is a virtualized function. 
See Note 3.

allowedValues: N/A

A string length of zero for vnfInstanceId means the VNF instance(s) corresponding to the MOI does not exist (e.g. has not been instantiated yet, has already been terminated).
	type: String

multiplicity: 0..*

isOrdered: N/A
isUnique: True

defaultValue: No default value

isNullable: True

	vsData
	Vendor specific attributes of the type vsDataType. The attribute definitions including constraints (value ranges, data types, etc.) are specified in a vendor specific data format file. 

allowedValues: --


	type: --

multiplicity: --

isOrdered: --

isUnique: --

defaultValue: --

isNullable: False



	vsDataFormatVersion
	Name of the data format file, including version.

allowedValues: N/A


	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	vsDataType
	Type of vendor specific data contained by this instance, e.g. relation specific algorithm parameters, cell specific parameters for power control or re-selection or a timer. The type itself is also vendor specific.

allowedValues: N/A


	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	pMAdministrativeState
	It indicates the administrative state of MeasurementControl. It describes the permission to use or prohibition against using the capability of MeasurementControl, imposed through the consumer of OAM services produced by MeasurementControl,

The measurement report production would begin when pMadministrativeState is UNLOCKED and pMoperationalState is ENABLED.

The meaning of these values is as defined in 3GPP TS 28.625 [21] and ITU-T X.731 [19].

allowedValues: "LOCKED", "SHUTTING DOWN", "UNLOCKED". 


	type: ENUM

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: “LOCKED”

isNullable: False



	pMOperationalState
	It indicates the operational state of MeasurementControl. It describes if the resource is physically installed and working.

allowedValues: “ENABLED”, “DISABLED”.

The meaning of these values is as defined in 3GPP TS 28.625 [21] and ITU-T X.731 [19].


	type: ENUM

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False



	fileLocation
	It is the path to the file system where the produced measurement reports (containing PM data) are stored. 

There are two delivery methods (i.e. file-based and stream-based) to deliver Measurements to the consumer(s). This attribute is used for the file-based delivery method.

The size of this fileLocation is decided by consumer and producer. The producer is expected to remove old files to make room for new files, when necessary. 

allowedValues: Not applicable.

	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None 

isNullable: True



	managedObjectDNs
	It identifies the managed functions whose Measurements are required to be produced.

It identifies specific entities (say X, Y, Z) of the management containment tree. Consequently, it identifies all, including themselves (e.g. X, Y and Z), entities that are subordinates, in the sense of name-containment, of X, Y and Z. We called the identified entities a collection. The presence of this IOC would mean Measurement types specified in attribute MeasurementReader.measurementTypes, are required to be produced if the member (of the collection) is capable of supporting the Measurement types.

allowedValues: N/A


	type: DN

multiplicity: *

isOrdered: N/A

isUnique: N/A

defaultValue: None 

isNullable: False



	managedObjectDNsBasic
	It identifies the managed functions whose Measurements are required to be produced.

It identifies specific entities (say X, Y, Z) of the management containment tree. The presence of this IOC would mean Measurements, of type specified in attribute MeasurementReader.measurementTypes, are required to be produced if X, Y, Z are capable of supporting the Measurement types.

If managedObjectDNs of the same MeasurementReader instance has valid information, the information of this attribute is ignored.

allowedValues: N/A


	type: DN

multiplicity: *

isOrdered: N/A

isUnique: N/A

defaultValue: None 

isNullable: False



	fileBasedGP
	This defines the frequency of producing and delivering the measurement report. The measurement report would be produced immediately at the end of each GP. 
allowedValues: See Note 4.
	type: Integer

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None 

isNullable: False

	streamBasedGP
	It defines the frequency of producing and sending the Measurement to the consumer.

allowedValues: See Note 4.

	type: Integer

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None 

isNullable: False

	measurementTypes
	It identifies one or more Measurement types. The Measurement type can be those specified in TS 28.552 [20], TS 32.404 [21] and can be those specified by other SDOs or can be vendor-specific.

allowedValues: N/A
	type: String

multiplicity: *

isOrdered: N/A

isUnique: N/A

defaultValue: None 

isNullable: False

	streamTarget
	This identifies the target of the notification carrying the content of the measurement report.

There are two delivery methods (i.e. file-based and stream-based) via which the consumer(s) can receive the Measurements. This attribute is used for the stream-based delivery method.

allowedValues: N/A

	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None 

isNullable: True



	measurementTypeAndGPs
	It identifies the supported Measurement types and their supported GPs. 

This is a list of items. One item is composed of two parts:

-
One supported Measurement type;

-
One or more supported GPs (see Note 4).

     (A Measurement type cannot appear in more than one item.)

For supported Measurement types, see “Documentation and Allowed Values” for measurementTypes. 

For supported GPs, see Note 4.

allowedValues: N/A

	type: TBD 

multiplicity: *

isOrdered: False

isUnique: True

defaultValue: None 

isNullable: False



	nFServiceType
	The parameter defines the type of the managed NF service instance
allowedValues: See clause 7.2 of TS 23.501[22]

	type: ENUM

multiplicity: 1

isOrdered: N/A

isUnique: T
defaultValue: No default value
isNullable: False



	operations
	This parameter defines set of operations supported by the managed NF service instance.

allowedValues: See TS 23.502[23] for supporting operations


	type: Operation

multiplicity: 1..*

isOrdered: F

isUnique: F

defaultValue: No default value

isNullable: False



	Operation.name
	This parameter defines the name of the operation of the managed NF service instance.

allowedValues: N/A


	type: String

multiplicity: 1

isOrdered: F

isUnique: F

defaultValue: no default value

isNullable: True



	allowedNFTypes
	This paramerter identifies the type of network functions allowed to access the operation of the managed NF service instance.

allowedValues: See TS 23.501[22] for NF types
	type:  ENUM

multiplicity: 1..*

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	operationSemantics
	This paramerter identifies the semantics type of the operation. See TS 23.502[23]
allowedValues: “Request/Response”, “Subscribe/Notify”. 
	type:  ENUM

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	sAP
	This parameter specifies the service access point of the managed NF service instance.

allowedValues: N/A
	type: SAP

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: No default value

isNullable: False



	host
	This parameter specifies the host address of the managed NF service instance. It can be FQDN (See TS 23.003 [5]) or an IPv4 address (See RFC 791 [24]) or an IPv6 address (See RFC 2373 [25]).

allowedValues: N/A


	type: String

multiplicity: 1

isOrdered: F

isUnique: N/A

defaultValue: None

isNullable: False



	port
	This parameter specifies the transport port of the managed NF service instance.

allowedValues: 1 - 65535


	type: Integer

multiplicity: 1

isOrdered: F

isUnique: F

defaultValue: No default value

isNullable: False



	ManagedNFService.operationalState
	This parameter indicates the operational state of the managed NF service instance. It describes whether the resource is physically installed and working.

allowedValues: "ENABLED", "DISABLED".

The meaning of these values is as defined in 3GPP TS 28.625 [21] and ITU-T X.731 [19].


	type: ENUM 
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	ManagedNFService.administrativeState
	This parameter indicates the administrative state of the manaed object instance. It describes the permission to use or prohibition against using the instance, imposed through the management services.

allowedValues: “LOCKED”, “UNLOCKED”, SHUTTINGDOWN” 

The meaning of these values is as defined in 3GPP TS 28.625 [21] and ITU-T X.731 [19].
	type: ENUM
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	ManagedNFService.usageStae
	This parameter indicates the usage state of the object instance. It describes whether the resource is actively in use at a specific instant, and if so, whether or not it has spare capacity for additional users at that instant. 

allowedValues: "IDLE", "ACTIVE", "BUSY".

The meaning of these values is as defined in 3GPP TS 28.625 [21] and ITU-T X.731 [19].


	type: ENUM
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	registrationState
	This parameter defines the registration status of the managed NF service instance.

allowedValues: "Registered", "Deregistered".
	type: ENUM
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: Deregistered
isNullable: False

	NOTE 1: The value of this attribute is identical to that of the same attribute in clause 9.4.2 of ETSI GS NFV-IFA 008 [16].
NOTE 2: The value of this attribute is identical to that of the same attribute included in vnfConfigurableProperty in clause 9.4.2 of ETSI GS NFV-IFA 008 [16].
NOTE 3: The presence of the attribute vnfParametersList, whose vnfInstanceId with a string length of zero, in createMO operation can trigger the instantiation of the related VNF/VNFC instances.

NOTE 4: The GP defines the measurement data production rate. The supported rates are dependent on the capacity of the producer involved (e.g. the processing power of the producer, the complexity of the measurement type involved etc) and therefore, it cannot be standardized for all producers involved. The supported GPs reflects the agreement between producer and the consumer involved.

NOTE 5: The monitoring granularity period defines the measurements monitoring period. The supported monitoring periods are dependent on the capacity of the producer involved (e.g. the processing power of the producer, the complexity of the measurement type involved etc) and therefore, it cannot be standardized for all producers involved. The supported monitoring GPs reflect the agreement between producer and the consumer involved.

NOTE 6: The supported threshold levels are dependent on the capacity of the producer involved (e.g. the processing power of the producer, number of measurements being measured by the producer at the time, the complexity of the measurement type involved etc) and therefore, it cannot be standardized for all producers involved. The supported levels can only reflect the negotiated agreement between producer and the consumer involved.
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