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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
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3
Rationale

SLA (Service-Level Agreement) has been mentioned in TR 28.805 [1] which is related to some management service and procedure to achieve SLA assurance. But it only focuses on the performance aspect, how to deal with the SLA once the agreement has signed and how it can affect the existed network management services are missing in TS 28.530 [2], TS 28.531 [3], TS 28.532 [4] and TS 28.533 [5].
Below are some relavant texts from TR 28.805 which have mentions SLA:

4.2.2
Communication service management function

The CSMF is described in [5] and involves provisioning and management of communication service instances. Part of his role is to request the necessary resources to realize the communication service instances. The request for the resources includes service specific instance information to be used by the resource management to realize the communication service instance. 
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Figure 4.2.2.1: Customer aspects as well as, service and resource aspects regarding CSMF

The CSMF is split into two parts where one of them is related to customer aspects and the other is related to the service and resource aspects. Figure 4.2.2.2 depicts the CSMF functionalities.
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Figure 4.2.2.2: CSMF functionalities
CFCS aspect provides the following functions and services:

- 
Service SLA Input and Translation: It receives service SLA from CSC and translates the SLA into resource aspect related requirements, e.g. parameterized NST for the instantiation of network slice instance. 
- 
Service Catalogue: It stores the service profile information which represents the communication service type and capability.

- 
Billing: It deals with the communication service billing aspects for the customers (CSC) and is out of the scope of the present document.

- 
Capability exposure: It handles exposure of communication service management capability to CSC, e.g. communication service instance performance monitoring.

RFCS aspect manages the resource aspects of the communication service instance (CSI). RFCS aspect provides the following functions and services:

-
 CSI resource inventory: It stores the identifications of the CSI resources, including that are currently in use, and that are available to be allocated. It also stores the mapping relationship between the CSI and the resource e.g. NSI, as well as the real time communication service resource availability information according to the feedback or notification from NSMF. CSIs are allocated, modified and deallocated, and the corresponding network resource information is updated during CSI life cycle management. It maintains the CSI resource availability status. 

Editor's Note:
Whether there is only one "CSI resource inventory" from RFCS aspect or there is another "CSI inventory" from CFSC aspect is FFS.
-
CSI LCM: It manages CSI lifecycle e.g. through requesting NSMF to allocate/deallocate/modify network resources for the CSI. The NSMF notifies CSMF the network resource LCM status so that the CSI can update the CSI resource inventory accordingly.

-
Fault Supervision of CSI: It collects CSI level fault supervision information. The closed loop management should be operated through interaction between CSMF and other OAM functions e.g. NSMF, MDAF.
-
Performance Assurance of CSI: It collects CSI level performance measurement information and supports SLA assurance. CSMF needs to collaborate with other OAM functions, e.g. NSMF, MDAF, for this purpose.
4.5
SLA assurance
4.5.1
Description

From management aspect, it would beneficial to take into account of the SLA during the planning and provision phase. NOP may also optimize the network to guarantee the SLA when needed. 

The NOP needs to take into account of their customers' requirements in planning, provision and optimization phases of the network, which may include:

- 
Receive the service request from the customer.
- 
Identify which SLA that management system could guarantee with the network management capabilities.

- 
Identify what other information except the management data may be needed to support management decision.

5.1.3
SLA monitoring for network slicing
5.1.3.1
Description

An SLA will contain information that will be broken down to service requirements that are conveyed to the CSP by the CSC. The service requirements may be used to provision a network slice instance. 

After the network slice provisioning, the CSP and /or CSC may need to monitor the SLA status of the NSI to make sure whether its service requirements are achieved. In the service based management architecture, subscribe-notify and request-response style interactions between the communication services management function and network slice management function can be utilized. Network slice management function reports the SLA related network slice level KPIs and end user traffic level QoS/QoE parameters. The reporting can be periodic, or event based. Communication services management function may also invoke the SLA monitoring related APIs provided by the network slice management function. Network slice management function collects network slice domain specific operating data from the constituent network slice subnet management functions. Aggregating, analysing and processing the data into E2E network slice level operating parameters and presents them to the communication services management function. 

A new slice may be created with dedicated 5GC resource e.g. dedicated SMF/UPF/PCF. Usually 5GC resource is enough while NG RAN is the bottleneck. In the radio access network, QoS of user traffics and cell KPIs may be degraded due to many factors such as congestion, coverage issues, interference, shortage of radio resources etc. In such cases, there is a risk to guarantee the E2E SLAs of one or more network slice instances for all the UEs from the CSC all the time.

The networks outside of the 3GPP operators are out of control of the 3GPP operators and may be exceptional for the SLA negotiation, e.g. the outside transport networks or DCs of third parties and the applications etc.
The number users of the network slice (customers of the CSC) is slowly increased while the network slice resources adapt to changing traffic characteristics. What slice customer care is, how many subscribers (e.g. 1 million) can be served by the slice and the Service Experience statistics per application (e.g. average Service MOS 4.0 for Application X for the slice customer) and how many percent (e.g. 90 % for Application X) UEs' service experience satisfy per application ID, see clause 6.32 of TR 23.791 [6]. Therefore, the CSPs may need to monitor the SLA status of the NSI for those aspects.

When a performance degradation impacts the service requirements the management system reconfigures the resources to resolve the performance degradation, in case the degradation cannot be resolved the management system may restrict the total number of active users. 
Editor's Note: Adding the ref to the clause 4.8 of TS 28.530 in above paragraph is FFS.

During the runtime phase of network slice, as consequence of SLA monitoring the management system may adjust reserved resources for the network slice to improve service experiences and ensure SLA according to the activity prediction of users provided by NWDAF, as well as resource adjustment recommendation provided by MDAF. 
5.1.3.2
Potential requirements

REQ-CSM_SLA-CON-01 The 3GPP management system shall have the capability monitoring the performance metrics related to the SLA.

REQ-CSM_SLA-CON-02 The 3GPP management system shall have the capability consuming the data related to QoE provided by for example an NWDAF.

REQ-CSM_SLA-CON-03 The 3GPP management system shall have the capability evaluating the QoE data provided by an NWDAF to trigger actions if the network slice performance requirements are not met.

REQ-CSM_SLA-CON-04 The 3GPP management system shall have the capability configuring reserved  resources in RAN potentially to be used for a new network slice instance.

REQ-CSM_SLA-CON-05 The 3GPP management system shall have the capability to consume activity prediction of the users from, for example, historical data in NWDAF.
REQ-CSM_SLA-CON-06 The 3GPP management system shall have the capability to consume the Management Data Analytics Service for the purpose of SLA assurance.

5.1.4
MDA-Assisted network provisioning contributing to SLA assurance

5.1.4.1
Description

The 5G network can support different services with various QoS parameters. The QoS parameters are maintained by the system during the lifetime of the network.

Utilizing MDAF to provide big data analytics in order to help the management system functions to derive suitable network topology (e.g. VNF chains, network configurations etc.) to guarantee the service assurance given by the vertical customers from the network provisioning aspect. After the network is setup with the suitable configurations, the control plane and user plane could do further adjustment (e.g. with UE session control etc.) to improve the individual user experiences.
In this case, management system needs to identify which service requirements that are related to the network management system for the purpose of network or network slice deployment, and which type of information that could be provided to MDAF for the analytics.

For communication service provisioning, CSMF translates customer level SLA into communication service requirements, and analyzes the network capability to determine whether to map the CSI to an existing NSI or a new NSI. This operation is performed in the CSI or NSI planning phase. MDAF can be utilized to assist such planning. MDAF may get SLA requirements as input from CSMF and provide analytical information which may include network performance data and recommended network configuration settings to help the management system functions to derive the suitable configuration parameters.

For example, service SLA requirements such as E2E latency, bandwidth, service area, user capacity, user QoE requirements etc. may be used as input to MDAF. . Information from 5GC and NG-RAN, such as performance measurements of 5GC NFs, performance measurements of gNBs and en-gNBs, QoE measurement etc., may be used as input also to MDAF. The output data provided by MDAF may include performance data and recommended configuration settings.
5.1.4.2
Potential requirements

REQ-CSM_MDA-CON-01 The communication services management system shall have the capability providing the communication service requirements related to network to the management data analytics service provider.
REQ-CSM_MDA-CON-02 The management data analytics service provider shall have the capability getting the network management data from network management service provider.

REQ-CSM_MDA-CON-03 The management data analytics service provider shall have the capability allowing its authorized consumer to request recommendation for the purpose of network provisioning.

REQ-CSM_MDA-CON-04 The management data analytics service provider shall have the capability providing information which may include performance data and recommended configuration settings for communication service planning.
On the basis of SLA assurance mentiond in TR 28.805, during the planning and provision phase of communication services, the SLA requirements need to be take into account to make sure that the finally provided end-to-end network slice can satisfy customer’s business scecario.
First, once the communication service provider (CSP) receives the SLA, it needs to consider how to map it to the network slice template and how it can affect the procedure of network slice instantiation. Then the SLA requirements should also be decomposed to the precisely requirement to network slice subnet of different domains e.g. access network slice subnet, transport network slice subnet and core network slice subnet. The SLA requirement on virtual resource managemet may also affect the NFV management and orchestration, so the influence to the NFVO should also be considered. Last but not the least, how the composed requirements can be transferred to different management functions is vital important once we introduced SLA and try to achieve SLA assurance.
Until now, the scenarios, use cases and potential solutions for the aspects mentioned above related to SLA have not yet been specified. Therefore, further study is needed on SLA. The new study aimes to discussion the followding aspects:
· Translation from SLA to network slice template

· Procedure of network slice instantiation once SLA has been introduced to 5G management system

· Decoposion from SLA requirements to the network slice subnet of different domains and network management functions.

· Analysis of network requirements to NFV management and orchestration.

· The interaction and transmittion to NFMF/NSSMF after the SLA has been decomposed.
4
Detailed proposal

It is proposed to start a new study on SLA management:

· Translation from SLA to network slice template

· Procedure of network slice instantiation once SLA has been introduced to 5G management system

· Decoposion from SLA requirements to the network slice subnet of different domains and network management functions.

· Analysis of network requirements to NFV management and orchestration.

· The interaction and transmittion to NFMF/NSSMF after the SLA has been decomposed.
