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1
Decision/action requested

Discuss and approve the text proposal.
2
References

[1]
3GPP TR28.900.
3
Rationale
This contribution adds an example of a notification header for VES Collector in accordance to ONAP R3 release.
4
Detailed proposal

It proposes to make the following changes in TS 28.900 [1]
	First Changes


5.2
Comparative analysis

5.2.1
Communication principles

5.2.1.1
ONAP DCAE

In ONAP (cf. [6]), VNFs use REST calls to push measurement data to the DCAE VES Collector. The VES Collector validates, filters, and packages the received measurement data, and publishes the data to other components of the ONAP architecture. All VNF instances are provisioned with VES Collector address(es) so as to be able to send alarm notifications, event notifications, etc. to the VES Collector. ONAP does not offer subscribe / notify mechanism between DCAE / VES Collector and VNFs. Consequently, all possible notifications that can be issued by VNFs are to be sent out to the VES Collector.

Whatever the type of notifications sent to the VES Collector, they willall have a common header, whose schema is given in table 5.2.1.1.1 (cf. [12]).

	Field
	Type
	Required?
	Description

	domain
	string
	Yes
	Event domain enumeration: ‘fault’, ‘heartbeat’, ‘measurement’, ‘mobileFlow’, ‘notification’, ‘other’, ‘pnfRegistratio n’, ‘sipSignaling’, ‘stateChange’, ‘syslog’, ‘thresholdCross ingAlert’, ‘voiceQuality’

	eventId
	string
	Yes
	Event key that is unique to the event source. The key must be unique within notification life cycle similar to EventID from 3GPP. It could be a sequential number, or a composite key formed from the event fields, such as domain_sequence . The eventId should not include whitespace. For fault events, eventId is the eventId of the initial alarm; if the same alarm is raised again for changed, acknowledged or cleared cases, eventId must be the same as the initial alarm (along with the same startEpochMicro sec but with a different sequence number). Note: see section 1.3 for eventId use case examples.

	eventName
	string
	Yes
	Unique event name (see section 1.2 for more information)

	eventType
	string
	No
	For example: ‘applicationNf’ , ‘guestOS’, ‘hostOS’, ‘platform’

	internalHeaderFields
	internalHeaderFields
	No
	Fields (not supplied by event sources) that the VES Event Listener service can use to enrich the event if needed for efficient internal processing. This is an empty object which is intended to be defined separately by each service provider (e.g., AT&T) implementing the VES Event Listener.

	lastEpochMicrosec
	number
	Yes
	the latest unix time aka epoch time associated with the event from any component–as microseconds elapsed since 1 Jan 1970 not including leap seconds

	nfcamingCode
	string
	No
	Network function component type: 3 characters (aligned with vfc naming standards)

	nfNamingCode
	string
	No
	Network function type: 4 characters (aligned with vnf and pnf naming standards)

	nfVendorName
	String
	No
	Network function vendor name

	Priority
	string
	Yes
	Processing priority enumeration: ‘High’, ‘Medium’, ‘Normal’, ‘Low’

	reportingEntityId
	string
	No
	UUID identifying the entity reporting the event or detecting a problem in another vnf/vm or pnf which is experiencing the problem. (Note: the AT&T internal enrichment process shall ensure that this field is populated). The reportingEntity Id is an id for the reportingEntity Name. See ‘reportingEntit yName’ for more information.in

	reportingEntityName
	string
	Yes
	Name of the entity reporting the event or detecting a problem in another vnf/vm or pnf which is experiencing the problem. May be the same as the sourceName. For synthetic events generated by DCAE, it is the name of the app generating the event.

	Sequence
	integer
	Yes
	Ordering of events communicated by an event source instance (or 0 if not needed)


	sourceId
	string
	No
	UUID identifying the entity experiencing the event issue, which may be detected and reported by a separate reporting entity (note: the AT&T internal enrichment process shall ensure that this field is populated). The sourceId is an id for the sourceName. See ‘sourceName’ for more information.

	sourceName
	string
	Yes
	Name of the entity experiencing the event issue, which may be detected and reported by a separate reporting entity. The sourceName identifies the device for which data is collected. A valid sourceName must be inventoried in A&AI. If sourceName is a xNFC or VM, then the event must be reporting data for that particular xNFC or VM. If the sourceName is a xNF, comprised of multiple xNFCs, the data must be reported/aggreg ated at the xNF leveI.  Data for individual xNFC must not be included in the xNF sourceName event.

	startEpochMicro sec
	number
	Yes
	the earliest unix time aka epoch time associated with the event from any component–as microseconds elapsed since 1 Jan 1970 not including leap seconds. For measurements and heartbeats, where events are collected over predefined intervals, startEpochMicro sec shall be rounded to the nearest interval boundary (e.g., the epoch equivalent of 3:00PM, 3:10PM, 3:20PM, etc…). For fault events, startEpochMicro sec is the timestamp of the initial alarm; if the same alarm is raised again for changed, acknowledged or cleared cases, startEpoch Microsec must be the same as the initial alarm (along with the same eventId and an incremental sequence number). For devices with no timing source (clock), the default value will be 0 and the VES collector will replace it with Collector time stamp (when the event is received)

	timeZoneOffset
	String
	No
	Offset to GMT to indicate local time zone for device formatted as ‘UTC+/-hh.mm’; see https://en.wiki pedia.org/wiki/ List_of_time_zo ne_abbreviation s for UTC offset examples

	version
	number
	Yes
	Version of the event header as “#.#” where # is a digit; see section 1 for the correct digits to use.

	vesEventListenerVersion
	String
	Yes
	Version of the ves event listener api spec that this event is compliant with (as “#” or “#.#” or “#.#.#” where # is a digit; see section 1 for the correct digits to use).


Table 5.2.1.1.1: ONAP DCAE VES Collector - Common event header schema

NOTE: ONAP DCAE VES Collector - Common event header schema Figure attribution [12]

The VES Collector is a RESTful collector for processing JSON messages; an example of a notification header, in JSON, is given in [13]:
{

“event”: {

“commonEventHeader”: {

“version”: “4.0.1”,

“vesEventListenerVersion”: “7.0.1”,

“domain”: “heartbeat”,

“eventName”: “Heartbeat_vIsbcMmc”,

“eventId”: “heartbeat0000249”,

“sequence”: 0,

“priority”: “Normal”,

“reportingEntityId”: “cc305d54-75b4-431b-adb2-eb6b9e541234”,

“reportingEntityName”: “ibcx0001vm002oam001”,

“sourceId”: “de305d54-75b4-431b-adb2-eb6b9e546014”,

“sourceName”: “ibcx0001vm002ssc001”,

“nfVendorName”: “Ericsson”,

“nfNamingCode”: “ibcx”,

“nfcNamingCode”: “ssc”,

“startEpochMicrosec”: 1413378172000000,

“lastEpochMicrosec”: 1413378172000000,

“timeZoneOffset”: “UTC-05:30”

}

}

}




















NOTE: ONAP DCAE VES Collector - Common event header example in JSON Text attribution [13].
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