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	First change


[bookmark: _Toc523172945][bookmark: _Toc523173493][bookmark: _Toc523173669][bookmark: _Toc523173844]3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1], TS 28.530 [4] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1] and TS 28.530 [4].
Network slice template: subset of attributes' values used for creation of instances of Network Slice IOC.
Network slice priority: A dedicated priority attribute for network slice and network slice subnet.
NOTE: Network slice priority is derived from communication service priority. For example, network slice that supports emergency communication service will be signed as prioritized network slice. 
NFV MANO operation severity: This severity type, associated with a NFV MANO management operation, is derived from network slice priority. For example, this  severity type information is given associated with a NFV MANO operation (e.g. NS LCM operation) from NSSMF to NFV MANO when virtual resource managed by NFV MANO suffers virtual resource stortage. 
NOTE: the detail how NFV MANO specifies network slice priority and NFV MANO operation severity is FFS.

	Next change


[bookmark: _Toc523172950][bookmark: _Toc523173498][bookmark: _Toc523173674][bookmark: _Toc523173849]4.3	General information for network slice instance
The general information used to describe network slice instance may include:
-	Resource model information, which describes the static parameters and functional components of network slice, includes NST ID, network slice type (e.g. eMBB, network slice priority), additional system feature (e.g. multicast, Edge Computing), priority, NSST ID list.
-	Management model information, which describes the information model that is used for network slice lifecycle management, includes configuration profile (e.g. application configuration parameters).
-	Capability model information, which describes the capability including supported communication service characteristic information (e.g. service type, UE mobility level, density of users, traffic density), QoS attributes (e.g. bandwidth, latency, throughput and so on) and capacity (e.g. maximum number of UEs), can be exposed to CSC via CSMF.
[bookmark: _Toc523172951][bookmark: _Toc523173499][bookmark: _Toc523173675][bookmark: _Toc523173850]4.4	General information for network slice subnet instance
The general information used to describe network slice subnet instance may include:
-	Resource model information, which describes the static parameters and functional component of network slice subnet, includes NSST ID, network slice subnet type (e.g. RAN eMBB, CN eMBB, network slice priority), additional system feature (e.g. multicast, Edge Computing), priority, QoS attributes (e.g. bandwidth, latency, number of subscribers and so on), NSD ID.
-	Management model information, which describes the information model that is used for network slice subnet lifecycle management, includes configuration profile (e.g. application configuration parameters).
-	Capability model information, which describes the capability including supported communication service characteristic information (e.g. service type, UE mobility level, density of users, traffic density), QoS attributes (e.g. bandwidth, latency, throughput and so on) and capacity (e.g. maximum number of UEs).
	End of changes



