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1
Decision/action requested

The group is asked to discuss and approve the contribution.
2
References
[a]
TS 28.900 v0.5.0: “Telecommunication management; Study on integration of ONAP DCAE and 3GPP reference management architecture”.
[b]
TS 28.532: Management and orchestration; Generic management services
[c]
TS 28.541: Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3
3
Rationale

In ONAP, the DCAE (Data Collection, Analytics and Events) gathers performance, usage, and configuration data from VNFs by way of the VES (VNF Event Streaming) Collector.

There is no Subscribe / Notify paradigm in place between the VES Collector and VNFs; all VNFs, by default, must send out their ‘performance, usage, and configuration data’ to the DCAE / VES Collector.

To enable this, it is required that VNFs know the address of the VES Collector (e.g. its URL or IP address) from the time of their creation, meaning that an input parameter is needed for the management operation which creates the VNFs, indicating the VES Collector address. There is no provision for this in the existing 3GPP 5G management framework, and thus this is an interoperability gap between 3GPP and ONAP.
In order to bridge this gap in the 3GPP 5G management framework, the Network Resource Model defined in TS 28.541 or in TS 28.622 (which TS is the best candidate is FFS) could be extended with a new IOC capturing the attribute indicating the address of the recipient to which MOIs shall send their notifications. 
This interoperability gap and the proposed solution should be captured in TS 28.900.

4
Detailed proposal

It is proposed to add a new section in TS 28.900 under section 5.2.1.3 (Communication Principles - Comparison) to compare the mechanisms used by ONAP and 3GPP to collect FM and PM data, and to describe possible modifications to the relevant 3GPP specifications to create compatibility between the ONAP and 3GPP in this area.
	1st modified section in TR 28.900


5.2.1.3
Comparison

5.2.1.3.1
Events headers / notification parameters
The table below provides a high-level mapping between the ONAP common event header fields (in first column) and the 3GPP 5G management services notifications fields with similar functions (in second column).

	ONAP

Fields common to all events
	Potential mapping to notification parameters in 3GPP TS 28.532 [22])

Notification parameters

	domain (required): the eventing domain associated with the event.
	Nothing similar in notificationparameters.



	eventId (required): event key that is unique to the event source.
	Similar to notificationId.

	eventName (required): unique event name
	eventName could be mapped to notificationType.

Actual values of notificationType are specified on a per notification type basis. Example: in 3GPP TS 28.532 [22], the following actual notificationType values are specified: “notifyNewAlarm”, "notifyChangedAlarm", "notifyFileReady", "notifyFilePreparationError", etc.

	eventType (optional): for example: applicationVnf, guestOS, hostOS, platform
	Nothing similar in notification parameters.

Note: NFVI related event types are out of the scope of the present document.

	internalHeaderFields (optional)
	No definition of this field could be found.

	lastEpochMicrosec (required): the latest unix time aka epoch time associated with the event from any component as microseconds elapsed since 1 Jan 1970 not including leap seconds
	See eventTime, which does not distinguish the start time of the event from its end time.

	nfNamingCode (optional): 4 character network function type, aligned with vnf naming standards
	Nothing similar in notification parameters.

	nfcNamingCode (optional): 3 character network function component type, aligned with vfc naming standards
	Nothing similar in notification parameters.

	priority (required): processing priority
	Nothing similar in notification parameters.

	reportingEntityId (optional): UUID identifying the entity reporting the event, for example an OAM VM. 
	Similar to systemDN.

	reportingEntityName (required): Name of the entity reporting the event, for example, an EMS name.  May be the same as the sourceName.  
	Nothing similar in notification parameters.

	sequence (required): Ordering of events communicated by an event source instance (or 0 if not needed)
	Nothing similar in notification parameters.

	sourceId (optional): UUID identifying the entity experiencing the event issue
	Similar to objectInstance.

	sourceName (required): Name of the entity experiencing the event issue
	Nothing similar in notification parameters.

	startEpochMicrosec (required): The earliest unix time aka epoch time associated with the event from any component as microseconds elapsed since 1 Jan 1970 not including leap seconds
	See eventTime, which does not distinguish the start time of the event from its end time.

	version (required): version of the event header
	Nothing similar in notification parameters.


5.2.1.3.2
FM/PM data collection

5.2.1.3.2.1
Existing gap
In ONAP, as previously described, VNF instances are provisioned with the address of the VES Collector and VNFs use REST calls to push FM and PM measurement data to the DCAE VES Collector.  There is no Subscribe / Notify paradigm in place between the VES Collector and VNFs; all VNFs, by default, send out their ‘performance, usage, and configuration data’ to the DCAE / VES Collector as it becomes available.  Therefore, it is necessary that VNFs know the address of the VES Collector (e.g. its URL or IP address) from the time of their creation, meaning that an input parameter is needed for the management operation which creates the VNFs, indicating the VES Collector address. 

Within the existing 3GPP 5G management framework there is no mechanism for providing a VES Collector address during VNF instantiation, and thus this is an interoperability gap between 3GPP and ONAP.  This can be solved by modifying the 3GPP Network Resource Model to add a new IOC capturing the attribute indicating the address of the recipient to which MOIs are to send their notifications.
5.2.1.3.2.2
Proposed modifications to 3GPP specifications
The following are proposed changes to 3GPP specificationTS 28.541 (or TS 28.622 – FFS) to align the 3GPP 5G management framework with ONAP FM/PM data collection mechanisms:
The notificationsConsumerReference can be defined as a new attribute, possibly multi-valued. Whether this new attribute is added to an existing IOC or in a new IOC is FFS. 

As a potential option in case a new IOC is introduced, a corresponding class diagram can be introduced. An example is given below:
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Figure a-x: NRM for support of  FM/PM data consumer
In case a new IOC is introduced, it needs to be defined. The following is an example:
4.3.x

NotificationConsumer
4.3.x.1
Definition

This IOC represents the consumer of notifications emitted by MOIs.
4.3.x.2
Attributes

	Attribute name
	Support Qualifier
	isReadable
	isWritable
	isInvariant
	isNotifyable

	notificationsConsumerReference
	M
	T
	T
	F
	T


4.3.x.3
Attribute constraints

None

4.3.x.4
Notifications
The common notifications defined in subclause 4.5 are valid for this IOC, without exceptions or additions.
	End of modifications in TR 28.900
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