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5.4.X
Support of failure handling and failover

The Failure Handling element determines what to do if the sending of charging data request to the CHF has been temporarily prevented. The usage of Failure Handling element gives flexibility to have different failure handling for charging session.

This element may be received from the CHF or may be locally configured. The value received from the CHF in the charging data response always override any already existing value.

If the request fails and in case Session Failover element indicates no failover support, the NF consumer terminates or continues the service depending on the value set in the Failure Handling element and free all the reserved resources for the charging session.  If the error response received indicates message unable to deliver or CHF too busy or the request times out and the Session Failover element indicates failover support, the NF consumer may move the charging data message stream to a backup CHF. A secondary CHF, which may be configured locally, can be used as a backup server. If the NF consumer receives a successful answer from the backup server, it continues the charging session with such a server.  If the re-transmitted request also fails, the NF consumer terminates or continues the service depending on the value in the Failure Handling element and free all the reserved resources for the charging session.
If a communication failure occurs during the service termination procedure, the NF consumer should always terminate the ongoing service session.

For new charging sessions, failover to an alternative CHF should be performed if possible. For instance, if an NF consumer determines primary CHF unavailability it establish the new charging sessions with a possibly available secondary CHF.
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