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Decision/action requested

The group is asked to approve this proposal.
2
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3
Rationale

At the 119AH meeting the state management attributes for the NSI where introduced. An NSI has an operational and administrate state. At the meeting it was pointed out that in [2] there is also a shutting down state. 

The state diagram from [2] showing the various state transitions for operational and administrative state is shown in Figure 1.
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Figure 1: Operational and administrative states [2]

Apply this to the NSI is shown in Figure 2.
[image: image2.png]NSSI state is
NULL

Unlocked

Disabled

Enabled

la

Enabled




Figure 2: Operational and administrative states 
The figure currently shown in an Appendix in 28.531 is updated to reflect the shuttingdown state and state transitions, see Figure 3. The content in the dashed box in figure 3 is new compared to current state management diagram.
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Figure 3: Updated NSI state diagram with state transition triggers

It is also proposed to change “Create” to “Allocate” and “Delete” to “Deallocate” to bring the naming of the operation in line with the terminology used in 28.531.

Table 1: The NSI state transition table

	Trigger number


	The state transition events and actions

	0
	NSMF responds positively to the “Allocate NSI request” message, the NSI is created and the state is set to Locked 

	1
	NSMF responds positively to the “Activate NSI request” message (identifying the NSI to be activated).

----- or ------
CM operation to set administrative state to Unlocked..

	1a
	CM Operation to set administrative state to Unlocked


	2
	CM Operation to set administrative state to Locked



	2a
	The last user of the NSI stops using the NSI 


	3
	When the NSI and its constituents are installed and working

NSMF receives positive response to the “Allocate NSSI” message (applicable to the NSI to be enabled).

	4
	When the NSI or its constituents are not installed or not working

NSMF receive positive response to the “Deallocate NSSI” message (applicable to the NSI to be disabled)

	5
	NSMF responds positively to the “Deallocate NSI request” message, the NSI is deleted and the state is set to NULL.




4
Detailed proposal

First change
6.4
Attribute definition

6.4.1
Attribute properties
	Attribute Name
	Documentation and Allowed Values
	Properties

	nSSIId
	An attribute whose "name+value" can be used as an RDN when naming an instance of the managednetworkslicesubnet. This RDN uniquely identifies the managednetworkslicesubnet instance within the scope of its containing (parent) object instance.
	type: DN

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False

	serviceProfileId
	A unique identifier of property of network slice related requirement should be supported by the network slice instance.
	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: True

	sliceProfileId
	A unique identifier of the property of network slice subnet related requirement should be supported by the network slice subnet instance.
	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: True

	constituentNSSIList
	It is a list of DN of MOI(s) for the constituent NSSI associated with the network slice subnet instance.
	type: DN

multiplicity: *

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False

	mFList
	It is a list of DN of the MOI(s) for the NF instances associated with the network slice subnet instance.
	type: DN

multiplicity: *

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False

	operationalState
	It indicates the operational state of the NSI. It describes whether or not the resource is physically installed and working.

allowedValues: “ENABLED”, “DISABLED”.

The meaning of these values is as defined in 3GPP TS 28.625 [17] and ITU-T X.731 [18].


	type: String
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False

	administrativeState
	It indicates the administrative state of the NSI. It describes the permission to use or prohibition against using the NSl imposed through the OAM services.

allowedValues: "Locked", "Unlocked" or "Shuttingdown"
The meaning of these values is as defined in 3GPP TS 28.625 [17] and ITU-T X.731 [18].
	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None
allowedValues: N/A 
isNullable: False

	nsInfo
	This attribute contains the NsInfo of the NS instance corresponding to the network slice subnet instance. The NsInfo is described in clause 8.3.3.2.2 of ETSI GS NFV-IFA013 [29].
	type: String

multiplicity: *

isOrdered: N/A

isUnique: True

defaultValue: No default value

isNullable: True

	mNSIId
	An attribute uniquely identifies the network slice instance.
	type: String

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False

	pLMNId
	This parameter specifies the PLMN to be associated with the network slice instance.

PLMN-Id= Mobile Country Codes (MCC)|| Mobile Network Codes(MNC) (Ref. 3GPP TS 23.003 [13])
allowedValues: The PLMN Identifier is composed of a Mobile Country Code (MCC) and a Mobile Network Code (MNC).
	type: <<dataType>>

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False

	perfReq
	This parameter specifies the requirements to the NSI in terms of the scenarios defined in the TS 22.261 [28], such as Experienced data rate, Area traffic capacity (density) information of UE density. 
It is a structure containing the following elements:

-
list of perfRequirements

Depending on the sST value, the list of perfRequirements will be
-
list of eMBBPerfReq

or
-
list of uRLLCPerfReq
or
-
list of mIoTPerfReq
NOTE: the list of mIoTPerfReq is not addressed in this document.

allowedValues:

-
list of eMBBPerfReq is a list of entries where an entry identifies the performance requirements to the NSI in terms of the scenarios defined in the Table 7.1-1 of TS 22.261 [28]. An entry has the following attributes: expDataRateDL (Integer), expDataRateUL (Integer), areaTrafficCapDL (Integer), areaTrafficCapUL (Integer), userDensity (Integer), activityFactor (Integer), uESpeed (Integer), coverage (String) (see Table 7.1-1 of TS 22.261 [28]).

-
list of uRLLCPerfReq is a list of entries where an entry identifies the performance requirements to the NSI in terms of the scenarios defined in the Table 7.2.2-1 of TS 22.261 [28]. An entry has the following attributes: e2eLatency (Integer), jitter (Integer), survivalTime (Integer), cSAvailability (Float), reliability (Float), expDataRate (Integer), payloadSize (String), trafficDensity (Integer), connDensity (Integer), serviceAreaDimension (String) (see Table 7.2-1 of TS 22.261 [28]).
NOTE: Limitation on attribute values in instances of ServiceProfile is not addressed in this document.
	type: <<dataType>>

multiplicity: *

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False

	nSSAI
	This parameter specifies the NSSAI to be supported by the new NSI to be created or the existing NSI to be re-used.

In order to identify a Network Slice end to end, the 5GS uses information called S-NSSAI (Single Network Slice Selection Assistance Information), an S-NSSAI is comprised of a SST (Slice/Service type) and an optional SD (Slice Differentiator) field. NSSAI is one set of S-NSSAI. See clause 5.15.2 of 3GPP TS 23.501 [2].
	type: <<dataType>>

multiplicity: *

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False

	maxNumberofUEs
	An attribute specifies the maximum number of UEs may simultaneously access the network slice instance.
	type: Integer

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

allowedValues: N/A

isNullable: False


Second change
Annex B (normative):
NSI state handling
An NSI is a logical object in the management system that represents a complex grouping of resources that may be in various states. At any time, the management system needs to know the state of an NSI.

The ITU-T X.731 [18], to which [17] refers, has defined the inter-relation between the administrative state, operational state and usage state of systems in general.
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Figure B.1: Combined NSI state diagram

In an NSI deployment scenario, the interactions between CSMF, NSMF and NSSMF are standardized. The interactions specified under the column “The state transition events and actions” of “NSI state transition table” below must be present for the state transition.
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Figure B.2: NSI state diagram with state transition triggers

Table B.1: The NSI state transition table

	Trigger number


	The state transition events and actions

	0
	NSMF responds positively to the “Allocate NSI request” message, the NSI is created and the state is set to Locked 

	1
	NSMF responds positively to the “Activate NSI request” message (identifying the NSI to be activated).

----- or ------

CM operation to set administrative state to Unlocked.

	1a
	

CM Operation to set administrative state to Unlocked

	2
	


The last user of the NSI stops using the NSI

	2a
	

CM Operation to set administrative state to Shutting down

	3
	When the NSI and its constituents are installed and working

NSMF receives positive response to the “Allocate NSSI” message (applicable to the NSI to be enabled).

	4
	When the NSI or its constituents are not installed or not working

NSMF receives positive response to the “Deallocate NSSI” message (applicable to the NSI to be disabled)

	5
	NSMF responds positively to the “Deallocate NSI request” message, the NSI is deleted and the state is set to NULL


