
3GPP TSG-SA5 Meeting #119 
S5-183042
La Jolla,US, 14-18 May 2018














Revision of S5-18xxxx
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	32.260
	CR
	    0392
	rev
	-
	Current version:
	14.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Enhance UE location description for IMS charging when over WLAN

	
	

	Source to WG:
	Nokia, Nokia Shanghai Bell

	Source to TSG:
	S5

	
	

	Work item code:
	WAEPC_CH
	
	Date:
	2018-05-03

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	Although UE access to IMS is specified in TS 23.228 for IP-Connectivity Access Network when using non-3GPP untrusted WLAN and Trusted WLAN (TWAN), it is not clear that corresponding locations are also specified for IMS charging.  


	
	

	Summary of change:
	Add description for trusted and untrusted WLAN for the content of P-Access-Network-Info header based on the content of clause 7.2A.4.3 of TS 24.229:

 - i-wlan-node-id contains the BSSID

 - operator-specific-GI contains a Geographical Identifier (available per TS 23.228 Annexe T for trusted WLAN) 

  - other specific untrusted WLAN information per 23.228 Annexe V for untrusted WLAN.



	
	

	Consequences if not approved:
	Charging In case of trusted and untrusted WLAN  

	
	

	Clauses affected:
	5.1.9

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	

	affected:
	
	x
	 Test specifications
	

	(show related CRs)
	
	x
	 O&M Specifications
	

	
	

	Other comments:
	


	First change


5.1.9
Charging support for Network provided Location information

The Network provided Location information (NetLoc) is described in the TS 23.228 [201] and for emergency service request using PCC-based solutions for the UE location in mobile networks in TS 23.167 [212]. 
In some scenarios, an AS can also detect emergency service and obtain the UE location using HSS-based solutions in TS 23.167 [212].

Based on operator policies and the availability of the user location information and/or UE Time Zone from the access network, the solution ensures that relevant SIP messages contain the correct or up to date information about the user location information, and/or UE Time Zone provided by the access network and currently used by the UE.

For the 3GPP and non-3GPP accesses , the P‑CSCF can retrieve user location information and/or UE Time Zone related to the access network currently used by the UE using PCC mechanisms, as specified in TS 23.203 [213] and TS 29.214 [214]. In some scenarios, an AS can also obtain location information using HSS-based solutions in TS 29.328 [215].

For fixed networks, the P-CSCF is aware of the network provided location information through signalling with the NASS. 
As specified in TS 24.229 [204], clause 7.2A.4.3, the network provided location information is transported in the SIP P-Access-Network-Info header with an "np" parameter and indicates details of where the UE is currently located (i.e. SAI, TAI, RAI, CGI, ECGI or access-specific user location information) as defined in TS 23.228 [214].
For trusted WLAN access, the SIP P-Access-Network-Info header includes the BSSID, and as specified in TS 23.228 [201] Annex T, a Geographical Identifier, if generated by the P-CSCF or AS based on the retrieved Access Network Information. 
For untrusted WLAN access, the SIP P-Access-Network-Info header includes the BSSID, and as specified in TS 23.228 [201] Annex V, UE local IP address, ePDG IP Address, and the TCP source port or UDP source port used by the UE to establish the IKEv2 tunnel with the ePDG.
In the defined CDRs, the network provided location information available when the CDR is opened, for 3GPP accesses is directly available in the User Location Info field and also available in the Access Network Information or Additional Access Network Information fields. For non-3GPP accesses, the network provided location information available when the CDR is opened, shall be available in either the Access Network Information or Additional Access Network Information fields 

NOTE 1: 
In a node that receives two PANI headers, in Rel-11, the operator determined which PANI header (i.e., network-provided or UE-provided) would be included in the Access Network Information field. For backward compatibility, for an operator that deployed the Rel-11 capability the other PANI header should be included in the Additional Access Network Information field.

NOTE 2: 
In a node that receives two PANI headers for an operator first deploying this capability in Rel-12, it is recommended that the network-provided PANI header be included in the Access Network Information field and a UE-provided PANI header be included in the Additional Access Network Information field.

In case terminating VoLTE UE attached to an MSC Server not enhanced for ICS, AS is able to retrieve CS location information (i.e. VLR Number and MSC Address) via Sh interface from HSS in TS 29.328 [215] which can be recorded in AS CDR.
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