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The session was held on Monday 16th October, 2017 – Quarter 1 (partly) and Quarter 2.
	Tdoc
	Title/Discussion/Conclusion
	Source 

	S5-175090
	Organization of future 5G WIDs
Intel: 5G Service Management in Rel-16 is ok, but it could be a Work Item. Better to remove “Study Item”.
OAM SWH Chair:

   - We could decide to maintain this document. It will be updated at the end of the week.

   - WIDs shall be approved at this meeting, sent to SA for approval in December. Preliminary work could start at SA5#116 in Reno.
Nokia: it might be needed to have additional WIDs for Trace / MDT, plus potentially SON (relation with B.9 is to be clarified).

The document was left open.
	WG Vice Chair (Huawei)

	S5-175150
	New WID on Management of NG-RAN that includes virtualized network functions
Nokia: what is the conclusion of the ongoing Study on this topic? The promise of the study item has to be achieved, i.e. check if and how TSs for the management of core network that includes virtualized network functions may apply to the RAN case.
Ericsson: there is nothing yet in the TR which motivates starting a work item.

Nokia: instead of proposing a new TS, it may be that existing TS 28.525 and 28.526 have to be revised to cover RAN as well.

Intel: this WID is for 5G. The management architecture will be different from the 4G’s one (used in 28.525 and 28.526).
Huawei: Then, what is the relationship with the WID on management architecture?

Ericsson: in the WID description, please indicate if any IFA interfaces are impacted.

OAM SWG Chair: It’s always possible to start normative work before the end of the study but if the TR contains no recommendation yet, what will the work item be based on?

More offline discussions are needed.

Revised to S5-175327.
	Intel

	S5-175162
	New WID on Performance assurance of network slicing for 5G networks and services
To be considered as an Intel proposal (without CMCC) since CMCC is proposing a different one on same subject.
Several questions were raised wrt. the term “Performance Assurance”. What does it mean? What does it include in addition to performance management?

NTT Docomo: is it about performance of 5G networks or 5G network slices?

Nokia: this should in a WID with a broader scope.

Ericsson: we don’t see the need for special measurements at network slice level / network slice subnet level, but only at network level.

Offline discussions are needed to extend the scope.

Ericsson: is it about a new PM IRP?

Merged with S5-175269 in S5-175326.
	Intel Corporation, CMCC

	S5-175181
	New WID on Fault management of network slicing for 5G networks 
Nokia: assuming we need 5G FM, what is so speciel that requires a so narrowed scope WI? Why not having that addressed in the same global scope WID?
Ericsson: is there a reuse of Alarm IRP?

ZTE: the format of alarm is to be reused. But for network slicing, need to consider how to collect alarms at NSI / NSSI level.

Intel: It also addresses a new interface compared to Itf-N. Thi sis the CSMF - NSMF interface.

Ericsson: Why not doing this together with Alarm IRP for 5G?
Nokia: What is not reusable from existing Alarm IRP?We shall know that before launching normative work.

Revised to S5-175328.
	ZTE Corporation

	S5-175190
	New WID on management data definitions for 5G network functions
Ericsson: since this is focused on PM, how does this relate to Intel and CMCC WID proposals?
Nokia: This WID includes 5G NRM (all), including CU-DU split. No need for a dedicated WID.

Ericsson: why not combining eLTE-NB model with E-UTRAN NRM? Also, please to RAN3 TR/TS on CU-DU split. Ericsson wants to have Stage 1 TS separated from Stage 2/3 TS.

Revised to S5-175329.
	Nokia Shanghai Bell

	S5-175247
	New Study Item on integration of ONAP DCAE and 3GPP management architecture
Questions for clarification where raised on why focusing only on the DCAE in the first stage; Because this is stable in ONAP R1 whereas some other parts are not.
NEC:

   - is OSM in the scope of the study (in addition to ONAP)? Answer: no.

   - Can study evolve? Answer: yes, depending on ONAP R2 achievement, a second phase could be launched to address other aspects of ONAP architecture.

   - Open source communities frequently update their code. Answer: yes, but ONAP has release milestones (M2 is for functionality freeze, M3 is for API freeze, M4 is for code freeze), so we can base our work on documentation available at each milestone.

Ericsson: There is another WID from Huawei on policy management which declared that they will see how cooperation with open source communities (on policy management) can work and if there are IPR issues.

It was agreed that the scope of the proposed WID being so narrow, there is no need to wait for the outcome of the Huawei’s work.

More companies wanted to support the WID.

Comments on the form of the WD (from SA5 Charimen): 

   - The acronym shall be eight characters max (after FS_)

   - Put some text wrt. the split of responsibilities of co-Rapporteurs

   - Put the TR Editor’s name first

Revised to S5-175331.
	AT&T, ORANGE

	S5-175269
	New WID on Performance Assurance for Network Slicing
It was clarified that this WID proposes an end-to-end KPI computation method, plus the definition of service-level KPIs. In that respect, it differs from S5-175162.
Merged with S5-175162 in S5-175326.
	China Mobile

	S5-175270
	New WID on Network Slicing Management Architecture
Nokia: is your architecture only for the management of network slicing? Also, we may want TR 28.800 be finished first. There is a risk of focusing on network slicing only, not looking at the management of 5G network.
Ericsson: good proposal to identify functional entities independent from their “location” first.

NTT Docomo: Work on architecture only? Or work also on functionalities of functional blocks?

Revised to S5-175330.
	China Mobile
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