3GPP TSG SA WG5 (Telecom Management) Meeting #113
S5-173541
8-12 May 2017, West Plam Beach, Florida, U.S
revision of S5-173259
Source:
China Mobile
Title:
pCR adding the use case of new TR
Document for:
Approval

Agenda Item:
6.6.12
1
Decision/action requested

Add the proposed the use case of new TR.
2
References

3
Rationale

The contribution is proposed to approve the use case of new TR.
4
Detailed proposal
	1st Modified Section


5
Use cases

5.x Use cases for network deployment 

5.x.2 Deploy the corresponding network fuctions in different location

5.x.2.1 Introduction and assumption
According to the network design, load balancing, redundance and restoration requirement, operator usually requires some virtualized network functions with same functionality cannot be deployed in the same resource pool, which is controlled by one VIM, even they cannot be deployed in the same DC.  
The assumptions are:
1) The operator determines to deploy one IMS network with 3 load sharing CSCFs. 
2) The operator determines it is not allowed to deploy more than 2 CSCFs in the same core DC.
5.x.2.2 Actor and roles
1. PDP creates the IMS deployment policy and checks whether the policy is strictly executed.  
2. PEP exctues the IMS deployment policy and can store the policy. 
3. PSE stores the IMS deployment policy. It exsits standalone or is embedded in PEP.
5.x.2.3 Pre-condition
1. The operator designs the IMS network deployment requirement and need deploy the network based on the requirement. 
2. Management systems (i.e. OSS, EMS and NFV-MANO system) are running normally. 
Note: The relation between PDP/PEP/PSE and management system is FFS.
5.x.2.4 Description
1. The operator sets up the IMS network deployment policy through PDP.

-If exsits standalone policy storage entity (PSE), the operator can create the policy into PSE. The policy is:

For the IMS network, each CSCF should be deployed in a standalone core DC. And it is not allowed to deploy more than 2 CSCFs in the same core DC.

Or,


-If the PSE is embedded in PEP, the PDP can create the policy into PEP. 
 

2. The PDP activates the policy and notifies related PEP.

3. The PEP follows the deployment policy to design the IMS network then the IMS network is instantiated by the management system.
Note : whether and how NSD or VNFD supports the policy is FFS.
4. The management system checks whether the policy is correctly excuted, which is whether all CSCFs in the IMS network are deployed in appropriate DCs. 
5.x.1.5 Post-condition 
The IMS network is correctly configured and normally running.
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