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1
Decision/action requested

The group is asked to discuss and approve the contribution.
2
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3
Rationale

In the sub clause 3.1 both the definition of a network slice instance and that of a network slice subnet instance are provided. On of the differences between a network slice instance and a network slice subnet instance is that a network slice instance has to be complete. 

The Editor’s note stating “the meaning of “complete” in the definition is FFS” needs to be resolved. This contribution aims to provide a description of the meaning of complete as has been discussed in NGMN 5G documented in NGMN Network Slicing whitepaper [4].
The following definition are taken from [4]

[image: image1.png]Network Slice Instance: a set of run-time network funcions, and resources to run these network functions, forming a complete:
Instantiated logical network to meet certain network characteristics required by the Service Instance(s).
A network siice instance may be fully or partly, logically andior physically, isolated from another network slice instance.
The resources comprise physical and logical resources.
A Network Slice Instance may be composed of Sub-network Instances, which as a special case may be shared by
muliple network siice instances. The Network Slice Instance is defined by a Network Siice Blueprint.
Instance-specific policies and configurafions are required when creating a Network Sice Instance.
Network characteristics examples are ultra-{ow-iatency, ultra-reliabilty etc.

Network Slice Blueprint: A complete description of the structure, configuration and the plansiwork flows for how o instantiate
and control the Network Slice Instance during is ffe cycle. A Network Sice Blueprint enables the instantiation of a Network Siice,
‘which provides certain network characteristics (e.g. ultra-low latency, ultra-eliabity, value-added services for enterprises, efc). A
Network Siice Blueprint refers to required physical and logical resources and/or to Sub-network Blueprint(s).

Sub-network Instance: A Sub-network Instance is a run-fime construct and comprises of a set of Network Functions and the
resources for these Network Functions.

The Sub-network Instance s defined by a Sub-network Blueprint.

A Sub-network Instance s not required to form a complete logical network.

A Sub-nietwork Instance may be shared by two or more Network Slices.

The resources comprise physical and logical resources.




The Network Slice Instance (NSI) forms accoding to the definition a complete network while the sub-network instance is not required to form a complete network. The NGMN sub-network instance has the same meaning as the SA5 Network Slice Subnet Instance (NSSI). 

In the NGMN definition, a NSI can not contain another NSI because the other network slice instance wouldn’t be complete. This can also be seen in the NGMN picture (Figure 1) that defines the relations.
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Figure 1: Network slicing conceptual outline




You can however have two network slice instances, NSI-1 and NSI-2 as shown in Figure 2 that have one shared NSSI that happens to be everything that is needed for one of the network slices (NSI-1). 
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Figure 2: 

Both of the network slices in Figure 2 are “complete” and serve different business purposes or customers. However, as NS-1 only contains a network slice subnet which is also part of NSI-2, you get a situation that the resources and functions making up NSI-2 are a strict superset of those within NSI-1.  

NSI-1 and NSI-2 both share Shared NSSI. Shared NSSI exposes the service A. NSI-2 uses service A (produced by Shared NSSI) to produce Service B, while NSI-1 re-exposes Service A to it’s customer(s).  

Let’s assume NSI-1 is no longer needed (maybe the customer decided to discontinue that service). The NSMF would then tear down the network slice, which would be the normal desired behavior because if there is no business purpose/customer there is no reason to keep the resources. However, if NSI-1 would be torn down, then Service A would no longer be produced, which would also destroy Service B (which depends on Service A). If you instead view Service A as really produced by the shared NSSI, it would continue to live even if NSI A is terminated
From a management point of view the NSMF manages both NSI-1 and NSI-2 and the NSSMF manages the Dedicated and Shared NSSI. In case that NSI-1 is to be terminated the NSMF will request the NSSFM to re-configure the Shared NSSI.
The proposal is to a bullet to the sub clause 4.2 “Network slice subnet concepts” and sub clause 4.3 “Network slice concepts”. 

Text for sub-clause 4.2: 
A network slice instance is complete in terms that it serves a business purpose or customer, a network slice instance can therefore consume services of another network slice instance.
Text for sub-clause 4.3

A network slice subnet instance does not serve a business purpose or customer without being part a network slice instance, therefore a network slice subnet does not have to be complete.

It is also proposed to add a NOTE under network slice subnet definition to refer to the concepts sub clause 4.3 in saem way as is done for the network slice instance.

NOTE: the concepts related to a network slice subnet instance are described in paragraph 4.3

The group may discuss and decide the need to include the text around Figure 2 into chapter 4 (background) of the TR. 

4
Detailed proposal

It is proposed to make the following changes to TR 28.801[1].
	1st proposed change


3
Definitions and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

logical resource isolation: FFS.
network slice instance: a set of network functions and the resources for these network functions which are arranged and configured, forming a complete logical network to meet certain network characteristics. 

NOTE: the concepts related to a network slice instance are described in paragraph 4.2


network slice subnet descriptor: description of the structure (and contained components) and configuration of the network slice subnet instance 
network slice subnet instance: a set of network functions and the resources for these network functions which are arranged and configured to form a logical network. 
NOTE: the concepts related to a network slice subnet instance are described in paragraph 4.3
physical resource isolation: physical resource allocated for one network slice cannot be used by other network slices in order to avoid negative effect between multiple network slice instances.
Editor’s note 2: cleanup is needed to align the following terms: “subnet”, “subnet instance”, “Network Slice Subnet”, “network slice subnet instance”.
	2nd proposed change


4
Background

4.2 Network slice concepts

· A network slice instance is complete in terms that it serves a business purpose or customer and does not  consume service(s) of another network slice instance.  
· A NSI may be fully or partly, logically and/or physically, isolated from another NSI. 

· The NSI contains NFs (e.g. belonging to AN and CN) as well as all information relevant to the interconnections between these NFs like topology of connections, individual link requirements (e.g. QOS attributes), etc. The management of TN is out of scope of 3GPP and takes into account topology of required connections and individual requirements specified in 3GPP NSI. 
· The resources comprise of physical and logical resources. 

· The NSI is defined by a Network Slice Template. 

· Editor’s note: the relation between NST and NSI is FFS. 

· Instance-specific policies and configurations are required when creating a NSI. 

· Network characteristics examples are ultra-low-latency, ultra-reliability etc.

· NSI contains Core Network part and Access Network part.

	3rd proposed change


4.3
Network slice subnet concepts

Some of the concepts of a network slice subnet are: 

· A network slice subnet instance (NSSI) does not serve a business purpose or customer without being part of a network slice instance, therefore a network slice subnet does not have to be complete.

· A network slice subnet instance (NSSI) may be shared by one or more network slices instances.
· Examples of a NSSI may be a NSSI containing Core Network functions, a NSSI containing Access Network functions, or a NSSI containing both Core Network functions and Access Network functions.
· The resources comprise physical and logical resources.
· A NSSI may contain other NSSIs.
· According to Annex B.1 in [2], a NSI may be composed of none, one or more NSSIs, which may be shared with another NSI.
Editor’s note 1: the relevance of how a NSSI is created is for FFS

Editor’s note 2: the question if logical resources are also virtual resources is for FFS


Editor’s note 4: relation between life cycle management of the NSI and NSSI is FFS.
	End


