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1
Decision/action requested

It is asked to discuss and approve this contribution.
2
References

[1]
3GPP TR 28.801 Study on management and orchestration of network slicing
3
Rationale

The management exposure level is a part of service request, as mentioned in clause 7.3. The use case of management exposure has been discussed in clause 5.18 in [1].
According to network slice instance creation described in clause 5.3, the operator may create multiple network slices only served by the same NFs when we are referring to them as shared NFs, or it may create multiple network slices served by different NFs, when we are referring to them as dedicated NFs. The combination of these two would mean that operator creates multiple network slices with some part served with shared NFs and some with dedicated NFs.
Depends on the network slice creation, operators could determine different criteria’s for the limited level of management exposure of multiple NSIs from three aspects:

1. Type 1, all the NFs in the network slice is shared by the other network slice(s)
2. Type 2, network slices are dedicated to its CSP
3. Type 3, part of the network slices are shared
The potential solution of this use case is provided in this contribution.
4
Detailed proposal

It is proposed to make the following changes to TR 28.801 [1].
	Start


7.x
Limited level of management exposure for NSI
The NSI is created by the operator according to customer’s service request. Due to the NSI may contain shared/dedicated NFs, the method of determining the management exposure level is depending on different NSI composition.

The potential solution for manage exposure is described below:
1. The CSP proposes the management exposure request to the operator as a part of its service request.

2. According to different customer’s request (e.g. a dedicated NSI without shared NFs etc.), the operator identifies the type of the management exposure as below:
a) The NFs of the NSSI or the NSSI is shared by multiple NSIs. The management exposure should not affect other NSIs or the common NF of the other NSSI, and possible management exposure could be: e.g. performance monitoring, receive alarm notification, etc.
b) The NFs of the NSSI or the NSSI are slice specific. The management exposure should not affect the common NF of the other NSSI, the possible management exposure could be: e.g. capacity change, service configuration, receive alarm notification, NSSI modification, etc.
3. Based on the identified type of management exposure, the operator derives the valid management exposure for the customer.

4. The operator grants the permission of the agreed management which could be exposed to the customer. An interface between the customer’s management system and NSMF is created.
5. The CSP sends NSI management request to the NSMF via the created interface.

6. The management result is feedback to both CSP and operator.
Editor’s notes: How to protect the other CSPs who also shares the NSI is FFS.
	Next change


7.3
Making a service request with commonly agreed service types and attributes for service provision automation
This section addresses the use case, where a mobile network operator provides the types of services to the customers with their own end user/device population distributed in a geographical area and how the customer should specify the services it needs with the related requirements. The operator uses the service management functionality in the 3GPP management system for this purpose.

Editor’s note: The placement of the functions in the service management functionality is FFS.
The customer can identify the available types of business services and the attribute values that need to be specified in order to uniquely identify the customer service request. The service requirements may be finalized in several steps of negotiation which may involve iterative changes of these attribute values.

The network management system should have the capability to assess the types of services it can offer knowing the network infra-structure capabilities and made it available to the service management functionality. 

An operator may decide to slice the network using different criterion, such as application types (e.g. MTC, v2V, URLLC), QoS types, mobility, security etc. An operator may have multiple categorization criterion or have a hybrid categorization. The global customer service categorization should allow for any such categorization and a standard service request format may be designed so that there is a mutual understanding for customer-operator negotiation or for the negotiations between different administrative domains.

The network management system also needs to see the feasibility of facilitating those service types considering the issues such as resource availability and capacity limits, and identify all the attributes related to each service classification and prepare the attributes according to the global categorization format.
There can be several levels of service type categorizations each higher level service category having multiple sub-categories in order to cover numerous possible customer service types that can be provided by a network operator. 
The main classifications may be based on the following two aspects (1) Based on the business service type; (2) based on high level service characteristics. These are further described below.

1) First level of categorization based on type of business service:

There can be 3 types of telecommunication services that may be offered by an MNO.

a)
End to end (E2E) connectivity as a service: providing E2E telecommunication service (e.g. user to a server) with multiple end users/devices (single user is a subset of this case).  

b)
Network as a service (NaaS): providing a ‘connected’ network that can be used by another MNO or service provider. 

c)
Asset as a service - also termed infra-structure as a service (IaaS):  providing resources that can be used for connectivity.

Editor’s note: This is not an exhaustive list and further additions such as the data analytics and location information services and platform as a service, are FFS.

This first level service category may need to be identified in any type of negotiation, i.e. customer to operator or negotiation between different administrative domains. 

2) Second level of categorization based on high level service characteristics facilitated by the slices:

In this level the key service characteristics that impacts the composition of the network slice are used for categorization.  Several examples of such key characteristics are service function chain, security, mobility, QoS, traffic types, and geographical locations. Different operators may choose different characteristics when forming different slice or service types to offer to the customers.

An operator, for example, may map all its services into one of the three network slice types such as eMBB, URLLC, mMTC, when serving a customer.

On the other hand, another operator may categorize the services according to the QoS ranges and prepare slices to map a combination of different ranges of QoS and different service function chains. For example, the MEC (mobile edge computing) applications requiring low delay may be classified as a one service category and best effort traffic may be categorized as another. 

Further classification and specific attributes corresponding to each classification
Certain service types with much more variation in service requirements may be further classified into sub-categories to allow for an operator to offer more granularity to its customers. For example, eMBB type may be further classified into QoS ranges or QoS based categorization may be further classified into user to server and user to user service (service function chain based).

Finally, there needs to have a set of attributes to specify different options and other service requirements, which can be different for different service types discussed above. Some of these options include:

· end user authentication method, 

· physical or logical isolation requirements, 

· congestion control mechanisms, 

· resource specification, 

· charging method 

· dynamic policy change possibilities

· network exposure possibilities, 

· traffic monitoring and controlling possibilities for customer, 

· Penalising methods for not meeting the SLA, etc.

Other service requirements may include performance requirements such as capacity, delay, number of users, geographical coverage, traffic profiles etc.

The Table 7.3-1 illustrates the multiple levels of service categorization described above. 
Table 7.3-1

	Level 1

Categorization based on Business Service Type

(A, B, C)
	Level 2 categorization based on service characterization

(A:  A1, A2, A3)

(B:  B1, B2)

(C1, C2, C3, C4)
	Optional additional levels (3, 4, 5), e.g. exposure levels


	Attributes, and their ranges

e.g.: Capacity, throughput, delay, number of users, geographical identifications, authentication level etc.
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6.2
Slice Management requirements
REQ-SLM -CON-1 The 3GPP management system shall be able to evaluate the feasibility of providing a new NSI without impacting other network slices in operation. 

REQ-SLM -CON-2 The 3GPP management system shall have the capability to create a NSI according to the customer’s business service requirements. 
REQ-SLM -CON-3 The NSMF should have the capability to provide network management data to multiple customers correspondingly when the customers are served by the same NSIs. 

Editor’s note 1: it’s FFS which management entity the slice management function belongs to.
REQ-SLM-CON-4 The management system should have a functionality to relate the service requirements into network slice capabilities.

REQ-SLM-CON-5 The NSMF should have the capability of exposing the limited level of management agreed by operator.


REQ-SLM-CON-6 An operator’s management system shall be able to expose agreed upon interface to manage a network slice or a NSSI to another operator’s management system. See NOTE 1 and NOTE 2.
NOTE 1: See clause 5.19 for the related use case.

NOTE 2: The agreement between operators is currently considered out of scope of 3GPP SA5.
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