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References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles ".

[2] - [10]
Void. 
[11]
3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".
[12] 
Void.

[13]
3GPP TS 32.253: "Telecommunication management; Charging management; Control Plane (CP) data transfer domain charging".
[14] - [99]
Void.

[100]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[101]
3GPP TS 22.115: "Service aspects; Charging and billing".

[102] - [199]
Void.

[200]
3GPP TS 23.207: "End to end quality of service concept and architecture".

[201]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[202]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3".

[203]
3GPP TS 29.207: "Policy control over Go interface".

[204]
3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol; Protocol Details".

[205]
Void.
[206]
3GPP TS 29.230: "3GPP specific codes and identifiers".

[207]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[208]
3GPP TS 23.140: " Multimedia Messaging Service (MMS); Functional description; Stage 2".

[209]
OMA "Multimedia Messaging Service; Encapsulation Protocol".

[210]
OMNA WSP Content Type Numbers 
http://www.openmobilealliance.org/tech/omna/omna-wsp-content-type.aspx
[211]
OMA-CP-POC: "OMA PoC Control Plane".

[212]
 Void.
[213]
3GPP TS 29.140: "MM10 interface based on Diameter protocol; Stage 3".

[214]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point; Stage 3".

[215]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".

[216]
3GPP TS 23.040: "Technical realization of Short Message Service (SMS)".

[217]
3GPP TS 22.142: "Value Added Services (VAS) for Short Message Service (SMS) requirements".
[218]
3GPP TS 23.203: "Policy and Charging control architecture".
[219]
3GPP TS 29.272: " Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".

[220]
3GPP TS 24.605: "Conference (CONF) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[221]
3GPP TS 29.329: "Sh Interface based on the Diameter protocol;Protocol details".

[222]
3GPP TS 29.658: "SIP Transfer of IP Multimedia Service Tariff Information".
[223] 
OMA-DDS-Charging_Data: "Charging Data".

[224] 
3GPP TS 23.003: "Numbering, Addressing and Identification". 

[225] 
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

[226] 
3GPP TS 29.274: "Evolved GPRS Tunnelling Protocol for Control Plane (GTPv2-C); Stage 3".
[227]
3GPP TS 23.032: "Universal Geographical Area Description (GAD)".

[228] 
3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions".

[229] 
3GPP TS 29.173: "Location Services (LCS);Diameter-based SLh interface for Control Plane LCS".

[230] 
3GPP TS 29.272: "Evolved Packet System (EPS);Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".  

[231]
3GPP TS 29.337: "Diameter-based T4 interface for communications with packet data networks and applications ". 

[232] 
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[233]
3GPP TS 29.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL); CAMEL Application Part (CAP) specification".

[234]
3GPP TS 29.163: "Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and Circuit Switched (CS) networks".
[235]
3GPP TS 23.303: "Proximity-based services (ProSe)".
[236]
3GPP TS 24.334: "Proximity-services (ProSe) User Equipment (UE) to ProSe function protocol aspects".
[237]
3GPP TS 29.273: "Evolved Packet System (EPS); 3GPP EPS   AAA Interfaces".

[238]
3GPP TS 29.343: "Proximity-services (ProSe) function to ProSe application server aspects (PC2)".
[239]
3GPP TS 29.345: "Inter-Proximity-services (ProSe) Function signalling aspects".
[240] 
Void.

[241]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
[242]
Void.

[243]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[244]
3GPP TS 29.128: "Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) interfaces for interworking with packet data networks and applications".
[245]
3GPP TS 29.336: "Home Subscriber Server (HSS) diameter interfaces for interworking with packet data networks and applications".

[246]
3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security ".

[247] - [299]
Void.
[300]
ETSI TS 283 034 v2.2.0: "Telecommunications and Internet  converged Services and Protocols for Advanced Networking (TISPAN); Network Attachment Sub-System (NASS); e4 interface based on the DIAMETER protocol".

[301] 
oneM2M TS-0004: "Service Layer Core Protocol Specification".

[302] - [400]
Void.
[401]
IETF RFC 3588 (2003): "Diameter Base Protocol".

[402]
IETF RFC 4006 (2005): "Diameter Credit-Control Application". 

[403]
Void.
[404]
IETF RFC 7315 (2014): "Private Extensions to the Session Initiation Protocol (SIP) for the 3rd Generation Partnership Projects (3GPP)".

[405]
IETF RFC 3261 (2002): "SIP: Session Initiation Protocol".

[406]
IETF RFC 4566 (2006): "SDP: Session Description Protocol".

[407]
IETF RFC 4005 (2005): "Diameter Network Access Server Application".

[408]
IETF RFC 3264 (2002): "An Offer/Answer Model with the Session Description Protocol (SDP) ". 
[409]
IEEE 802.11-2012: "IEEE Standard for Information technology - Telecommunications and information exchange between systems - Local and metropolitan area networks - Specific requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications".
[410]
IETF RFC 3066 (2001): "Tags for the Identification of Languages".
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6.X
Securing Diameter messages
For secure transport of Diameter messages used for offline and online charging application, see 3GPP TS 33.210 [246].
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