3G TS 32.111 V0.0.0 (2000-05)
Technical Specification

3rd Generation Partnership Project;

Technical Specification Group Services and System Aspects;

Part 4: Alarm IRP: CMIP Solution Set

(Release 1999)
[image: image1.png]K ey




The present document has been developed within the 3rd Generation Partnership Project (3GPP TM) and may be further elaborated for the purposes of 3GPP.
 
The present document has not been subject to any approval process by the 3GPP Organisational Partners and shall not be implemented.
 
This Specification is provided for future development work within 3GPP only. The Organisational Partners accept no liability for any use of this Specification.
Specifications and reports for implementation of the 3GPP TM system should be obtained via the 3GPP Organisational Partners' Publications Offices.

Keywords

Fault Management, Alarms

3GPP

Postal address

3GPP support office address

650 Route des Lucioles - Sophia Antipolis

Valbonne - FRANCE

Tel.: +33 4 92 94 42 00 Fax: +33 4 93 65 47 16

Internet

http://www.3gpp.org

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© 2000, 3GPP Organizational Partners (ARIB, CWTS, ETSI, T1, TTA,TTC).

All rights reserved.


Contents

4Foreword

Introduction
4
1
Scope
5
2
References
5
3
Definitions and abbreviations
6
3.1
Definitions
6
3.2
Abbreviations
7
4
Fault Management concept
7
Annex A (informative): Change history
8


Foreword

This Technical Specification (TS) has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

The present document is part of a set of TSs which describe the requirements and information model necessary for the Telecommunication Management (TM) of 3G systems. The TM principles and TM architecture are specified in 3G TS 32.101 and 3G TS 32.102.

A 3G system is composed of a multitude of network elements (NE) of various types and, typically, different vendors which inter-operate in a co-ordinated manner in order to satisfy the network users' communication requirements. The occurrence of failures in a network element may cause a deterioration of this NE's function and/or service quality and will, in severe cases, lead to the complete unavailability of the NE. In order to minimise the effects of such failures on the quality of service as perceived by the network users it is necessary to:

· detect failures in the network as soon as they occur and alert the operating personnel as fast as possible;

· isolate the failures (autonomously or through operator intervention), i.e. switch off faulty units and, if applicable, limit the effect of the failure as much as possible by reconfiguration of the faulty NE/adjacent NEs;

· if necessary, determine the cause of the failure using diagnosis and test routines; and,

· repair/eliminate failures in due time through the application of maintenance procedures.

This aspect of the management environment is termed "Fault Management" (FM). The purpose of FM is to detect failures as soon as they occur and to limit their effects on the network quality of service as far as possible. The latter is achieved by bringing additional/redundant equipment into operation, reconfiguring existing equipment/NEs, or by repairing/eliminating the cause of the failure.

Fault Management encompasses all of the above functionalities except commissioning/decommissioning of NEs and potential operator triggered reconfiguration (these are a matter of Configuration Management, cf. [1]). It also includes associated features in the OS, such as the administration of a pending alarms list, the presentation of operational state information of physical and logical devices/resources/functions, and the provision and analysis of the alarm and state history of the network.

1
Scope

The TS 32.111 specifies the overall requirements for 3G Fault Management as it applies to the NE, EM and NM. It is composed of four Parts:

TS 32.111 Part-1:
contains the 3G FM requirements,

TS 32.111 Part-2:
contains the protocol independent Information Model of 3G FM,

TS 32.111 Part-3:
contains the detailed definition of Alarm Management for the CORBA interfaces,

TS 32.111 Part-4:
contains the detailed definition of Alarm Management for the CMIP interfaces.

Regarding this part (TS 32.111 Part-4), it includes the following main topics

· Clause 4 contains an introduction to some basic concepts that are the base for some specific aspects of the CMIP interfaces.

· Clause 5 contains the GDMO definitions for the Alarm Management over the CMIP interfaces

· Clause 6 contains the ASN1 definitions supporting the GDMO definitions provided in clause 5.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.
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[3]
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[5]
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[6]
ITU-T Recommendation X.711: "Common management information protocol specification for CCITT applications".

[7]
ITU-T Recommendation X.721: "Information technology - Open Systems Interconnection - Structure of management information: Definition of management information".

[8]
ITU-T Recommendation X.731: "Information technology - Open Systems Interconnection - Systems Management: State management function".

[9]
ITU-T Recommendation X.733: "Information technology - Open Systems Interconnection - Systems Management: Alarm reporting function".

[10]
ITU-T Recommendation X.734: "Information technology - Open Systems Interconnection - Systems Management: Event report management function".

[11]
ITU-T Recommendation X.735: "Information technology - Open Systems Interconnection - Systems Management: Log control function".
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ISO 8571: "File Transfer, Access and Management".

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions defined in TS 32.111 Part-1 apply:

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

CCITT
The International Telegraph and Telephone Consultative Committee

CM
Configuration Management

CMIP
Common Management Information Protocol

CMIS
Common Management Information Service

CMISE
Common Management Information Service Element

EFD
Event Forwarding Discriminator

EIR
Equipment Identity Register

EM
Element Manager

ETSI
European Telecommunications Standards Institute

FTAM
File Transfer Access and Management

FTP
File Transfer Protocol

HLR
Home Location Register

IRP
Integration Reference Point

ISO
International Standards Organisation

ITU-T
International Telecommunication Union – Telecommunications

Itf-N
Interface N (between NM and EM/NE)

MMI
Man-Machine Interface

MML
Man-Machine Language

MOC
Managed Object Class

MOI
Managed Object Instance

MS
Mobile Station

MSC
Mobile Services Switching Centre

NE
Network Element

NM
Network Manager

NMC
Network Management Centre

OA&M
Operation, Administration and Maintenance

OMC
Operation and Maintenance Centre 

OS
Operations System

OSI
Open System Interconnection

O&M
Operations and Maintenance

QoS
Quality of Service

RNC
Radio Network Controller

TFTP
Trivial File Transfer Protocol

TMN
Telecommunications Management Network
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Technical Specification
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