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Decision/action requested

The group is requested to discuss the presented rationale and agree to the proposals.
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Rationale

The primary focus of this discussion paper is to analyse the interactions between 3GPP system and MANO system with regard to VNF instantiations. The latest version of draft TS 28.525 [1] describes two Use Cases for VNF instantiation in clause 6.4.1: one initiated through Itf-N in clause 6.4.1.1 and one initiated through the Os-Ma-nfvo in clause 6.4.1.2.
The scope of NFVO (see [5]) is management of the Network Services (NS) lifecycle and coordination of the management of NS lifecycle, VNF lifecycle (supported by the VNFM) and NFVI resources (supported by the VIM) to ensure an optimized allocation of the necessary resources and connectivity. NFVO is responsible for granting of VNF lifecycle management operations (see [2] clause 6.3) and for virtualized resources management in indirect mode (see [2] clause 6.4). For successful VNF LCM granting and VR management NFVO needs to keep track of the associations between VNF instances known to the NFVO and instances of NS. For the reference point Os-Ma-nfvo (see [4]) exposed to the 3GPP system by the NFVO there is an explicit requirement Os-Ma-nfvo.007 stating that any interaction on the Os-Ma-Nfvo reference point concerning a VNF shall be associated with at least one NS instance. The same requirement is also expressed as one of the main principles related to VNF LCM (see [5] Annex A).
The VNF instantiations initiated by the 3GPP system through the Os-Ma-nfvo ([1] clause 6.4.2.2) do not violate the main principle outlined above (i.e. the new VNF instances are part of the exisiting NS instance according to the UC description).

The VNF instantiation initiated by the 3GPP system through the Itf-N ([1] clause 6.4.2.1) do not take the association between VNF and NS instances into account and could cause potential problems with VNF LCM granting and VR management in indirect mode. The UC for VNF instantiation through the Itf-N needs to be aligned with the main principle outlined above (NFVO needs to know the association of a new VNF instance to a NS instance for the VNF LCM granting and VR management in indirect mode). The two possible options for the UC update are described and analysed below.
Option 1 - NS instance ID to be associated with the new VNF instance communicated to VNFM by EM. In this option the EM could provide to VNFM the NS instance id for the new VNF instance to be associated with. Because the management of NS is responsibility of NM and NFVO, the NS instance id for the new VNF instantiation must be provided to the EM by the NM (e.g. within step 1 of UC 6.4.2.1 in [1]). The sequence diagram illustrating message flow for this option depicted on Figure-1 below.
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Figure-1: Associated NS instance Id communicated to VNFM by EM.

The consequences of this option are that the instantiation request operation on Itf-N must have the NS Id parameter, the NS Id to VNF Id association must be maintained by EM, the request to instantiate VNF over IFA008 RP (or request to create a new VNF Id over IFA008 RP) must have the NS Id parameter, and the Grant request (also VR management requests in indirect mode) from VNFM to NFVO must have the NS Id parameter. While first consequence (extra parameter of Itf-N operation) may not be a problem, all other consequences are more serious. The scope of VNFM does not cover the NSs and none of the VNF LCM operations exposed to the EM by the VNFM (see [3]) currently have NS Id parameter - a new requirement for the NS Id parameter of VNF LCM operations would need to be agreed by SA5 and communicated to ETSI NFV IFA (this may be possible according to the agreed principles of cooperation). However, the impact (addition of NS Id parameter) to granting and VR management in indirect mode operations over IFA007 RP is outside the scope of SA5 and may be difficult to address.
Option 2 - NS instance ID to be associated with the new VNF instance communicated to NFVO by NM. This option utilizes the recent update to IFA008 specification splitting the VNF instantiation request operation into CreateVnfId() and InstantiateVNF(). The new VNF instantiation may be initiated by NM to EM using an operation over Itf-N (recent discussions in SA5 consider new LCM IRP for the Itf-N with explicit instantiate request operation or re-use of the existing IRPs such as CM). There is no need for NM to communicate any NS Ids to EM at this point. As a next step EM requests VNFM to create a new VnfId. After successful VnfId creation, EM communicates the new VNF Id to the NM. NM in turn perform an UpdateNS() operation over IFA013 on the NS selected for the addition of the new VNF instance and, after successful NS update, informs EM that it could proceed with the actual VNF instantiation request. The EM requests VNFM to instantiate a new VNF (as per current [3] without new parameters). The VNFM then could perform "normal" VNF instantiation (including granting and VR management in indirect mode, if necessary). No extension of the IFA007 is needed either. The sequence diagram illustrating message flow for this option depicted on Figure-2 below.
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Figure-2: Associated NS instance Id communicated to NFVO by NM.

The consequences of this option are that NM needs to be involved in the VNF instantiation process (in order to communicate the NS to VNF association to the NFVO), but no changes in the externally managed specifications (IFA008 and IFA007) are needed to support it. The flow on Figure-2 does not identify the operation used by NM to trigger the VNF instantiation to EM and the operation allowing EM to continue the VNF instantiation process after NS to VNF association has been completed - these depend on the group's decision for the IRP to be used for this purpose over Itf-N (e.g. either new LCM IRP or existing/enanced CM IRP).
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Detailed proposal

Proposal 1: update the VNF instantiation UC in clause 6.4.2.1 of [1] according to the option 2 in the rationale section. See concrete pCR [6] for detailed changes.
Proposal 2: decide whether a new IRP (e.g. LCM) with explicit VNF LCM operations is needed on the Itf-N or an existing IRP (e.g. CM) may be used where VNF LCM operations could be triggered by MOI creation and attribute value changes. An update of TS 28.525 would be needed according to the group's decision.

