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1
Decision/action requested

Discuss and approve the text proposal.
2
References

[1]
Draft TS 28.525 Life Cycle Management (LCM) for mobile networks that include virtualized network functions Requirements v0.4.0.
[2]
GS NFV-IFA 014: "Network Function Virtualization (NFV); Management and Orchestration; Network Service Template Specification".
3
Rationale

The affinity or anti-affinity rules for VNF instances have been described in NSD [2] as follows (marked as Yellow Highlighted for readability):
=================extract from [2]==================
6.3.2
Network Service Deployment Flavour information element

6.3.2.1
Description

The Network Service Deployment flavour information element specifies the properties of a variant of an NS.
6.3.2.2
Attributes

The attributes of the network service deployment flavour information element shall follow the indications provided in table 6.3.2-1.

Table 6.3.2-1: Attributes of the Network service deployment flavour information element
	Attribute
	Qualifier
	Cardinality
	Content
	Description

	nsDfId
	M
	1
	Integer
	Identifies a network service deployment flavour within a network service

	flavourKey
	M
	1
	String
	Assurance parameter against which this flavour is being described.

The key can be a combination of multiple assurance parameters with a logical relationship between them.

The parameters should be present as a monitoredInfo attribute  in the NSD.



	vnfProfile
	M
	1..N
	VnfProfile
	VNF Profile to be used for the NS flavour



	pnfProfile
	M
	1..N
	PnfProfile
	PNF Profile to be used for the NS flavour



	vlFlavour
	M
	1..N
	VlProfile
	VL Flavour to be used for the NS flavour

There shall be at most one profile per constituent VNF.

	scalingAspect
	M
	0..N
	NsScalingAspect
	The scaling aspects supported by this deployment flavour of the NS.

	affinityOrAntiAffinityGroup
	M
	0..N
	AffinityOrAntiAffinityGroup
	Specifies affinity or anti-affinity relationship applicable between the VNF instances created using different VNFDs or the Virtual Links created using different NsVlds in the same affinity or anti-affinity group. See clause 6.3.5.

	instantiationLevel
	M
	0..N
	NsInstantiationLevel
	Describes the various levels of resources that can be used to instantiate the NS using this deployment flavour. Examples: Small, Medium, Large.



	defaultInstantiationLevel
	M
	0..1
	Identifier
	References the “instantiationLevel” entry which defines the default instantiation level for this deployment flavour.

It shall be present if there are multiple “instantiationLevel” entries.


6.3.3
VnfProfile information element

6.3.3.1
Description

The VnfProfile information element specifies a profile for instantiating VNFs of a particular NS deployment flavour according to a specific VNFD and VNF deployment flavour
6.3.3.2
Attributes

The attributes of the VnfProfile information element shall follow the indications provided in table 6.3.3-1.

Table 6.3.3-1: Attributes of the VnfProfile information element
	Attribute
	Qualifier
	Cardinality
	Content
	Description

	vnfProfileId
	M
	1
	Identifier
	Uniquely identifies a VnfProfile.

	vnfdId
	M
	1
	Identifier

(Reference to Vnfd)
	References a VNFD.

	flavourId
	M
	1
	Integer
	Identifies a flavour within the VNFD.

	instantiationLevel
	M
	0..1
	Identifier
	Identifier of the instantiation level of the VNF deployment flavour to be used for instantiation. If not present, the default instantiation level as declared in the VNFD shall be used.

	minNumberOfInstances
	M
	1
	Integer
	Minimum number of instances of the VNF based on this VNFD that is permitted to exist for this VnfProfile

	maxNumberOfInstances
	M
	1
	Integer
	Maximum number of instances of the VNF based on this VNFD that is permitted to exist for this VnfProfile

	defaultNumberOfInstances
	M
	1
	Integer
	Specifies the default number of instances to be deployed for this VnfProfile.

	localAffinityOrAntiAffinityRule
	M
	0..N
	LocalAffinityOrAntiAffinityRule
	Specifies affinity and anti-affinity rules applicable between VNF instances created from this profile. See clause 6.3.6.

	affinityOrAntiAffinityGroupId
	M
	0..N
	Identifier
	Identifier(s) of the affinity or anti-affinity group(s) the VnfProfile belongs to. 

NOTE: 
Each identifier references an affinity or anti-affinity group which expresses affinity or anti-affinity relationships between the VNF instance(s) created using this VnfProfile and the VNF instance(s) created using other VnfProfile(s) in the same group.

	
	
	
	
	

	vnfVlConnectivity
	M
	1..N
	NsVlConnectivity
	Defines the connection information of the VNF, it contains connection relationship between a VNF connection point and a NS virtual Link.


6.3.5
AffinityOrAntiAffinityGroup information element
6.3.5.1
Description

The AffinityOrAntiAffinityGroup describes the affinity or anti-affinity relationship applicable between the VNF instances created using different VnfProfiles or the Virtual Links created using different VlProfiles. 

6.3.5.2
Attributes

The attributes of the AffinityOrAntiAffinityGroup information element shall follow the indications provided in table 6.3.5-1.

Table 6.3.5-1: Attributes of the AffinityOrAntiAffinityGroup information element
	Attribute
	Qualifier
	Cardinality
	Content
	Description

	groupId
	M
	1
	Identifier
	Identifier of the affinity or anti-affinity group to which the affinity or anti-affinity rule applies.

	affinityOrAntiAffiinty
	M
	1
	Boolean
	Specified whether the rule is an affinity rule (TRUE) or an anti-affinity rule (FALSE).

	scope
	M
	1
	Enum
	Specifies the scope of the rule e.g. a NFVI node, an NFVI PoP, etc…

Editor’s note: Wording to be aligned with IFA005


=================extract from [2]==================
There are two potential ways to specify the affinity or anti-affinity rules: 

· The affinity or anti-affinity rule is configured based on the VNFD flavour level specified in NSD.

· The affinity or anti-affinity rule is configured based on the VNF instance level

The affinity or anti-affinity rules described in the NSD apply to all NS instances to be instantiated based on certain flavour of the NSD. It can’t handle the scenarios which affinity/anti-affinity rules should be specified on the VNF instance level instead of VNFD flavour level.
For example, Operator may have a special VNF instance which operator doesn’t want it to be co-located with any other VNF instances. In this case, the VNFD flavour level based anti-affinity rule which carried in NSD doesn’t work. 
Another example is, it’s not possible to specify the affinity and anti-affinty rule between the already existing VNF instances and the newly instantiated VNF instances as specified in the NSD.
The usage of VNF instance level rules could provide more flexibility to operators in the VNF deployment scenario. Therefore, we propose that NFV-MANO shall have the capability allowing 3GPP management system to send the affinity and anti-affinity information based on VNF instances level as well.

4
Detailed proposal
It is proposed to make the following changes to TS 28.525 [1].

	1st proposed change


5
Business level requirements
5.1
Requirements
REQ-MAMO-LCM-FUN-1
VNFM shall have a capability to handle subscription and un-subscription to VNF lifecycle change notifications.

REQ-NFV_LCM-CON-2
VNFM shall have the capability to process a request for scaling a virtualized network function.

REQ-NFV_LCM-CON-3
VNFM shall have the capability to notify about lifecycle changes of a virtualized network function.
REQ-MAMO-LCM-FUN-4
EM shall have a capability allowing NM to enable/disable the auto-scaling of the corresponding VNF instance(s) for an NE.
REQ-MAMO-LCM-FUN-5
VNFM shall provide a capability allowing EM to enable/disable the auto-scaling of a specific VNF instance(s).
REQ-NFV_LCM-CON-6
NFVO shall have the capability allowing NM to request instantiation of a NS.
REQ-NFV_LCM-CON-7
NFVO shall have the capability allowing NM to request termination of a NS.
REQ-NFV_LCM-CON-8
NFVO shall have the capability allowing NM to request querying a NS.
REQ-NFV_LCM-CON-9
NFVO shall have the capability allowing NM to request scaling of a NS.
REQ-NFV_LCM-CON-10
NFVO shall have the capability allowing NM to request updating of a NS.
REQ-NFV_LCM-CON-11
NFVO shall have the capability allowing NM to request healing of a NS.
REQ-NFV_LCM-CON-12
NFVO shall have the capability allowing NM to request scaling of a virtualized network function as part of NS scaling.
Editor's note: These requirements from REQ-NFV_LCM-CON-6 till REQ-NFV_LCM-CON-12 to be confirmed upon the latest draft of GS NFV-IFA010 (version 0.8.1 or beyond) and GS NFV-IFA013 (version 0.7.0 or beyond) will be available. 
Note 1:
Disabling auto-scaling means VNFM is not allowed to start new auto-scaling operation to scale the corresponding VNF instance(s).
Note 2:
Enabling auto-scaling means VNFM is allowed to start new auto-scaling operation to scale the corresponding VNF instance(s).
REQ-MAMO-LCM-FUN-13
NFVO shall provide a capability allowing NM to request enabling/disabling the auto-scaling of specific VNF instance(s) as part of NS updating.
Editor's note:
This requirement should be confirmed upon availability of the drafts of GS NFV-IFA010 (version 0.8.1 or beyond) and GS NFV-IFA013 (version 0.7.0 or beyond).

REQ-NFV_LCM-CON-X
NFVO shall have the capability allowing NM to send the affinity and anti-affinity information on VNF instance basis.
	2st proposed change


6.1.2
Requirements for Os-Ma-nfvo

REQ-NFV_LCM_Os-Ma-nfvo-FUN-1
The Os-Ma-nfvo reference point shall have the capability allowing NM to send NS instantiation request based on on-boarded NSD.

REQ-NFV_LCM_Os-Ma-nfvo-FUN-2
The Os-Ma-nfvo reference point shall have the capability allowing NM to send NS instantiation request using existing VNF instances.
REQ-NFV_LCM_Os-Ma-nfvo-FUN-3
The Os-Ma-nfvo reference point shall have the capability allowing NM to send VNF Package on-boarding request.

REQ-NFV_LCM_Os-Ma-nfvo-FUN-4
The Os-Ma-nfvo reference point shall have the capability allowing NM to receive acknowledgement on the VNF Package on-boarding.

REQ-NFV_LCM_Os-Ma-nfvo-FUN-5
The Os-Ma-nfvo reference point shall have the capability allowing NFVO to send information about VNF instances that constitute a NS.
REQ-NFV_LCM_Os-Ma-nfvo-FUN-X
The Os-Ma-nfvo reference point shall have the capability allowing NM to send affinity and anti-affinity information on VNF instance basis in the NS instantiation operation request.
	End of changes


