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1
Decision/action requested

Discuss and approve the text proposal.
2
References

[1]
Draft TS 28.515 Fault Management (FM) for mobile networks that include virtualized network functions Requirements v0.3.0.
[2]
Draft TS 28.516 Fault Management (FM) for mobile networks that include virtualized network functions Procedures v0.1.0.
3
Rationale

In draft TS 28.515 [1], use case of NE alarm correlation in the context of NFV has been described as follows: 

==============extract from TS 28.515==================
6.4.1
NE alarm correlation in the context of NFV
	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal
	To correlate NE alarms in a mobile network that includes virtualized network functions.
	

	Actors and Roles
	EM or NM correlates NE alarms.
VNFM notifies virtualized resource alarms to EM.
EM sends VNF application failure reports and VNF instance related virtualized failure reports to NM.
	

	Telecom resources
	NM, EM, VNFM
	

	Assumptions
	3GPP management system (EM, NM) can get VNF application alarms of the faulty NE. VNFM can get virtualized resource alarms and identify the corresponding VNF instance.
	

	Pre conditions
	N/A
	

	Begins when 
	There is a new failure which may impact the virtualized resource and the corresponding NE application.
	

	Step 1 (M)
	EM sends VNF application failure reports of a fault NE to NM.
	

	Step 2 (M)
	VNFM sends VNF instance related virtualized failure reports to EM, in which information of the failed VNF instance is included. EM reports VNF instance related virtualized failure reports to NM.
Note: sequence of step1 and step2 may be reversed.
	

	Step 3 (M)
	Based on the virtualized resource failure reports sent from VNFM and VNF application alarms, EM or NM makes the alarm correlation.
	

	Ends when
	Ends when all steps identified above are successfully completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails.
	

	Post Conditions
	Failure reports of a faulty NE are reported and correlated by 3GPP management system.
	

	Traceability 
	REQ-NFV_FM_Itf-N-FUN-1, REQ-NFV_FM_Itf-N-FUN-2, REQ-NFV_FM_Ve-Vnfm-em-FUN-1
	


==============extract from TS 28.515==================
Accordingly, this contribution proposes the detailed procedure for NE alarm correlation in the context of NFV.
4
Detailed proposal
It is proposed to make the following changes to TS 28.516 [2].
	1st proposed change


2
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	2nd proposed change


4.2
NE alarm correlation in the context of NFV procedure
4.2.1
NE alarm correlation made by EM in the context of NFV
When a new failure occurs from the virtualized resource and it impacts the corresponding NE application, EM can make the alarm correlation based on the virtualized resource failure report sent from VNFM and VNF application alarms. 

The following figure illustrates the procedure of EM makes NE alarms correlation in a mobile network that includes virtualized network functions. 
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Figure 4.2.1-1 Procedure of NE alarm correlation made by EM in the context of NFV
1) A new failure occurs from the virtualized resource and it impacts the corresponding NE application.

2) VNFM received virtualized resource alarms as described in ETSI NFV ISG.

3) VNFM sends VNF instance related virtualized resource failure report to EM. The VNF instance related virtualized resource failure report includes:
· VNF instance identifier;

· The resource identifier which causes the alarm (e.g. VNFC instance identifier, VM identifier, vNIC identifier or vPORT identifier), see [3];

· The type of fault;

· The severity of fault;

· The probable cause of the fault;

· The time at which the fault was detected in the faulty VNF.

4) NE/VNF sends VNF application alarms to EM through proprietary interface, the corresponding VNF instance identifier and/or VNFC identifier should be included.
Note: There is no sequence restriction on EM receives VNF instance related virtualized resource failure report and EM receives VNF application alarms.
5) EM correlates the received virtualized resource failure reports with the received VNF application alarms.
6) EM sends the correlated alarm information to NM. The alarm information that carries correlated alarm information is specified in TS 32.111-2 [2].

4.2.2
NE alarm correlation made by NM in the context of NFV
When a new failure occurred from the virtualized resource and it impacts corresponding NE application, NM can make the alarm correlation based on the virtualized resource failure report sent from VNFM and VNF application alarms. 

The following figure illustrates the procedure of NM makes NE alarms correlation in a mobile network that includes virtualized network functions.
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Figure 4.2.2-1 Procedure of NE alarm correlation made by NM in the context of NFV
1) A new failure occurs from the virtualized resource and it impacts corresponding NE application.

2) VNFM receives virtualized resource alarms as described in ETSI NFV ISG.

3) VNFM sends VNF instance related virtualized resource failure report to EM. The VNF instance related virtualized failure report includes:
· VNF instance identifier;

· The resource identifier which causes the alarm (e.g. VNFC instance identifier, VM identifier, vNIC identifier or vPORT identifier), see [3];

· The type of fault;

· The severity of fault;

· The probable cause of the fault;

· The time at which the fault was detected in the faulty VNF.

4) EM sends VNF instance related virtualized resource failure report to NM. The VNF instance related virtualized failure report includes:

· VNF instance identifier;

· The resource identifier which causes the alarm (e.g. VNFC instance identifier, VM identifier, vNIC identifier or vPORT identifier);

· The type of fault;

· The severity of fault;

· The probable cause of the fault;
· The time at which the fault was detected in the faulty VNF.
5) NE/VNF sends VNF application alarms to EM through proprietary interface, the corresponding VNF instance identifier and/or VNFC identifier should be included.

6) EM sends VNF application failure report of a NE. The information in the failure report sees alarm information in TS 32.111-2 [2].

Note: There is no sequence restriction on EM receives VNF instance related virtualized resource failure report and NM receives VNF application failure report.
7) Based on the virtualized resource failure reports sent from VNFM and VNF application failure report, NM makes the alarm correlation.
	End of changes
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