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Decision/action requested

This discussion paper intends to provide an answer to received LS from CT4 (S5-162035), and provide the justifications for the LS answer
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Rationale

1. Background

SA5 has received LS S5-162035 from CT4, informing SA5 about the progress of the TR 29.819 [1] for which v1.1.0 is now available, and their expectation to complete the TR before the next CT plenary in June 2016 (CT#72) based on SA5 conclusions as input to work on a general conclusion and recommendations. 
Based on one of the output pCRs to this TR 29.819 from SA5#105 regarding the Conclusion on Changes and Clarifications of the rules for Diameter Extensibility, CT4 approved the text below: 
5.3.1.4
Conclusion

The changes in the IANA allocation policies for command codes in IETF RFC 6733 [3] and the clarifications of the rules of Diameter extensibility has no impact on 3GPP specifications, except for Diameter Accounting application using the Diameter Base Protocol Accounting (application Id =3), such as specified in 3GPP TS 32.299 [16].

Regarding these changes, the reference to the IETF RFC 3588 [2] can be seamlessly updated to IETF RFC 6733 [3] ] for most of the 3GPP applications. For 3GPP Diameter Accounting application using the Diameter Base Protocol Accounting (application Id =3), such as specified in 3GPP TS 32.299 [16], further studies are required to evaluate how AVPs can be added to existing commands with M-bit cleared to avoid backward compatible issues.
This discussion paper intends to elaborate the impact of change from IETF RFC 3588 [3] to IETF RFC 6733 [4] on 3GPP TS 32.299 Diameter Accounting application, regarding the Diameter extensibility rules, in order determine whether further studies are required for the M-bit setting before RFC 6733 adoption . 
In addition this paper also intends to cover the 3GPP TS 32.299 Diameter Credit-Control application, although the exchanges between SA5 and CT4 focused on TS 32.299 Diameter Accounting application.

In the rest of the document the TS 32.299 Diameter Accounting application will be refered-to as Rf, and the 3GPP TS 32.299 Diameter Credit-Control application as Ro.
Also "mandatory" for AVPs in this document refers to mandatory as per M-bit set (i.e. if sent by the sender, required to be supported by the receiver)? 

2. Analysis of 5.3.1.4 conclusion per current TR 29.819  
As stated in TR 29.819 [1] clause 5.3.1.1.2, the RFC 6733 "reinforced that existing command cannot be extended by the addition of any AVP with the M-bit set without resulting to the creation of a new application" and " clearly requires a new application to be created when new mandatory AVPs".

The current Rf has been introduced , prior to 3GPP Rel-8, and designed by extending RFC 3588 ACR/ACA (application Id 3) with 3GPP-specific AVPs and M-bit "MUST" to be set, following the strong recommendation on re-using existing ACR/ACA commands, and RFC 3588 not precluding doing so. 

Based on now such ACR/ACA extension with M-bit set is not more allowed per RFC 6733, it has to be clarified in which extend Rf would need to be changed to regarding this extensibility restriction.

Checks against RFC 6733 Diameter extensibility rule on mandatory AVPs:

RFC 6733 Diameter extensibility rule on mandatory AVPs relates to AVPs with M-bit set: based on that checks against M-bit are performed by the receiver, potential checks on whether a Diameter application follows this Diameter extensibility rule is expected to be performed by the receiver.   

Actually RFC 6733 does not specify rejection by a receiver for a given application which is not aligned with the Diameter extensibility rule itself, it can therefore be assumed RFC 6733 Rf  receiver will not perform this check, instead, the pure "M-Bit" flag rule check will apply as usual.

It can be concluded that regarding the Diameter extensibility rule, the reference to the IETF RFC 3588 [2] can be seamlessly updated to IETF RFC 6733 [3] for Rf.

Existing Rf 3GPP-specific AVPs and M-bit "MUST":   
A RFC 6733 Rf  receiver will proceed to "M-Bit" flag rule check for 3GPP-specific AVPs with M-bit set, as usual (i.e. ACR rejection if one AVP received with M-bit set is not supported), similarly as if the receiver was RFC 3588 Rf.

Consequently, it can be concluded that existing Rf 3GPP-specific AVPs M-bit "MUST" setting can be maintained when update from RFC 3588 to RFC 6733 without changing the behavior. 

Introducing  new mandatory AVPs to Rf, after update to RFC 6733:
From a pure Diameter extensibility rule, it will still be possible for Rf to pursue extending RFC 6733 ACR/ACA with new 3GPP-specific AVPs M-bit "MUST" without causing rejection by the receiver, as per same principle above.  
However, it is considered by CT4 that still adding new AVPs to the existing ACR/ACA commands with the M-bit set would increase cause backward compatibility issues situations, due to limited deployment of servers supporting these new AVPs, and CT4 approach focuses on avoiding these situations, through several means:  create a new application-Id when mandatory AVPs  are needed (RFC 6733 extensibility rule), have these new AVPs with M-bit cleared (per TR 29.819 conclusion), Supported-feature mechanism… 

Although SA5 approach may be different (e.g. charging servers require new AVPs to be supported for the service being able to continue) SA5 could consider evaluating the principle to be adopted for new 3GPP-specific AVPs to be introduced for Rf, once updated to RFC 6733:

-
Whether Rf still needs 3GPP-specific AVPs to be mandatory

-
Whether Rf still needs all 3GPP-specific AVPs to be mandatory

-
In case it is still needed for Rf 3GPP-specific AVPs to be mandatory:

· M-bit "MUST" column solution still be maintained? 
· M-bit "MUST NOT" column (M-bit cleared) combined with other mechanisms?
It can also be discussed on a per-AVP basis whether it has to be mandatory or not in order to decide between "MUST" and "MUST NOT" column depending on whether the AVP si considered as essential or informational.
3. Analysis for Ro  

RFC 6733 [4] Diameter extensibility rule on mandatory AVPs (mandatory as per per M-bit setting) also affects 3GPP TS 32.299 Diameter Credit-Control application (i.e. Ro), based on that Ro has been designed by extending and existing Diameter application (i.e. RFC 4006 CCR/CCA) with 3GPP-specific AVPs and M-bit "MUST" to be set. 

Similarly as for Rf, it can be concluded:

-
 Regarding the Diameter extensibility rule, the reference to the IETF RFC 3588 [2] can be seamlessly updated to IETF RFC 6733 [3] for Ro (i.e. the RFC 6733 receiver will not check that CCR/CCA is extended with 3GPP-specifics mandatory AVPs).

-
Regarding the existing 3GPP-specific AVPs specified with M-bit in "MUST" column, the reference to the IETF RFC 3588 [2] can be seamlessly updated to IETF RFC 6733 [3] for Ro (i.e. M-bit flag rule check will apply similarly as under RFC 3588). 

-
Once Ro will be updated to IETF RFC 6733 [3], new AVPs in "MUST" column principle will continue to apply by default, unless any company is interested to start an evaluation work (i.e. a study) on moving from this principle for Ro. 

In addition to this RFC 6733 Diameter extensibility rule aspect, but not under the TR 29.819  scope, the overall relationship between  the 3GPP TS 32.299 Diameter Credit-Control application Ro and the RFC 6733 needs  clarification from IETF, based on Ro relies on RFC 4006 [5] which is RFC 3588 compliant (and not RFC 6733).  
4. Conclusion

Regarding the Diameter extensibility rule, the reference to the IETF RFC 3588 [2] can be seamlessly updated to IETF RFC 6733 [3] for Rf and Ro.

Regarding the existing 3GPP-specific AVPs specified with M-bit in "MUST" column, the reference to the IETF RFC 3588 [2] can be seamlessly updated to IETF RFC 6733 [3] for Rf and Ro. 

Once Rf and Ro will be updated to IETF RFC 6733 [3], new AVPs in "MUST" column principle will continue to apply by default, unless any company is interested to start an evaluation work (i.e. a study) on moving from this principle. 

RFC 4006 update to RFC 6733 needs clarification from IETF.
4
Detailed proposal

Based on the conclusion above it is proposed to agree on:

1) A SA5 conclusion regarding Diameter extensibility rule for TR 29.819:  
-
Regarding the Diameter extensibility rule, the reference to the IETF RFC 3588 [2] can be seamlessly updated to IETF RFC 6733 [3] for Rf and Ro.

-
Regarding the existing 3GPP-specific AVPs specified with M-bit in "MUST" column, the reference to the IETF RFC 3588 [2] can be seamlessly updated to IETF RFC 6733 [3] for Rf and Ro. 

2)  Sending an LS reply to CT4 (S5-162160) capturing that regarding the Diameter extensibility rule, the reference to the IETF RFC 3588 [2] can be seamlessly updated to IETF RFC 6733 [3] for Rf and Ro, and also communicating  to CT4, SA5 may initiate evaluation for the M-bit setting for new AVPs.

3) Sending an LS to IETF for clarification on RFC 4006 (S5-162161)
.

