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Decision/action requested

Discuss and approve the text proposal.
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Rationale

During the work for TS 28.515 [1], the alarm data flow and the alarm mapping of VNF application alarm and VNF instance related virtualized resource alarm need to be considered.

The following figure in clause 7.2.1.1.2 of TR 32.842 [2] shows 3GPP view of NFV FM data flows.
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Figure 7.2.1.1.2-1: 3GPP view of FM data flows
For the discussion purpose of Itf-N alarm handling, we only focus on the flows which are related to the mapping of VNF application alarm and VNF instance related virtualized resource alarm, i.e., the following flows are to be considered in the discussion:

· Flow-X
Via 3GPP defined Reference Point VNF reports VNF FM data to EM

· Flow-Y
Via 3GPP defined Reference Point EM reports/relays in correlated form to OSS/BSS the following: VNF FM data (received via Flow-X), resources FM data (received via Flow-4) and Non-virtualized NE FM data (received via Flow-Z) 

· Flow-Z
Via 3GPP defined Reference Point non-virtualized NEs report FM data to EM

· Flow-4
VNFM relays resources FM data (mapped to VNF, correlated or not-correlated) to EM

For sending the Flow-Y data, which is alarm data flow over Itf-N, IRPAgent (EM) needs to report/relay in correlated mapping alarm information form to IRPManager (OSS/BSS) the following:
1. VNF application alarm data (received via Flow-X), 
2. VNF instance related virtualized resources alarm data (received via Flow-4) 
3. Non-virtualized NE alarm data (received via Flow-Z).
The Type 1 alarm data of Flow-X and Flow-Z can be mapped into Type 2 Flow-Y easily according to 3GPP TS 32.111-2 which purpose is for such mapping.

For Flow-4, which conveys the VNF instance related virtualized resources alarm data, several things need to be considered for the mapping into Flow-Y:

1. Mandatory attributes of alarm information in Flow-4 and Flow-Y
2. AlarmId in Flow-4 and Flow-Y
3. AlarmType in Flow-4 and Flow-Y
4. Probable Causes in Flow-4 and Flow-Y
Definition of IOC AlarmInformation is given in clause 5.3.1 of TS 32.111-2 [3]. The IRPAgent or its related AlarmIRP or the related AlarmList assigns an identifier, called alarmId, to each AlarmInformation in the AlarmList. An alarmId unambiguously identifies one AlarmInformation in the AlarmList. 

The attributes of IOC alarmInformation are defined in clause 5.3.1.2 of TS 32.111-2 [3] as below, we yellow highlighted the Mandatory attributes:

5.3.1.2
Attribute

	Attribute name
	Support Qualifier

	alarmId
	M

	notificationId 
	M

	alarmRaisedTime
	M

	alarmClearedTime
	M

	alarmChangedTime
	O

	eventType
	M

	probableCause
	M

	perceivedSeverity
	M

	rootCauseIndicator
	O

	specificProblem
	O

	backedUpStatus
	O

	trendIndication
	O

	thresholdInfo
	O

	stateChangeDefinition
	O

	monitoredAttributes
	O

	proposedRepairActions
	O

	additionalText
	O

	additionalInformation
	O(see note 4)

	ackTime
	M

	ackUserId
	M

	ackSystemId
	O

	ackState
	M

	clearUserId
	O (see note 2)

	clearSystemId
	O (see note 2)

	serviceUser
	O (see note 3)

	serviceProvider
	O (see note 3)

	securityAlarmDetector
	O (see note 3)

	NOTE 1:
Void.

NOTE 2:
These attributes and qualifiers are applicable only if the IRPAgent supports clearAlarms() (they are absent if clearAlarms() is not supported).

NOTE 3:
These attributes must be supported if the IRPAgent emits notifyNewAlarm that carries security alarm information.

NOTE 4:
This attribute is optionally populated whenever vendor specific attributes are needed.
A specific condition for this optional population is when an alarm presented by the EM (e.g. EM user interface) has different values of perceived severity, and / or alarm type, compared with the values presented to the Itf-N.


4
Detailed proposal
Based on above information, the analysis results of the following things: 

1. Mandatory attributes of alarm information in Flow-4 and Flow-Y: the Mandatory attributes (ackTime, ackUserId, ackState) in Flow-Y are missing in Flow-4.
2. AlarmId in Flow-4 and Flow-Y: An alarmId unambiguously identifies one AlarmInformation in the AlarmList in Flow-Y, when do the Itf-N mapping, the alarmId comes from VNFM Flow-4 may need to be changed.
3. AlarmType in Flow-4 and Flow-Y: To avoid mapping change, the Annex A (normative) Event Types in TS 32.111-2 [3] used by Flow-Y is suggested to be adapted by Flow-4.
4. Probable Causes in Flow-4 and Flow-Y: There may be some duplicated Probable Causes for Flow-4 and Flow-Y.
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