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1
Decision/action requested

The group is asked to discuss and agree on the proposed text change.
2
References

[1]
TS 28.500 Management concept, architecture and requirements for mobile networks that include virtualized network functions
[2]
TR 21.905 Technical Specification Group Services and System Aspects; Vocabulary for 3GPP Specifications
3
Rationale
There are some descriptions related to the “network service” or “service” in TR 21.905[2]. 
==========extract from TR 21.905 start ===========

CLNS
Connectionless network service
………….

CONS
Connection-oriented network service
…………
NSAP
Network Service Access Point

NSAPI
Network Service Access Point Identifier
………….

NSDU
Network service data unit

Core Network Operator: Operator that offers core network services.

……….

Network service data unit (NSDU): A unit of data passed between the user and the GPRS network across a Network Service Access Point (NSAP).
………
Service: a component of the portfolio of choices offered by service providers to a user, a functffzionality offered to a user.

………
Service Feature: Functionality that a 3GPP System shall offer to enable provision of services. Services, are made up of different service features.

………
Service model: A general characterisation of services based upon a QoS paradigm, without specifying the actual performance targets. 

Service Provider: A Service Provider is either a network operator or an other entity that provides services to a subscriber (e.g. a MVNO)

Service receiver: The entity which receives the service request indication primitive, containing the SDU.

Service relationship: The association between two or more entities engaged in the provision of services.

……….

Services (of a mobile cellular system): The set of unctions that the mobile cellular system can make available to the user.

User access or user network access: The means by which a user is connected to a telecommunication network in order to use the services and/or facilities of that network (source: ITU-T I.112).
User Equipment (UE): Allows a user access to network services. For the purpose of 3GPP specifications the interface between the UE and the network is the radio interface. A User Equipment can be subdivided into a number of domains, the domains being separated by reference points. Currently the User Equipment is subdivided into the UICC domain and the ME Domain. The ME Domain can further be subdivided into one or more Mobile Termination (MT) and Terminal Equipment (TE) components showing the connectivity between multiple functional groups. 
………….

User Services Profile: Contains identification of subscriber services, their status and reference to service preferences.

==========extract from TR 21.905 end ===========

==========extract from ETSI GS NFV-MAN 001 start ===========

Since Network Services (including the associated VNF Forwarding Graphs (VNFFGs), Virtual Links (VLs), Physical

Network Functions (PNFs), VNFs, NFVI and the relationships between them) did not exist before the emergence of

NFV, their handling requires a new and different set of management and orchestration functions. The Network

Functions Virtualisation Management and Orchestration (NFV-MANO) architectural framework has the role to manage

the NFVI and orchestrate the allocation of resources needed by the NSs and VNFs. Such coordination is necessary now

because of the decoupling of the Network Functions software from the NFVI.
==========extract from ETSI GS NFV-MAN 001 end ===========

==========extract from ETSI GS NFV 003 start ===========

network service: composition of Network Functions and defined by its functional and behavioural specification 

NOTE: The Network Service contributes to the behaviour of the higher layer service, which is characterized by at least performance, dependability, and security specifications. The end-to-end network service behaviour is the result of the combination of the individual network function behaviours as well as the behaviours of the network infrastructure composition mechanism.
==========extract from ETSI GS NFV 003 end ===========

==========extract from IFA010 start ===========

6.3
Functional requirements for Network Service lifecycle management
	Numbering
	Functional requirements description

	Nfvo.NsLcm.001
	The NFVO shall ensure the integrity of data related to the Network Service instances (e.g. descriptors, software images, records, etc.) against loss and corruption from hardware/software failures and against tampering with such data by unauthorized parties.

	Nfvo.NsLcm.002
	The NFVO shall support the capability to manage VNF Forwarding Graphs and virtual links.

	Nfvo.NsLcm.003
	The NFVO shall support the capability to notify when Network Service instances are updated.

	Nfvo.NsLcm.004
	The NFVO shall support the capability to use the deployment information from the Network Service deployment template, (e.g. NS Descriptor) for the Network Service lifecycle management.


6.5
Functional requirements for Network Service information management
6.5.1
Functional requirements for NS deployment template management
	Numbering
	Functional requirements description

	Nfvo.NsDtm.001
	The NFVO shall support the capability of management of Network Service (NS) deployment template (see note).

	Nfvo.NsDtm.002
	The NFVO shall support the capability to verify the integrity of the provided NS deployment template.

	Nfvo.NsDtm.003
	The NFVO shall support the capability to verify that all mandatory information in the NS template is present and complies with the standard for this information.

	Nfvo.NsDtm.004
	The NFVO shall support the capability to report information related to the operation result of NS template. 

	Nfvo.NsDtm.005
	The NFVO shall support the capability to perform version control of on-boarded NS deployment templates.

	NOTE:
The management can include on-boarding, upgrade/update NS deployment template.


6.5.2
Functional requirements for NS instance information management
	Numbering
	Functional requirements description

	Nfvo.NsIim.001
	The NFVO shall support the capability to receive run-time data related to NS instances that it has created (see note).

	NOTE:
Run-time data of NS instance can be information related to the run-time virtualized resource allocated to a NS instance, such as performance measurements related to resources of this instance or the VNF instance within this NS instance , resource reservation information for NFVI resources reserved for this NS instance, etc.


6.6
Functional requirements for Network Service performance management
	Numbering
	Functional requirements description

	Nfvo.NsPm.001
	The NFVO shall support the capability to notify availability of performance information on the Network Services it manages (see note 1).

	Note 1: Performance information on a given Network Service results from either collected performance information of the virtualised resources impacting the connectivity of this Network Service instance or VNF performance information issued by the VNFM for the VNFs that is part of this Network Service instance. The latter performance information also results from collected performance information of the virtualised resources that are mapped to this VNF instance. 


6.7
Functional requirements for Network Service fault management
	Numbering
	Functional requirements description

	Nfvo.NsFm.001
	The NFVO shall support the capability to provide notifications of fault information related to the Network Services it manages (see note 1 and 2).

	Nfvo.NsFm.002
	The NFVO shall support the capability to provide fault information on the Network Services it manages (see note 1 and 2).

	Nfvo.NsFm.003
	The NFVO shall support the capability to provide notifications of changes in fault information related to the Network Services it manages (see note 1 and 2).

	Nfvo.NsFm.004
	The NFVO shall support the capability to perform automated or on-demand corrective actions on the Network Services it manages. 

EDITOR’S NOTE: the use of the terminology corrective action vs healing is FFS

	Note 1: Fault information on a given NS results from either a collected virtualised resource fault impacting the connectivity of the Network Service instance or a VNF alarm (see section 7.7) issued by the VNFM for a VNF that is part of this Network Service instance. 

Note 2: Fault information on a given Network Service instance can include the information related to the alarm (e.g. alarm created, alarm cleared, etc.), alarm causes and identification of this Network Service instance and fault information concerning the virtualized resources supporting the constituent VNFs for this Network Service instance and the virtualized resources supporting the connectivity of this Network Service instance.


==========extract from IFA010 end ===========

Conclusion: 

Based on the information extracted, we think:

Network Service: The 3GPP described “network service” is not same as ETSI described “Network Service”.
1. 3GPP described “network service” is more focusing on the services which are provided by the 3GPP network to the end user.
2. ETSI described “Network Service” includes the associated VNF Forwarding Graphs (VNFFGs), Virtual Links (VLs), Physical Network Functions (PNFs), VNFs, NFVI and the relationships between them. 
Management of network service: The 3GPP described “Management of network service” is not same as ETSI described “Management of Network Service”.
1. The management of 3GPP described “network service” focus on the FM, PM, CM, LCM process of administering and managing 3GPP defined systems over the life time of the system.

2. The management of ETSI described “Network Service” is more related with the management of virtual resources and corresponding connections such as “the associated VNF Forwarding Graphs (VNFFGs), Virtual Links (VLs), Physical Network Functions (PNFs), VNFs, NFVI and the relationships between them”
Clarifications:

As we didn’t find a dedicate definition for “Network Service” in 3GPP, more clarification may be needed from 3GPP SA1:

1. Send a LS to 3GPP SA1 for further clarification of the definition of “Network Service” in 3GPP.
4
Detailed proposal
	1st proposed change


4
Background and Concepts
4.1 
Background

It is expected that future implementation options for the entities of the 3GPP system include various technologies for virtualization. Network and service providers make use of different information in several different ways which also may vary from network to network and from time to time. Hence, entities of the 3GPP system that have been implemented with virtualization options should be managed in the same manner as entities implemented with non-virtualization options, to the extent possible.
Virtualized 3GPP entities still require some underlying hardware resources. One of the NFV business objectives is that VNFs are procured independently from the underlying hardware resources. The underlying hardware resources are expected to be administered independently from the virtualized entities required for the 3GPP system.
4.2 
Concepts
4.2.X
3GPP Network Service Management 
The 3GPP Network Service is providing application level service supported by 3GPP system. 
The management of 3GPP Network Service includes the FM, PM, CM, LCM process for administering and managing 3GPP system over the life time of the system.
	End

















































































































