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1
Decision/action requested

Agree to add the proposed use case and requirement.
2
References

[1] 
TS 28.515 v0.1.0 Fault Management (FM) for mobile networks that include virtualized network functions; Requirements
3
Rationale

 This contribution proposes the specification level use case of identifying the specific virtualized container in which an alarm was generated
4
Detailed proposal

	1st modified section


6.1.1
Requirements for Itf-N
REQ-NFV_FM_Itf-N-FUN-x IRPAgent shall have the capability to allow IRPManager to identify the specific virtualized container in which an alarm was generated.

	2 nd modified section


6.4.X
Identify the virutalized container in which an alarm was generated
	Use Case
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	Identify the virtualized container in which a failure was occurred.
	

	Actors and Roles
	ETSI MANO VNFM, 3GPP NM, 3GPP EM
	

	Telecom resources
	NM, EM,VNF
	

	Assumptions
	
	

	Pre-conditions
	The NFV management and orchestration (ETSI MANO) operation is active.

The 3GPP management operation is active.
	

	Begins when 
	A failure was occurred.
	

	Step 1 (M)
	EM receives the VNF application alarm(s) from VNF instance and the VNF instance related virtualized resource alarm(s) from VNFM.
	

	Step 2 (M)
	EM sends the VNF application alarms and VNF instance related virtualized resource alarms to NM and the alarm information for an alarm includes the specific virtualized container in which the alarm was generated.
	

	Step 3 (M)
	Based on the alarm information, NM identifies the virtualized container in which the alarm was generated.
	

	Ends when (*)
	Ends when all steps identified above are completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The virtualized container in which the alarm was generated is identified.
	

	Traceability (*)
	REQ-NFV_FM_Itf-N-FUN-x
	


	End of modified sections


