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1
Decision/action requested

This is a pCR to TR 32.850 introducing a new issue and alternative solutions for scenario involving AS hosting multiple applications
2
References

[1]
TR 32.850 Study on determination of completeness of charging information in IMS
3
Rationale

This pCR proposes to address a new issue related to scenario 3 and 4 introduced in [1]. Two alternative options to solve this issue are proposed.

4
Detailed proposal

The following changes are proposed to be incorporated into TR 32.850 [1]  
	First change


3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [100] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [100].

AS
Application Server 

ATCF
Access Transfer Control Function

3G
3rd Generation

3GPP
3rd Generation Partnership Project

B2BUA
Back to Back User Agent

CAMEL
Customized Applications for Mobile network Enhanced Logic

CAP
CAMEL Application Part

CCA
Credit Control Answer

CCR
Credit Control Request

CDF
Charging Data Function

CDR
Charging Data Record

CGF
Charging Gateway Function

CSCF
Call Session Control Function (I-Interrogating; P-Proxy; and S-Serving)
CI
Cell Identity

CS
Circuit Switched

CSE
CAMEL Service Environment

CTF
Charging Trigger Function

DCCA
Diameter Credit Control Application

DP
Detection Point

EDP
Event Detection Point

EMS-Digits
North American Emergency Service Routing Digits

EMS-Key
North American Emergency Service Routing Key

FCI
Furnish Charging Information

GMSC
Gateway MSC

gsmSCF
GSM Service Control Function

gsmSSF
GSM Service Switching Function

GSM
Global System for Mobile communication

HLR
Home Location Register

HPLMN
Home PLMN

HSCSD
High Speed Circuit Switched Data

IARI
IMS Application Reference Identifier

ICA
Initiate Call Attempt

ICID 
IMS Charging Identifier

ICSI 
IMS Communication Service Identifier

ICA
Initiate Call Attempt

IMEI
International Mobile Equipment Identity

IMSI
International Mobile Subscriber Identity

ISDN
Integrated Services Digital Network

ITU-T
International Telecommunication Union - Telecommunications standardization sector

JIP
Jurisdiction Information Parameter

LAC
Location Area Code

LCS
LoCation Service

LR
Location Request

LRN
Location Routing Number

MAP
Mobile Application Part

MCC
Mobile Country Code (part of IMSI)

MF
Mobile Forwarded

MGCF
Media Gateway Control Function

MLC
Mobile Location Center

MNC
Mobile Network Code (part of IMSI)

MO
Mobile Originated

MOC
Mobile Originated Call (attempt)

MO-LR
Mobile Originated Location Request

MS
Mobile Station

MSC
Mobile services Switching Centre

MSISDN
Mobile Station ISDN number

MSRN
Mobile Station Roaming Number

MT
Mobile Terminated

MTC
Mobile Terminated Call (attempt)

MT-LR
Mobile Terminated Location Request

NA-ESRD
North American - Emergency Service Routing Digits

NA-ESRK
North American - Emergency Service Routing Key

NE
Network Element

NI-LR
Network Induced Location Request

NP
Number Portability

NPDB 
Number Portability Data Base

OCF
Online Charging Function

OCS
Online Charging System

O-CSI
Originating CAMEL Subscription Information

PLMN
Public Land Mobile Network

PSTN
Public Switched Telephony Network

RAC
Routing Area Code

RAN
Radio Access Network

RNC
Radio Network Controller

SAC
Service Area Code

SCI
Subscriber Controlled Input or Send Charging Information

SRF
Specialized Resource Function

SS7
Signalling System No. 7

SSF
Service Switching Function

T-CSI
Terminating CAMEL Subscription Information

TAP
Transferred Account Procedure
TDP
Trigger Detection Point

UA
User Agent

UAC
User Agent Client

UAS
User Agent Server

UMTS
Universal Mobile Telecommunications System

UTRAN
Universal Terrestrial Radio Access Network

VAS
Value Added Service

VCC
Voice Call Continuity

VLR
Visitor Location Register

VMSC
Visited MSC

VoLTE
Voice over LTE


VPLMN
Visited PLMN

VT-CSI
Visited Terminating CAMEL Subscription Information
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6
Key Issues

6.X
Key Issue #X: 
6.X.1
Description

The Billing Domain has currently no way to determine which applications are invoked by an AS involved in an IMS session, when multiple applications are hosted in the same AS. Besides, there is no way to determine which applications hosted on the same AS are configured to generate charging information. Therefore, the Billing Domain can not determine the completeness of charging information for a given IMS session.
6.X.2
Assumptions

The following assumptions are made: 

· each invoked application may generate its own charging information in a dedicated charging session, which means an AS hosting multiple applications may manage several charging session leading to several CDRs covering the same IMS session.
· whether an invoked application generates charging information or not is operator configurable.
6.X.3
Current Status

As illustrated in scenario 3 and 4 in clause 5, an AS involved in an IMS session may invoke one ore more hosted applications. The AS information stored in the S-CSCF CDR provides the list of all AS involved in an IMS session. However the list of applications per involved AS, which are invoked and configured to generate charging information is not available in any IMS CDR.
6.X.4
Alternative Options

6.X.4.1
Alternative 1 – 

Improve solution described in subclause 6.1.4.1 for AS, so that if an  involved SIP AS and one or more invoked application hosted on this AS are configured to generate charging information, this AS should insert a list of application specific identifiers in addition to the AS address into the next SIP INVITE message to be forwarded to the trusted domain. Only the identifier of application invoked and configured to generate charging information is included in the list. The type of identifier to be included in the list could be possibly the IMS Application Reference Identifier described in subclause 4.3.2. Figure 6.X.4.1.1 illustrates the use of this solution for scenario 4 described in subclause 5.5. In this example, only S-CSCF, MMTel AS, SIP AS and associated application are configured to generate charging information, and considered to be in the trusted domain. 
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6.X.4.2
Alternative 2 – 

Introduce the requirement that one AS should not generate different CDRs per applications invoked and configured to generate charging information. If generated, the AS CDR should include all specific information for invoked applications which are configured to generate charging information.  In case this requirement is met, the proposed solution described in subclause 6.1.4.1 is sufficient to determine the completeness of charging information for scenario 4 described in subclause 5.5.
6.X.5
Evaluation and Recommendation

	End of changes
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