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Decision/action requested

Discuss and approve on the text proposal.
2
References

[1]
TR 32.842 Telecommunication management; Study on network management of Virtualized Networks v121.
[2]
ETSI GS NFV-MAN 001 (V1.1.1): "Network Function Virtualisation (NFV); Management and Orchestration".
3
Rationale

Based on the study of ETSI GS NFV-MAN 001 [2], VNF package should be able to be queried or deleted besides clause 5.5.5 to 5.5.7 in TR 32.842 v121 [1], it is proposed to add requirements related to operations with VNF Package once the proposals of adding query & delete VNF Package use cases are approved.
4
Detailed proposal

It is proposed to make the following changes to TR 32.842 v121 [1].
	1st proposed change


6.2.5 LCM requirements
REQ-NFVM_VN-LCM-CON-1 EM should support the following lifecycle management functionalities:

-
Support the lifecycle management of VNF based on EM capabilities described in section 5.7.2, 7.2.4 and 7.2.5 [2] to allow NM acquire the information of lifecycle management through Itf-N, including,

-
Inform NM of the VNF lifecycle management events, such as the changes of VNF instance and virtualized resources of the VNF.

-
Inform NM of the VNF lifecycle operations’ result.

REQ-NFVM_VN-LCM-CON-2 EM should be able to receive through Ve-Vnfm-em reference point a notification from VNFM about VNF and its components whose virtualised resources will be impacted due to scheduled maintenance of underlying infrastructure resources (e.g., scheduled update of the hypervisor software or the firmware of a physical machine (host)).
Note: [2] does not contain information about such notification and it is thus identified in the gap analysis (refer to A.4.4.1). This requirement will be re-examined after ETSI NFV provides a definition of the mentioned notifications from VNFM.
REQ-NFVM_VN-LCM-CON-3 EM should be able to request the snapshot capture of a VNF or any of its components through Ve-Vnfm-em reference point to VNFM 
-
The result of the snapshot operation should provide to EM with enough information to locate and identify the snapshots.
Note: [2] does not contain information about VNF snapshot capture and it is thus identified in the gap analysis (refer to A.4.4.2). This requirement will be re-examined after ETSI NFV provides a definition of the mentioned snapshot capture functionality by VNFM.
REQ-NFVM_VN-LCM-CON-4 EM should be able to forward the snapshot information (e.g., file path and identifier of the snapshots) plus any additional information of the VNF (e.g., current configuration) to NM.
REQ-NFVM_VN-LCM-CON-5 EM should be able to receive the following auto-healing related notifications through Ve-Vnfm-em reference point from the VNFM, including:

-
A notification about the auto-healing execution is to begin.

Note: [2] does not contain information of such notification and it is thus identified in the gap analysis (refer to A.4.4.3). This requirement will be re-examined after ETSI NFV provides a definition of the mentioned notification from VNFM.
-
A notification about the healing events related to the failures of VNF and its components.

-
A notification about the success or failure of the healing execution.

Note: Auto-healing refers to corrective actions performed automatically by the VNFM to recover the deployment of a faulty VNF.
REQ-NFVM_VN-LCM-CON-6 EM should be able to initiate VNF scaling request to VNFM through Ve-Vnfm-em reference point.

REQ-NFVM_VN-LCM-CON-7 NM should be able to initiate the VNF scaling request to NFVO through Os-Ma-nfvo reference point. 

REQ-NFVM_VN-LCM-CON-8 NM should be able to initiate the NS scaling request to NFVO through Os-Ma-nfvo reference point.
REQ-NFVM_VN-LCM-CON-9 It should be possible for NM to obtain the information about currently available resources from NFVO.

REQ-NFVM_VN-LCM-CON-10 NM should be able to initiate the instantiation of VNF(s).
REQ-NFVM_VN-LCM-CON-11 NM should be able to initiate the termination of VNF instance(s).
REQ-NFVM_VN-LCM-CON-12 NM should be able to initiate the contraction of VNF instance(s).
REQ-NFVM_VN-LCM-CON-13 NM should be able to initiate the expansion of VNF instance(s).
REQ-NFVM_VN-LCM-CON-14 NM may consume the following interfaces related to Network Service lifecycle management, produced by NFVO through Os-Ma-nfvo reference point: 
-
Network Service lifecycle management.

-
Network Service lifecycle change notification.
REQ-NFVM_VN-LCM-CON-15 NM should be able to consume the following operations with Network Service Descriptor (NSD), produced by the NFVO through Os-Ma-nfvo reference point:

-
On-board Network Service Descriptor

-
Disable Network Service Descriptor

-
Enable Network Service Descriptor
REQ-NFVM_VN-LCM-CON-16 NM may support the following VNF lifecycle management capabilities through Os-Ma-nfvo reference point: 

-
Support VNF lifecycle management.
-
Support VNF lifecycle change notification.
REQ-NFVM_VN-LCM-CON-17 NM should be able to consume the following operations related to VNF Package produced by NFVO through Os-Ma-nfvo reference point:

-
On-board VNF Package

-
Disable VNF Package

-
Enable VNF Package

-
Update VNF Package

-
Query VNF Package

-
Delete VNF Package

REQ-NFVM_VN-LCM-CON-18 VNFM should support the following FM capabilities through Ve-Vnfm-em reference point:

-
The reporting of alarms caused by virtualized resource faults affecting the VNF instance(s) to EM.
· The reporting of alarms caused by failures concerning the VNF and the corresponding VNFC deployment on the virtualized infrastructure (e.g., configuration of the VNF and runtime interactions of a VNFC with another VNFC).
REQ-NFVM_VN-LCM-CON-19 EM should be able to receive the following auto-scaling related notifications through Ve-Vnfm-em reference point from the VNFM, including: 

-
A notification that the auto-scaling execution is about to begin.
      Note: [2] does not contain information of such notification and it is thus identified in the gap analysis (refer to A.4.4.4). This requirement will be re-examined after ETSI NFV provides a definition of the mentioned notification from VNFM.

-     A notification about scaling events related to the virtualized resources of the VNF.
-
A notification about the success or failure of the scaling execution.
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