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1
Decision/action requested

Discuss and approve on the text proposal.
2
References

[REF-A]
TR 32.842 “Telecommunication management; Study on network management of Virtualized Networks.”
[REF-B]
S5-153365 “LSout on clarifications, requirements and soltuions to support SA5 management of mobile networks that include VNF(s)”.
3
Rationale

Based on the approved LSout from 3GPP SA5 to ETSI ISG NFV on “clarifications, requirements and solutions to support SA5 management of mobile networks that include VNF(s)” [REF-B] approved at SA5#101, it is proposed in the present contribution to align the text in clause A.4.4 with the actual text approved in the LSout.
4
Detailed proposal

It is proposed to make the following changes to TR 32.842 v1.2.1 [REF-A].
	1st proposed change


A.4.4
Use cases not supported by ETSI NFV GS MAN001 v1.1.1

A.4.4.1
Notification of VNFCs impacted due to scheduled NFVI maintenance

According to potential requirement identified in REQ-NFVM_VN-LCM-CON-2 and associated use case in clause 5.1.6 of the present document, the following requirement applicable to ETSI NFV and currently not supported in [2] is deemed necessary to be supported:

-
VNFM should provide the EM notification through Ve-Vnfm-em reference point about VNF and its components whose virtualised resources will be impacted due to scheduled maintenance of underlying infrastructure resources (e.g. scheduled update of the hypervisor software or the firmware of a physical machine (host)).
Such notification is sent by the VNFM to the EM in advance to the actual maintenance. This notification is necessary so that the operator and management systems can determine if anything can be done (e.g., reconfiguration of affected nodes that are neighbour to the subject VNF) to minimize the impact and disruption of the VNF. This case is also relevant when the network operator has different teams devoted to manage the 3GPP mobile network and the NFV infrastructure.
A.4.4.2
VNF snapshot capture

According to potential requirement identified in REQ-NFVM_VN-LCM-CON-3 and associated use case in clause 5.1.8 of the present document, the following requirement applicable to ETSI NFV and currently not supported in [2] is deemed necessary to be supported:

-
VNFM should provide the capability to capture snapshot of a VNF or any of its components through Ve-Vnfm-em reference point to EM, providing as a result of the snapshot operation to EM with enough information to locate and identify the snapshots.

These snapshots can be used for multiple purposes, e.g. troubleshooting, rollback during erroneous VNF lifecycle management events or software upgrade, for fast VNF re-deployment, etc.
A.4.4.3
Notifications related to VNF auto-healing by VNFM

According to potential requirement identified in REQ-NFVM_VN-LCM-CON-5 and associated use case in clause 5.1.5 of the present document, the following requirement applicable to ETSI NFV and currently not supported in [2] is deemed necessary to be supported:

-
VNFM should  provide the following auto-healing notifications through Ve-Vnfm-em reference point to the EM:

-
A notification that the auto-healing execution is about to begin.

-
A notification(s) about auto-healing execution progress.

-
A notification about the success or failure of the healing execution.

The purpose of the notification of "the auto-healing execution is about to begin" is to make EM aware of the auto-healing being executed by VNFM. For instance, EM can delay or abandon actions that may impact the VNF which is going to be “auto-healed”. This is to avoid a conflict in case both EM and VNFM deal with a VNF failure independently. Such situation may happen, if the EM also detects some failure situation from VNF. EM can instruct the subject VNF neighbour nodes not to attempt connection with the subject node while it is in “auto-healing” execution.
A.4.4.4
Notification related to VNF auto-scaling by VNFM

According to potential requirement identified in REQ-NFVM_VN-LCM-CON-19 and associated use case in clause 5.5.18 of the present document, the following requirement applicable to ETSI NFV and currently not supported in [2] is deemed necessary to be supported:

-
VNFM should provide the EM the following auto-scaling notifications through Ve-Vnfm-em reference point:

-
A notification that the auto-scaling execution is about to begin.

-
A notification(s) about auto-scaling execution progress.

-
A notification about the success or failure of the auto-scaling execution.
The purpose of the notification of "the auto-scaling execution is about to begin" is to make EM aware of the auto-scaling being executed by VNFM. For instance, EM can delay or abandon actions that may impact the VNF which is going to be “auto-scaled”. This would avoid scaling conflict in case the EM/NM decides to scale the subject VNF based on scaling on demand method or scaling by Management method.

EM can, if necessary, (re)configure the subject VNF neighbour nodes to account for the newly auto-scaled VNF configuration/capacity.
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