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References

The following documents contain provisions, which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".

[2]
3GPP TS 32.250: "Telecommunication management; Charging management; Circuit Switched (CS) domain charging".

[3] - [10]
Void.

[11]
3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".

[12] - [34]
Void.

[35]
3GPP TS 32.275: "Telecommunication management; Charging management; MultiMedia Telephony (MMTel) charging". 

[36]
3GPP TS 32.280: " Telecommunication management; Charging management; Advice of Charge (AoC) service".

[37] - [49]
Void.
[50]
3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging application

[51]
3GPP TS 32.298: "Telecommunication management; Charging management; Charging Data Record (CDR) parameter description

[52]
3GPP TS 32.297: "Telecommunication management; Charging management; Charging Data Records (CDR) file format and transfer

[53]
Void.

[54]
3GPP TS 32.295: "Telecommunication management; Charging management; Charging Data Record (CDR) transfer".

[55]- [99]
Void.

[100]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[101]
3GPP TS 22.115: "Service aspects; Charging and billing".

[102]
Void.

[103]
3GPP TS 23.002: "Network Architecture".

[104]- [199]
Void.

[200]
3GPP TS 22.228: "IMS Stage 1".

[201]
3GPP TS 23.228: "Functional stage 2 description of IMS".

[202]
3GPP TS 24.228: "Signalling flows for the IP multimedia call control based on SIP and SDP, Stage 3”

[203]
3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".

[204]
3GPP TS 24.229: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[205]
3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol; Protocol Details".

[206]
3GPP TS 29.658: "SIP Transfer of IP Multimedia Service Tariff Information".

[207]
3GPP TS 33.203 "3G security; Access security for IP-based services"
[208]
3GPP TS 33.210 "3G security; Network Domain Security (NDS); IP network layer security"
[209]
3GPP TS 33.310" Network Domain Security (NDS); Authentication Framework (AF) "

[210]
3GPP TS 24.292: "IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS); Stage 3".

[211]
3GPP TS 29.079: "Optimal Media Routeing within the IP Multimedia Subsystem;Stage 3". 

[212] 
3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions".
[213]
3GPP TS 23.203: "Policy and Charging Control architecture".
[214]
3GPP TS 29.214: “Policy and Charging Control over Rx reference point”.

[215]
3GPP TS 29.328: "IP Multimedia (IM) Subsystem Sh Interface; Signalling flows and message contents". 

 [216]- [299]
Void.

[300]- [399]
Void.
[400]
Void.

[401]
IETF RFC 3588 (2003): “Diameter Base Protocol".

[402]
IETF RFC 4006:  “Diameter Credit Control Application".

[403]
IETF RFC 2806: "URLs for Telephone Calls".

[404]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[405]
IETF RFC 2486: "The Network Access Identifier".

[406]
RFC 3455 (January 2003): "Private Header (P-Header) Extensions to the Session Initiation Protocol (SIP) for the 3rd-Generation Partnership Project (3GPP)".

[407]
3GPP TS 23.237: " IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".

[408]
3GPP TS 24.237: " IP Multimedia Subsystem (IMS) Service Continuity; Stage 3".

 [X]
3GPP TS 23.292: IP Multimedia Subsystem (IMS) centralized services; Stage 2".
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5.1.2.2
IMS Charging Identifier (ICID)

The IMS domain correlation is based on IMS Charging Identifier (ICID) shared between IMS network elements involved with the same session/transaction. With ICID it is possible to correlate session/transaction related charging data generated in different IMS elements (i.e. x-CSCFs, ASs’). The ICID is included in all SIP methods, if the P-Charging-Vector header is present, and transferred through originating and terminating side nodes, except to UE. 

The value of the ICID parameter is identical with the 'icid-value' parameter defined in TS 24.229 [204]. The 'icid-value' is a mandatory part of the P-Charging-Vector and coded as a text-based UTF-8 charset (as are all SIP messages). For further information regarding the composition and usage of the P-Charging-Vector refer to [204] and RFC 3455 [406].

The ICID value is globally unique across all 3GPP IMS networks for a time period of at least one month, implying that neither the node that generated this ICID nor any other IMS network element reuse this value before the uniqueness period expires.  The one month minimum uniqueness period counts from the time of release of the ICID, i.e. the ICID value no longer being used. This can be achieved by using node specific information, e.g. high-granularity time information and / or topology / location information.  The exact method how to achieve the uniqueness requirement is an implementation issue.

At each SIP session unrelated method, both initial and subsequent (e.g., REGISTER, NOTIFY, MESSAGE etc.), a new, session unrelated ICID is generated at the first IMS network element that processes the method. This ICID value is contained in the SIP request and response of that SIP transaction and must be valid for the duration of the transaction.

At each SIP session establishment a new, session specific ICID is generated at the first IMS network element that processes the session-initiating SIP INVITE message. Enhanced MSC server will generate an ICID for ICS and SRVCC originated calls as described in TS 24.229 [204]. This ICID is then used in all subsequent SIP messages for that session (e.g., 200 OK, (re-)INVITE, BYE etc.) until the session is terminated. 
Note:
the enhanced MSC server in this specification refers the MSC server which is enhanced for ICS and performs IMS registration, as defined in TS 23.292 [X]
***************************************Next Change**********************************************

5.2.2.1.22.3
UE session transfer PS to CS using ATCF
In this flow, Call-ID #1 is for PS access leg, Call-ID #1' for serving leg of CS access leg and Call-ID #2' for home leg of CS access leg.
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 Figure 5.2.2.1.22.3-1: Message Sequence Chart UE session transfer PS to CS using ATCF

1. UE has an ongoing session under PS with media anchored in ATGW, and interactions between UE, RAN, MME/SGSN and enhanced MSC server take place for session transfer to CS.  

2. Enhanced MSC server sends the resulting INVITE towards the ATCF in the UE#1 serving network.

3. The media session is anchored in ATGW: the ATCF updates the ATGW with new CS access leg resource. 

4. The ATCF sends 200 OK answer to enhanced MSC server for switching the media path.  

5-7. the ATCF sends an Accounting-Request with Accounting-Record-Type indicating START_RECORD to record start of a user session/media component in the ATCF CDR for the serving leg of new CS access leg.

5-6a-7. Alternatively, when “OneChargingSession”, the ATCF sends an Accounting-Request with Accounting-Record-Type indicating INTERIM_RECORD to record modification of the ATCF CDR with the serving leg of new CS access leg. The CDF updates ATCF CDR related to the IMS session, with new serving leg, and acknowledges the reception of the data.

8. ACK from enhanced MSC server to ATCF

9. The ATCF creates and sends a SIP INVITE request via a new dialog to the SCC AS for indicating the transfer has taken place.

10. The SCC AS sends a 200 OK confirmation response to the ATCF containing SDP answer stored during the original session establishment procedure.   

11-13. The ATCF sends an Accounting-Request with Accounting-Record-Type indicating START _RECORD to record start of a user session/media component in the ATCF CDR for home leg of new CS access leg.

11-12a-13 Alternatively, when “OneChargingSession”, the ATCF sends an Accounting-Request with Accounting-Record-Type indicating INTERIM_RECORD to record modification of the ATCF CDR with the home leg of new CS access leg. The CDF updates ATCF CDR related to the IMS session, with new home leg, and acknowledges the reception of the data.

14. The ACTF acknowledges the 200 OK.

15, 19-20 The SCC AS terminates the old PS access leg, by sending a SIP BYE request.

16-18. The ATCF sends an Accounting-Request with Accounting-Record-Type indicating STOP_RECORD to close the ATCF CDR for the old PS access leg (conducted for both serving and home leg of the old PS access leg if flow 5.2.2.1.22.4 precedes for the same session).

Steps 16 to 18 are not applicable for the “OneChargingSession” option.

5.2.2.1.22.4
UE session transfer CS to PS using ATCF
In this flow, Call-ID#1 for serving leg of old CS access leg and Call-ID#2 for home leg of old CS access leg, Call-ID#1' is for serving leg of new PS access leg, and Call-ID#2' is for home leg of new PS access leg.
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Figure 5.2.2.1.22.4-1: Message Sequence Chart UE session transfer CS to PS using ATCF

1. UE has an ongoing session under CS with media anchored in ATGW, and interactions between UE, RAN, MME/SGSN and enhanced MSC server take place for session transfer to PS.  

2. Transfer preparation procedure between enhanced MSC server and ATCF, the enhanced MSC serve rinteracts with UE for handover.   

3. The enhanced MSC server sends a SIP INFO request containing a session transfer preparation to the ATCF to instruct the ATCF that media should be switched to the new access leg. 

4. The ATCF sends 200 OK answer to enhanced MSC server for switching the media path..

5-6. UE A sends an SIP INVITE request towards the ATCF to move the session control to the PS access.

7,11. The ATCF sends a 200 OK response to the UE.   

8-10. The ATCF sends an Accounting-Request with Accounting-Record-Type indicating START_RECORD to record start of  a user session in the ATCF CDR for the serving leg of the new PS access leg.

8-9a -10. Alternatively, when “OneChargingSession”, the ATCF sends an Accounting-Request with Accounting-Record-Type indicating INTERIM_RECORD to record modification of the ATCF CDR with the serving leg of new PS access leg. The CDF updates ATCF CDR related to the IMS session, with new serving leg, and acknowledges the reception of the data.

12-13. UE acknowledges the 200 OK.

14. The ATCF creates and sends a SIP INVITE request via a new dialog to the SCC AS for indicating the transfer has taken place.

15. The SCC AS sends a 200 OK confirmation response to the ATCF containing SDP answer stored during the original session establishment procedure.   

16-18. The ATCF sends an Accounting-Request with Accounting-Record-Type indicating START_RECORD to record start of a user session in the ATCF CDR for the home leg of the new PS access leg.

16-17a -18. Alternatively, when “OneChargingSession”, the ATCF sends an Accounting-Request with Accounting-Record-Type indicating INTERIM_RECORD to record modification of the ATCF CDR with the home leg of new PS access leg. The CDF updates ATCF CDR related to the IMS session, with new home leg, and acknowledges the reception of the data.

20, 27 The SCC AS terminates the old CS access leg, by sending a SIP BYE request.

21-23. The ATCF sends an Accounting-Request with Accounting-Record-Type indicating STOP_RECORD to close the ATCF CDR for the serving leg of old CS access leg. 
24-26. The ATCF sends an Accounting-Request with Accounting-Record-Type indicating STOP_RECORD to close the ATCF CDR for the home leg of old CS access leg.

Steps 21 to 26 are not applicable for the “OneChargingSession” option.
**************************************End of Change**********************************************
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