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1
Decision/action requested

Approve corrections to Architecture, Scenario A and associated Key Issues of Tr 32.843
2
References

None
3
Rationale

The current descriptions of Architecture, Scenario A and associated Key Issues of TR 32.843 contain minor technical errors, incomplete descriptions and typographical and grammatical errors.
4
Detailed proposal

The following changes are proposed for TR 32.843.
First change
4.1
Baseline Architectures 

4.1.1
Local Breakout Roaming Architecture 

For configuration with Gy between OCS residing in HPLMN and PCEF located in PGW VPLMN, for Local Breakout Roaming, there are two Architecture References.
The Evolved 3GPP Packet Switched Domain Roaming Architecture for local breakout defined in TS 23.401 [208], and copied as Figure 4.1.1.1.  
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Figure 4.1.1.1: Roaming architecture for local breakout, with home operator's 
application functions only

The Policy and Charging Control Architecture for Evolved 3GPP Packet Switched domain, Roaming Local Breakout defined in TS 23.203 [72], copied as Figure 4.1.1.2, extends the architecture to include the PCEF in the PDN Gateway of the VPLMN, the TDF and Offline Charging System of the VPLMN and the Online Charging System (OCS) of the HPLMN.    
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Figure 4.1.1.2: Overall PCC architecture for roaming with PCEF in visited network (local breakout) when SPR is used

TS 23.203[72] adds the following statements regarding the VPLMN:

· "For a visited access, the VPLMN may use an OCS proxy between the PCEF and the OCS" for Gy reference point.

· "Through roaming agreement, the HPLMN operator may allow the VPLMN operator to operate the V‑PCRF without using the capabilities described in clause 6.2.1.3.3 (i.e. no S9 is used) " for S9 reference point.

NOTE: 
Either SPR or UDR is used in this architecture. 
4.1.2
Mobile - Fixed Broadband Access Convergent scenario Roaming Architecture 

For configuration with Gy between OCS residing in HPLMN and PCEF located in IP-Edge fixed broadband access owned by a Convergent fixed-mobile VPLMN, the Architecture Reference is defined in TS 23.203 [72] Annex S and copied as Figure 4.1.2-1. 
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Figure 4.1.2-1: PCC Reference architecture for Fixed Broadband Access convergence (roaming) 
when SPR is used

NOTE: 
Either SPR or UDR is used in this architecture. 
Second change
4.2.1.1
Description 

A UE establishes an IMS conversational video service per GSMA IR.94 [503] towards another UE, while roaming in a VPLMN with traffic broken out from the Visited Network. 

Per GSMA IR.92 [502], the following apply:

-
This profile has been designed to support IMS roaming with both P-CSCF and PGW in the visited network.

-
"A default bearer must be created when the UE creates the PDN connection to the IMS well‑known APN, as defined in 3GPP specifications. A standardized QCI value of five (5) must be used for the default bearer. It is used for IMS SIP signalling".

-
"IMS Communication Service Identifier (ICSI) value used must indicate the IMS Multimedia Telephony service".

-
"The dedicated bearer for Conversational Voice must utilize the standardized QCI value of one (1) ".

Per GSMA IR.94 [503], the following apply:
-
"The dedicated bearer for Conversational Video stream may be a GBR or a non-GBR bearer, if GBR it must be QCI =2" (option selected by this scenario).

-
"The network must initiate the creation of dedicated bearer resources to transport the voice and the video media".

Per GSMA IR.88 [501] the following apply:

-
"For LTE voice roaming, the PCRF in the visited network may be configured with static policy rules for roaming subscribers, in order to configure the default and dedicated bearers as specified in IR.92 and IR.94. As an alternative, and dependent on operator agreements, dynamic PCC may be used to exchange policy information between the hPCRF and the vPCRF (that is S9 interface)".

Assumptions for the scenario A: 

-
In this scenario, RG values selected for default bearer, voice component, and video component are different. 


4.2.1.2
Message Flow 
4.2.1.2.1
Introduction

The flows are derived from those described in GSMA FCM [505]. Not all the Nodes involved at IMS and EPC levels are reflected, but mainly those interacting for the purpose of online charging are shown. E.g. the HSS is not part of the picture, although through update loc process, UE subscription's data are retrieved by the MME in VPLMN from the HSS in HPLMN (i.e. authorized VPLMN...). 

Also for simplification PGW will be used instead of PCEF when flow based charging is described: embedded PCEF functionality is assumed.

Two alternatives are described:

· Alternative A: use of S9.
-
Alternative B: no use of S9, but static policies instead.

4.2.1.2.2
UE Originating

This clause provides the description of one IMS conversational video service establishment by UE on Originating side.
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Figure 4.2.1.2.2.1: Initial Attach with default bearer creation

A UE needs to Initial Attach and have a PDN connection to the IMS well‑known APN in order to receive IMS services. During this Initial attach, the always-on IP connectivity for UE of the EPS is enabled by establishing a default EPS bearer, with the standardised value QCI 5, used for IMS SIP signalling.  

1.
The UE initiates the Attach procedure to E-UTRAN. The request from the UE may contain the APN (IMS) to be employed for default bearer activation. When the request from the UE does not provide an APN, the MME should  use a PDN GW corresponding to the default APN. Based on user’s subscription information retrieved from HSS, the allocation of a VPLMN PGW for this APN is allowed. The MME/SGW sends a Create Session Request (IMSI, IMS APN, Default EPS Bearer QoS (QCI 5), APN-AMBR, Charging Characteristics...) message to the selected VPLMN PGW. 

2.
The PDN GW generates a Charging Id and performs an IP-CAN Session Establishment procedure to obtain the default PCC rules for the UE from the V-PCRF, sending (IMSI, IMS APN, APN-AMBR, Default EPS Bearer QoS (QCI 5), Charging Id, Charging Characteristics (including pre-defined OCS/OFCS addresses)...).  

Alternative A. use of S9: step 3 to 5 

 3.
Based on the subscriber identity, the V‑PCRF determines the request is for a roaming user, and based on roaming agreements, S9 towards HPLMN may be used. The V-PCRF stores the information received in the CCR command from the PGW and sends a new request over S9 containing parameters received over Gx (IMSI, IMS APN, Default-EPS-Bearer-QoS (QCI =5), APN-AMBR, PLMN id, Charging Id...) towards the H-PCRF..

4.
The H‑PCRF detects the IP‑CAN session uses visited access. Based on user's authorized QoS for IMS APN, the H-PCRF provisions QoS (QCI=5) for the default EPS bearer, and derives PCC Rule-d assigned with RGd and QCI 5. The H-PCRF also provides the HPLMN OCS Address to be used for the UE. This preliminary PCC Rule-d allows DNS and SIP signalling traffic. 
 5.
The H-PCRF forwards over S9, the decisions to be applied to the PGW by the V-PCRF: PCC Rule-d to activate, "Online enabled" to be applied as default charging method, OCS address in HPLMN,...).

Alternative B. Alternatively, based on roaming agreement, the HPLMN operator may allow the VPLMN operator to operate the V‑PCRF without use of S9, and static policies to be applied: QoS (QCI=5) to be provisioned for the default EPS bearer, preliminary PCC Rule0 assigned with RG0 and QCI 5 to allow DNS and SIP signalling traffic, and HPLMN OCS Address to be used.

Key issue #1: in Alternative B, RG value for default bearer (here PCC-Rule0 and RG0) should be agreed between VPLMN and HPLMN results in configuring within the VPLMN, RG values for roamers with LBO, these RG values may be different from the one applied for its own subscribers (i.e. non-roamers).

Key issue #2: different Vendor-specific RG values used for the default bearer. In Alternative A or B, pre-defined rules may be invoked for roaming charging. For Alternative A, vendor-specific pre-defined rules for each PGW are provided by the VPLMN to the HPLMN for use over S9.
Key issue #5: in Alternative B, OCS address needs to be determined by VPLMN  

6.
When S9 is used, Alternative A, the V-PCRF enforces visited operator policies regarding QoS authorization requested by the home operator per the roaming agreements: validates the Default-EPS-Bearer-QoS (QCI =5). The V-PCRF provisions the PCC Rule-d to be installed, associated with all other parameters received over S9 including HPLMN OCS Address to be used, sending CCA to PDN GW.  When S9 is not used, Alternative B, the V-PCRF defines PCC Rule 0 based on static policies for the roaming partner.
7.
The PGW installs the received PCC Rule-d (or alternatively PCC-Rule0), enforces the authorized QoS (QCI 5). As Online Charging is applicable to the PDN connection, and PCC Rule-d (or alternatively PCC-Rule0), is activated, then PGW creates a Gy session towards the OCS, based on OCS address received over Gx (overriding the pre-defined OCS addresses determined by the Charging Characteristics). The PGW sends CCR-I with a set of relevant information in order to get OCS's authorization for the PDN connection (IMSI, IMS APN, Charging Id, PGW address, PGW PLMN Id, Qos information (QCI 5)...), and in addition requests quota for RGd (alternatively RG0).
NOTE 1: 
The P-GW may request quota during the Gy session establishment as shown in this flow, or may wait to request quota when data is received for the service data flow associated with the provisioned PCC rules. This method would utilize a CCR update and CCA not shown in this figure.

8.
Based on checks whether the user is authorized for this PDN connection, and quota can be allocated for RGd (alternatively RG0), the OCS allocates appropriate quota along with a set of re-authorization triggers. 

9. 
The OCS sends CCA to the PGW with granted quota. 

10.
If authorized by the OCS, the PGW acknowledges the Create session Request. 

11.
Messages are exchanged between UE, E-UTRAN, MME, SGW, PGW for uplink/downlink packets to be able to be sent/received by UE, and also for the UE to acquire P-CSCF address to contacted in VPLMN. (e.g. the P-CSCF is sent by the PGW in the PCO information sent to the UE).
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Figure 4.2.1.2.2.2: IMS session establishment – UE Originating until SIP 183 Progress – part 1

12.
Based on the obtained P-CSCF Address, the UE performs IMS registration procedure through appropriate PDN connection over the EPS default bearer, towards the HPLMN IMS. 

13.
The UE initiates an IMS conversational video service: SIP INVITE request is sent towards the P-CSCF in VPLMN, indicating IMS Communication Service Identifier (ICSI) MMTel with SDP offer including voice and video media components. 

14. P-CSCF generates an ICID (IMS Charging Identifier). The P-CSCF identifies the requested service information (ICSI), the needed connection information (IP address of the down link IP flow(s), port numbers to be used, etc.) and the HPLMN the request needs to be routed-to. 
15.
P-CSCF routes the request towards the HPLMN S-CSCF with the service requested, ICID and associated SDP offer. The S-CSCF forwards the request towards MMTel AS.

16.
After performing services-related checks, based on subscriber profile, and "online charging" found set for this subscriber, MMTel AS creates a new Ro Online Charging session towards the OCS in order to get authorization for this IMS conversational video service with SDP offer description, ICID, and request time quota. 

17.
This IMS conversational video service with SDP offer description is authorized by the OCS, and preliminary time quota may be granted in returned CCA. 

18. The OCS sends CCA to the MMTel AS with granted quota.

19.
 The SIP INVITE is forwarded to the remote party.

20.
The remote party returns a SIP 183 Progress with SDP answer with selected codecs, which is sent by S-CSCF/MMTel-AS towards the VPLMN P-CSCF. An asserted ICSI is also conveyed from HPLMN towards the P-CSCF.

21.
Ro session is updated with the SDP answer received.

22.
The OCS checks quota allocation for this SDP answer.

23. The OCS sends CCA to the MMTel AS with new granted quota.

24.
The S-CSCF/MMTel-AS sends SIP 183 Progress with SDP answer towards the VPLMN P-CSCF. An asserted ICSI is also conveyed from HPLMN towards the P-CSCF. 

25.
The P-CSCF provides service information derived from SIP session information, SDP answer to the V-PCRF by sending a Diameter AAR over a new Rx Diameter session for the session authorization and provisioning the corresponding PCC rules. The P-CSCF sends (ICID, media IP flows description, QoS-related information, asserted ICSI...) to V-PCRF and subscribes to Successful resource allocation.

Alternative A: use of S9: steps 26-27 

26.
The V-PCRF stores the received session information, and forwards the Diameter AAR to the H-PCRF in order to get authorization and obtain PCC Rules from session-related information. 

27.
 The H-PCRF responds to the V-PCRF with a Diameter AAA after storage of received information.

28. V-PCRF sends acknowledgement AAA to P-CSCF.

Alternative A. use of S9: steps 29-30 

29.
The H-PCRF performs check from subscription-related information about allowed service(s), QoS information... The H-PCRF determines the "service Identifier = service IDvi" to be used, based on ICSI MMTel asserted service and media flows description. The H-PCRF derives the PCC Rule(s) to be installed: PCC Rule-vo (QCI 1, ICID, service-IDvi, RGvo) for flows associated to voice media components, and PCC Rule-vi (QCI 2, ICID, service-IDvi and RGvi) for flows associated to video media components.

30.
The H-PCRF sends a S9 RAR to the V-PCRF to request that the PCEF installs, modifies or removes PCC Rules and updates the policy decision
Alternative B. Alternatively, based on roaming agreement, static policies apply instead use of S9, as input for PCC Rule generation: "service Identifier = service ID1", RG1 (voice) and RG2 (video) are derived .

Key issue #3: in Alternative B, service ID, RG values for conversational video service, with voice and video component (here PCC-Rule1, RG1, PCC-Rule2, RG2) should be agreed between VPLMN and HPLMN results in configuring within the VPLMN, SI/RG values for roamers, these SI/RG values may be different from the ones applied for its own subscribers (i.e. non-roamers). 

Key issue #4: in Alternative B, different Vendor-specific service ID, RG values for conversational video service, with voice and video component.

31. When S9 is used, Alternative A, the V-PCRF enforces visited operator policies regarding QoS authorization requested by the home operator per the roaming agreements: The V-PCRF executes interactions with PGW according to received instructions from S9 (or alternatively based on static policies if alternative B): provisioning of PCC Rules PCC Rule-vo and PCC Rule-vi (or alternatively PCC-Rule1 and PCC-Rule2), by sending RAR to the PGW and associated event triggers subscriptions, including subscription to successful resources allocation.   

32. PGW acknowledges by sending RAA to the V-PCRF.    

Alternative A. use of S9: step 33

33. The V-PCRF acknowledges by sending RAA to the H-PCRF.
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Figure 4.2.1.2.2.3: IMS session establishment – UE Originating until SIP 183 Progress – part 2

34.
The PGW performs the bearer binding and QoS resource reservation associated to the installed PCC-Rule-vo and PCC-Rule-vi (alternatively PCC Rule1 and PCC Rule2). Based on received PCC Rules QCI and ARP, the PGW determines 2 dedicated bearers need to be activated (one for QCI 1 and one for QCI 2).


The PGW generates Charging Id for the dedicated bearer with QCI 1. As Online Charging is applicable to the PDN connection, and PCC Rule-vo (alternatively PCC-Rule-1) is activated, then PGW creates a new Gy session towards the OCS for the dedicated bearer. The PGW sends CCR-I with (IMSI, IMS APN, Charging Id, Qos information (QCI 1),...), and in addition may requests quota for RGvo provided with ICID, and Service-IDvi (alternatively RG1 provided with ICID and Service-ID1). 

NOTE 2: 
The P-GW may request quota during the Gy session establishment as shown in this flow, or may wait to request quota when data is received for the service data flow associated with the provisioned PCC rules. This method would utilize a CCR update and CCA not shown in this figure.

NOTE 3:
When Charging per IP-CAN session is active in the P-GW, then step 34 is replaced with a CCR-U on the already established Gy session if there is no quota already allocated for the given RG.

35.
Based on checks whether the user is authorized for this bearer, and quota can be allocated for RGvo (alternatively RG1), the OCS allocates appropriate quota along with a set of re-authorisation triggers.

36. The OCS sends CCA to the PGW with granted quota.

37.
Dedicated bearer activation is sent towards the SGW in order to activate the new bearer with QCI 1.

38. Successful create bearer response is received by the PGW.

Steps 34 to 38 apply to each dedicated bearer.

39. After the successful activation of the 2 dedicated bearers, if indication of resource allocation success has been requested, PGW indicates to the V-PCRF the successful provisioning for flows under PCC Rule-vo (QCI 1) (alternatively PCC-Rule1) and flows under PCC Rule-vi (QCI 2) (alternatively PCC-Rule2).

Alternative A. use of S9: steps 0-41 
40. With S9 this successful resources allocation is also notified to the H-PCRF.

41. The H-PCRF informs about this notification to the VPLMN by sending S9 RAR to the V-PCRF

42. The V-PCRF subsequently notifies to the P-CSCF about this successful resources allocation (since P-CSCF subscribed to this). With S9 the V-PCRF proxies the RAR received from the H-PCRF.

43. The P-CSCF responds with RAA to the V-PCRF.

Alternative A. use of S9: steps 44-45
44. The V-PCRF proxies the RAA to the H-PCRF.  

45. The H-PCRF responds to step 39 with CCA to the V-PCRF.

46. The V-PCRF responds with CCA to the PGW.

47. Once the P-CSCF has been notified that all resources are established (i.e. the 2 dedicated bearers) SIP 183 Progress with SDP answer is forwarded to the originating UE by the P-CSCF.
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Figure 4.2.1.2.2.4: IMS session establishment - UE Originating next step after SIP 183 Progress

48.
SIP exchange (PRACK, UPDATE, Ringing) between Originating UE and Remote party through IMS VPLMN and HPLMN Networks, indicating appropriate resources reservation (due to dedicated bearers established). Ro session updates may occur with SDP offer/SDP answer.

49. The remote party answers: SIP 200 OK (INVITE) is received by MMTel AS/S-CSCF.

50.
Ro session is updated with the final negotiated SDP Answer upon final response 

51.
IMS session with this final description is authorized by OCS and new time quota may be granted. 

52. The OCS sends CCA to the MMTel AS/S-CSCF with granted quota.

53. SIP 200 OK (INVITE) is forwarded towards the originating UE through the P-CSCF in VPLMN. 

54. The P-CSCF sends AAR message to V-PCRF over the Rx session in order to enable all media IP flows.

Alternative A: use of S9: step 55-56 

55.
The V-PCRF stores the received session information, and forwards the Diameter AAR to the H-PCRF in order to get authorization. 

56. The H-PCRF authorizes the request and responds with an AAA message to the visited PCRF.

57. The V-PCRF answers to P-CSCF, sending AAA.   

58.
The H-PCRF derives the PCC Rule(s) to be installed in order to enable media flows.

59.
The H-PCRF sends a S9 RAR to the V-PCRF to request that the PCEF installs, modifies or removes PCC Rules and updates the policy decision.

Alternative B: Alternatively, based on roaming agreement, static policies apply instead use of S9, and the V-PCRF takes the decision to enable media flows.    

60.
The V-PCRF executes interactions with PGW in order to enable the flows within installed PCC Rule-vo, PCC-Rule-vi (alternatively PCC-Rule1, PCC-Rule2).   

61.
The PGW answers to V-PCRF sending RAA.

62.
The V-PRCF answers to H-PCRF sending RAA.

63. SIP ACK message is sent from Originating UE to remote party.

Video traffic is sent over the appropriate dedicated bearer.

64. The traffic is counted under "Service-IDvi" within RGvi, and there is no more Quota for RGvi.

65. CCR-U is issued by the PGW towards the OCS to get more quota. The used units counted under Service-IDvi and RGvi are reported along with the quota request.

66. OCS deducts used units and allocates quota for RGvi.

67. OCS replies CCA to PGW with allocated quota.

4.2.1.2.3
UE Terminating

This clause provides the description of one IMS conversational video service establishment by UE on Terminating side.

Prior to these flows, the UE proceeds to Initial Attach with default bearer creation steps 1-11 as depicted in Figure 4.2.1.2.2.1. 
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Figure 4.2.1.2.3.1: IMS session establishment- UE Terminating until SIP 183 Progress

12.
Based on the obtained P-CSCF Address, the UE has previously performed a IMS registration procedure through appropriate PDN connection over the EPS default bearer, towards the HPLMN IMS. 

13.
The S-CSCF receives a SIP INVITE request from a remote party, indicating IMS Communication Service Identifier (ICSI) MMTel with SDP offer including voice and video media components, and ICID. The S-CSCF forwards the request towards MMTel AS.    

14.
After performing services-related checks, based on subscriber profile, and "online charging" found set for this subscriber, MMTel AS creates a new Ro Online Charging session towards the OCS in order to get authorization for this IMS conversational video service with SDP offer description, ICID, and requests time quota. 

15.
This IMS conversational video service with SDP offer description is authorized by the OCS, and pre-liminary time quota may be granted in returned CCA. 

16. The OCS sends CCA to the MMTel AS/S-CSCF.   

17.
 The S-CSCF identifies the VPLMN the request needs to be routed-to, and forwards SIP INVITE to the P-CSCF in VPLMN with SDP offer, ICSI, ICID.

18. The P-CSCF identifies the requested service information (ICSI), the needed connection information (IP address of the down link IP flow(s), port numbers to be used etc.). 

19.
The P-CSCF forwards SIP INVITE towards UE.

20.
The UE sends SIP 183 Progress response containing the SDP answer with selected codecs.  

21. PCC Rules resolution from service information, PCC Rules provisioning: same steps as steps 25 to 33 Figure 4.2.1.2.2.2 for PCC Rules provisioning, with same Key issues.

22. IP-CAN session modification and Gy sessions creation: same steps as steps 34 to 46 Figure 4.2.1.2.2.3 for bearer resources handling and Gy sessions.

23. Once the P-CSCF has been notified that all resources are established (i.e. the 2 dedicated bearers) SIP 183 Progress with SDP answer is forwarded to the HPLMN and then towards the remote party.
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Figure 4.2.1.2.3.2: IMS session establishment UE Terminating- next step after SIP 183 Progress

24.
SIP exchange (PRACK, UPDATE, Ringing) between Terminating UE and Remote party through IMS VPLMN and HPLMN Networks, indicating appropriate resources reservation (due to dedicated bearers established). Ro session updates may occur with SDP offer/SDP answer.

25. The UE answers with SIP 200 OK (INVITE) towards the MMTel AS/S-CSCF in HPLMN through the P-CSCF in VPLMN.

26. Flows enablement: steps 54 to 62 in Figure 4.2.1.2.2.4 for enabling the flows.
27.
Ro session is updated with the final negotiated SDP Answer upon final response.  

28.
IMS session with this final description is authorized by OCS and new time quota may be granted. 

29. The OCS sends CCA to the MMTel AS/S-CSCF.  

30. SIP 200 OK (INVITE) is forwarded towards the remote party.


31. SIP ACK message is received from remote party and forwarded towards the UE.

Video traffic is received over the appropriate dedicated bearer.

32. Gy control of quota: steps 64 to 67 in Figure 4.2.1.2.2.4 for volume control under quota allocation by OCS.

Third change
4.2.1.3
Key issues #1 and #3

4.2.1.3.1
Description

When S9 interface is not in use between H-PCRF and V-PCRF, Rating Groups (and/or Service IDs) used by VPLMN for HPLMN subscribers, which are roaming in the VPLMN with LBO scenario, need to be understood and correctly interpreted by HPLMN for proper charging.

4.2.1.3.2
Current status

Currently operators are not using inter-PLMN PS online charging agreements which results in misinterpretation by HPLMN of any VPLMN defined rating group (and/or Service ID), if S9 interface is not used, leading to improper online charging.

4.2.1.3.3  

Alternative Solutions
4.2.1.3.3.1 
Alternative Solution 1: Common Rating Groups defined by VPLMN 
4.2.1.3.3.1.1 
Description
 VPLMN operator needs to allocate a set of Rating Groups (and/or Service IDs) to services used under roaming conditions with LBO. Such Rating Groups (and/or Service IDs) may not be all different from the ones already used by the VPLMN for its own subscribers.
VPLMN needs to have an agreement with each HPLMN on usage of LBO scenario with inter-PLMN PS online charging.  The agreement covers a set of rating groups (and/or Service IDs) defined by VPLMN together with their associated Services. 
VPLMN operator installs static policy rules for all defined rating groups (and/or Service IDs) that will be used by all partners HPLMNs.
In the HPLMN side two variants of solution are considered:

4.2.1.3.3.1.2 
Home OCS responsible for interpreting VPLMN-specific rating groups 
The OCS in HPLMN is responsible for interpretation of VPLMN-specific Rating Groups (and/or Service IDs) for online charging. 

In this variant the home OCS is aware of all Rating Groups (and/or Service IDs) included in all agreements with partner operators providing roaming with LBO and without use of S9 interface. Home OCS needs to have the functions needed to interpret such Rating Groups (and/or Service ID) and VPLMN identity combinations. 
NOTE: Internal OCS implementation may choose to "map" these VPLMN-specific RG/SI values to an common internal set of RG/SI values for processing.
4.2.1.3.3.1.3  
Proxy OCS responsible for rating groups mapping

A Proxy OCS in H-PLMN is responsible for possibly needed mapping of VPLMN agreed Rating Groups (and/or Service IDs) to the corresponding internal Rating Groups/Service IDs of the H-PLMN. In this case Proxy OCS will need to receive all inter-PLMN Gy traffic sent by partner operators and proxy it to the internal OCS.

In this variant the proxy OCS is aware about all Rating Groups (and/or Service IDs) included in all agreements with partner operators providing roaming with LBO and without use of S9 interface. When the mapping between Rating Groups (and/or Service ID) is required, Proxy OCS needs to have the functions needed to map such Rating Groups (and/or Service ID) and VPLMN identity combination to internal Rating Groups/Service IDs.
This variant requires no changes to the home OCS.

4.2.1.3.3.1.3
Discussion

Solution 1 guarantees for operators all of the following together:

1.
Full opacity of internal rating groups (service IDs) used by operators and how they map to their internal services.
2.
VPLMN has minimal constraints in implementing PS online charging for LBO, by simply defining, to its convenience, Service IDs/Rating Groups for LBO services which are dedicated for subscribers of other operators.

3.
H-PLMN has the ability to maintain internal rating groups/service IDs without involving partners.
4.
Only the owner of the subscriber needs to deal with mapping operations affecting rating groups/service IDs used to charge its own subscribers. No need to ask partners to do and maintain mappings on its behalf.

5.
Rating groups/service IDs definition is strictly owned by the operator and is independent from
vendors/organizations.
6.
Flexible implementation of mapping/interpretation operations using Proxy OCS or within OCS.

4.2.1.3.3.2 
Alternative Solution 2: Common Rating Groups defined by HPLMN
4.2.1.3.3.2.1
Description
As part of agreements between HPLMN and VPLMN, the Rating Groups/Service-IDs to be used in VPLMN for roaming with LBO are those defined independently by each HPLMN: same Rating Groups/Service-IDs as those used by HPLMN for their own subscribers when at home.   


Since the V-PCRF is the entity responsible for providing the Rating Groups/Service-IDs, it maintains the set of all the Rating Groups/Service-IDs of HPLMN partners for the static policy rules used for roaming traffic.

4.2.1.3.3.2.2



Discussion 

Instead of mapping concept between PLMN Rating Groups/Service-IDs, it is seen as the V-PCRF's behaviour to select the appropriate RG/ Service-ID based on a criteria "roamer". 
The Rating groups/service IDs allocation is considered as associated to internal business model of the HPLMN, which Operator may not want to expose towards VPLMNs.    

4.2.1.3.3.3 
Alternative Solution 3: S9 mandatory to be used as soon as Gy is needed
As part of agreements between HPLMN and VPLMN, for any service which needs to be online charged-for at data level using Gy, use of S9 is required so the Rating Groups/Service-IDs are dynamically provided by the HPLMN.

The VPLMN authorizes the requested PCC rules provided over S9 and transparently applies the Rating Groups/Service-IDs provided over S9. There is no need for maintenance of HPLMN-specific RG/SI in VPLMN.   

4.2.1.3.3.4
Alternative Solution 4: Definition of well-known Rating Groups and Service IDs 

4.2.1.3.3.4.1
Description 
GSMA identifies a set of services that are required to be online charged as data usage (e.g. Video over LTE, RCS). The GSMA defines a catalog of well known Rating Groups or Rating Groups/Service-IDs values , one for each identified service (e.g. Rating Group=2 for video). 

GSMA also defines a default and well known Rating Group or Rating Group/Service-ID value applicable to all services using the default bearer, when these services are out of the scope of the set of services identified by GSMA.
Based on determination the subscriber is a roamer using LBO:

-  
In case of IP-CAN session establishment or Rx session interaction, the V-PCRF in the VPLMN provides the charging rules with the well known "Rating Group or Rating Group/Service-ID" corresponding to services that can be identified, based on the GSMA definition. For other services not specified by GSMA, the VPLMN provides a default charging rule with a default and well known "Rating Group or Rating Group/Service-ID" for services using the default bearer.

-  
When a credit control request is received in the HPLMN, a mapping between the well known Rating Groups or Rating Groups/Service-IDs values and internal "Rating Groups or Rating Groups/Service-IDs" values is performed. The mapping can be done inside or outside the OCS (e.g. via a Diameter Edge Agent).

In case the HPLMN wants to perform differentiated online charging for specific services not specified by GSMA, use of the solution 2 may be considered, as part of roaming agreements between HPLMN and VPLMN.

In case the HPLMN wants to perform differentiated online charging for any other services (i.e. not specified by GSMA, nor under solution 2) without bi-lateral per-service pre-arrangement, use of S9 is required to be part of roaming agreements between HPLMN and VPLMN so the Rating-Groups/Service-IDs are dynamically provided by the HPLMN on services invocation.

4.2.1.3.3.4.2



Discussion 

In case of overlap between the well known Rating Groups/Service-IDs defined by GSMA and those selected by the PLMN, appropriate adaptation will need to be ensured within the PLMN.   Need for introducing methods based on roaming agreements for extending beyond the set of GSMA specified services is discussed.    

For specific services not specified by GSMA, Solution 1 is requested to be considered, as another alternative to solution 2, as part of roaming agreements.     

The behaviour for a service which cannot be identified as one of those specified by GSMA, is requested to be clarified.

Advantage claimed by the solution 4 is the definition of basic roaming package applicable for a set of GSMA services expected to be largely deployed, while offering the capability for other services to be deployed between PLMNs in a flexible manner.    

4.2.1.3.3.5 
Alternative Solution 5 – GSMA Standardization

4.2.1.3.3.5.1 
Description

Recommend that GSMA standardize a set of Rating Group values to be used for the default bearer and for each service and media type. If a particular service or media type has different possible QoS parameters that could be assigned, then a Rating Group value should be standardized for each variation. If a service or media type is requested other than the standardized set, the VPLMN operator chooses to reject the request or select one of the standardized service or media types. Since quota management is defined by 3GPP on a Rating Group basis, the use of Service Identifier-level reporting is not necessary.

4.2.1.3.3.5.2 
Discussion
Reliance on mapping of Rating Group and Service Identifier values on a PLMN-specific basis in network nodes adds a significant burden to the operator to define these values in roaming agreements and for an operator to add the necessary mapping software either in existing nodes or a new proxy OCS node.
Reliance, however, on a set of standardized values for Rating Groups will allow for faster introduction of Video over LTE and various RCS services without depending on any identifier mapping nodes or software in the network, nor and additional specification in 3GPP. 

NOTE: 
With standardization, there is the possibility that GSMA will decide to utilize RG values that are already in use by the home operator. There is also the possibility that GSMA will decide on finer granularity of RG values than in use by the home operator. To address the concerns, the operator will need to provide a solution that is outside the scope of 3GPP and GSMA.
4.2.1.3.4
Evaluation and recommendation
Fourth change
4.2.1.4
Key issues #2 and #4

4.2.1.4.1
Description

When S9 interface is not in use between H-PCRF and V-PCRF, Rating Groups (and/or Service IDs) used by VPLMN for HPLMN subscribers, which are roaming in the VPLMN with LBO scenario, need to be understood and correctly interpreted by HPLMN for proper charging. Before any agreement can take place with other partners, each PLMN may first have issues to determine the Rating Groups (and/or Service IDs) to be used for its own subscriber due to various PGW, PCRF/SPR and OCS vendor-specific implemented values.       
4.2.1.4.2
Current status

For the purpose of intra-PLMN PS online charging, there may be existing PGWs, PCRF/SPRs and OCSs mechanisms based on Vendor-specific Rating Groups (and/or Service IDs) requiring mapping to Operator’s selected Rating Groups (and/or Service IDs).

In case S9 interface is not used, without correct mapping, the Rating Groups (and/or Service IDs) used for inter-PLMN PS online charging will lead to improper online charging.
4.2.1.4.3 
Alternative Solutions
4.2.1.4.3.1 
Alternative Solution 1: Enforce Rating groups selected for inter-PLMN 
The PGWs, PCRF/SPRs and OCSs mechanisms based on Vendor-specific Rating Groups (and/or Service IDs) are extended to incorporate the correspondence with the Rating Groups (and/or Service IDs) agreed between Operators to be used in roaming LBO context, 
This solution is applicable whatever the solution retained for Key issues#1 and Key issues#3.
4.2.1.4.4
Evaluation and recommendation
It is recommended to adopt solution 1.
End of changes
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