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8.7
Software Management

This subclause describes the software management process for third generation networks. Two main scenarios are considered:

-
Main SW Management Process : It covers requesting, acceptance, installation, monitoring, documenting, data base updating and feedback to the vendor for managing software. The sub-processes are valid for complete software releases and software patches for fault correction of the network elements and even element managers. 

-
Software Fault Management: Its emphasis is on network monitoring and handling faults which are caused by software malfunctions.

8.7.1 
Main Software Management Process

The main focus is the management of new software releases and correction patches.  Importance is placed integrating new software into a network with out causing unnecessary service disruptions and maintaining high levels of quality for the network.  The main steps in the software management process are:

-
Delivery of software from the vendor.

-
Delivery of the software to local storage in the network elements and/or element managers.

-
Validation of the software to ensure that the SW is not corrupt.

-
Activation of the software to an executable state.

-
Validation of the software to ensure that it runs correctly.  

-
Acceptance or rejection of the software, depending on the outcome of the validation. (A rejection of the software implies a reversion to a previous software version).
Figure 11 shows an example of how these steps may be realized in terms of activities involving the processes defined in the Telecom Operations Map.  However, alternative sequences may exist.  For example, increased automation may cause step 3 to be omitted.  Instead, a vendor certification activity could be run for a series of software releases or patches.

The following list is an explanation to the steps in figure 11.
1)
Based on inputs from customer care interactions and marketing research, a network operator will establish new feature requirements.  These requirements are sent to the vendor in the form of a feature request.

2)
The vendor delivers a new software release/correction with the corresponding documentation and installation procedure to the network operator.  It should be noted that when a network operator utilises equipment from more than one vendor, this process runs as multiple parallel processes. 

3)
A service quality management department of the network operator receives and reviews the software.  Upon approving the software for installation, the software is sent to the network provisioning department.  

4)
Installation Task

a) The software is installed in the appropriate network elements and/or element managers by network provisioning.

b) Installation information is sent to the network maintenance and restoration department to inform them of pending changes in the network.

c) Installation information is sent to the customer care centre to inform them of pending changes in the network.

5)
Installation Test and Validation

a) Once the software has been installed, network provisioning performs tests to check and ensure that the new software is working properly.

b) In addition to the checks that are performed by network provisioning, network maintenance and restoration could also detect malfunctions within and outside the updated network element.

c) Should network maintenance and restoration detect a problem within the updated network element, then network provisioning is informed to decide on further actions.

6)
Successful Installation Result

a) Upon successful installation of the software, the service quality management department is informed. 

b) A report is sent to network maintenance and restoration to inform them that the software will remain implemented in the network.  At this point the documentation library and software  data base is updated.

c) The network data management department is informed over the changes in the network.  

7)
Negative Installation Result

a) If the installation fails, network provisioning performs a "fallback", i.e. remove the new software and insure that the network element is running properly on the old software.

b) A report containing the negative results and findings will be sent to service quality management and at the same time to network maintenance and restoration.

8)
Once the installation procedure has been ended, the network maintenance and restoration department closely monitors the affected network element to ensure proper performance.

9)
Service quality management will send feedback to the vendor as to the positive or negative results of the installation.
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Figure 11: Main Software Management Process




8.7.2
Software Fault Management.
Software fault management involves the following steps:

-
Detection of SW malfunctions in the network.

-
Problem resolution. The origin of the malfunction is determined and corrective action is decided. The corrective action can be one of the following:

-
Reversion to an earlier software version.  This can imply both load and activation of the earlier software.

-
Load and activation of correction software, according to 8.7.1.

-
Re-activation of current software.

Figure 12 shows an example of how these steps may be realized in terms of activities involving the processes defined in the Telecom Operations Map.


The following list is an explanation to the steps in figure 12.
1)
The network maintenance and restoration department detects an event or an alarm/fault from the network element.

2)
Problem solving and informing customer care

a) The alarm is forwarded to the service problem resolution department for corrective actions and it is determined that the problem is caused by a software defect.  

b) In parallel the Customer Care Centre is informed, if the malfunction of the network may have impact on customers.

3)
The service problem resolution department informs problem handling and subsequently the customer care centre over service impairments within the network.

4)
Problem handling reports to the service quality management department.  The service disturbance is described within the report.

5)
Service quality management checks the current software level of the affected network element with the network inventory management department.

6)
If major network disturbances still appear the Service Quality management decides to fallback to a stable SW version (maybe some time after a new SW installation) and requests Network Provisioning.

7)
a+b) :Network Provisioning performs the fallback and informs Network Maintenance and Inventory.

8)
Service quality management sends a request for a software correction to the vendor.

9)
The vendor sends a new software release or correction to the network operator.  The rest of the procedure can be followed in the main software management process.  
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Figure 12: Software Fault Management
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How to create a CR
Michael Sanders, 3GPP support team, (last updated 2/09/99)

1)
Open the CR cover sheet with MS Word 97. The lastest version of the CR coversheet can be found at:


ftp://ftp.3gpp.org/information/3gCRF-??.DOC


2)
Fill out all areas that are relevant on the CR cover sheet - only the areas that have yellow shading shall be filled out. See Annex A of these instructions for further detail. 


3)
Open the specification to which you wish to make a change. It is very IMPORTANT  to ensure that you are using the latest version of the specification to make the change. The latest versions of all approved 3G specifications is located at:


for the 3GPP:  ftp://ftp.3gpp.org/specifications/      for SMG: http://docbox.etsi.org/tech-org/document/smg/specs

Do a "save as" using a file name related to the tdoc number (e.g. T3-99123.DOC).

4)
If the formatting looks incorrect (most easily noticed by the fact that there is no space between paragraphs), it may be because you do not have the correct document sheet in your MS Word style directory. All 3GPP specification use the style sheet 3GPP_70.DOT. This can be downloaded from:



ftp://ftp.3gpp.org/information/3gpp_70.dot

5)
Go to the beginning of the heading of the first subclause which you want to change. Press <CTRL><SHIFT><HOME> to select everything before that point and delete it.


6)
Switch to the window in MS word that contains your CR cover sheet and do a <CTRL>A   <CTRL>C to select and copy the entire sheet (including the section break at the end). Switch back to the other window with the specification to be changed and paste it in.


7)
Between group of changed pages in the CR, insert a section break (insert / break / next page/)


8)
When all the changes have been made (using the "tools / track changes" feature of MS Word 97), the headers and page number need to be corrected other the headers will contain an error message like "error, reference not found". You can fix this by changing to page layout mode (view / page layout) to see the headers. Then, go to the menu item "view / header and footer", select the frame that contains the error message(s) ini the header and delete them (there are normally 2). Do not delete the page number in the middle. On the left side, write the spec name and current version number For example, "3G TS 21.111 version 3.0.0 (1999-04)". Go back to normal view.


9) 
For each group of changes, insert the correct starting page number. The number should be that which is a clean unmodified specification. It is only a guide to the reader only and so they can be +/- 1 page number wrong. Insert the page number using the following method. Go to the line following the first section break in your CR. Choose the menu item insert / page number / format / start at and insert the correct starting page number for that group of changes. click "OK" and then "CLOSE" (don't press "OK" at this last step). Repeat this step for each section break.


10)
When you have finished making all changes, go to "tools / track changes / highlight changes" and uncheck the "track changes while editing" box, otherwise the page numbers in the headers will be difficult to read. Make sure that the two other options in this box (highlight changes on screen" and "highlight changes in printed document" are both maked "X".


Examples of expressions of prevision in 3GPP specifications


To ensure that everybody else understands your proposed chnaged the same way that you do, it is very important to keep to the following rules:


SHALL: To be used to indicate a requirement. e.g. "The ME shall reset the USIM" is correct Do not use "The ME resets the USIM" or "the ME must reset the USIM"


SHOULD: To be used to indicate recommendation. i.e. if, among several possibilities one is recommended as particularly suitable, without mentioning or excluding others, or that a certain course of action is preferred but not necessarily required, or that (in the negative form) a certain possibility or course of action is deprecated but not prohibited.


MAY: To be used to indicate permission. To be used instead of phrases such as "is permitted", "is allowed" or is permissible". The opposite of "may" is "need not".


CAN: To be used to indicate possibility and capability. To be used instead of phrases such as "be able to", "there is a possibility of" or "it is possible to".


A more detailed guide to the 3GPP drafting rules can be found on the 3GPP server at:



ftp://ftp.3gpp.org/information/drafting-rules.pdf
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