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Document Summary:
This contribution proposes some changes in 

- Clause B1.2 (editorial changes)

- Clause B1.3 (Definition changes)






Specification(s) involved:
TS 32.106







“Event” and “Notification” have been accurately defined within FM group and specifically approved by SA5 plenary.

The definitions currently present in B1.3 of TS 32.106 are not consistent with the definitions of TS 32.111.

In our opinion, the definitions given by TS 32.111 are more appropriate than the ones of TS 32.106 B1.3, therefore it is requested to remove the  “Event” and “Notification” definitions from B1.3 and make a reference to TS 32.111.

It is also requested to reword the text of Annex B according to the definitions of TS 32.111. In particular, it must be clear the difference between the “event” (any occurrence within the NE, e.g. failure) and the “notification” that is a message containing information about the event.

Hereafter the current Annex B text and the TS 32.111 definitions are reported, together with some changes of B1.2.

From   TS 32.106  Annex B

B1.2
Scope

This document defines the Notification IRP Information Service .

Network elements (NEs) under management generate notifications to inform OS(s) about occurrences within the network.  There are a number of categories of events.  Alarm, as specified in Alarm IRP: Information Model [2], is one member of this category. 

The purpose of Notification IRP is to define an interface through which an Actor (typically a network management system) can subscribe to System (typically a NE manager (EM) or a NE) for receiving event notifications.  It also specifies attributes carried in the network event notifications.  These attributes are common among all notification categories.  Attributes that are specific to a particular notification category are not part of this specification.  For example, perceivedSeverity is an attribute specific for alarm notification.  This attribute is not defined here but in Alarm IRP [2].

B1.3
Key Terms

This section lists key terms used in this document.

Actor: It models all kinds of objects outside the domain of the System and it interacts directly with the System using this IRP.  Since Actors represent System users, they help delimit the System and give a clearer picture of what System is supposed to do.

Event: It is an occurrence that is of significance to network operators, the network elements under surveillance and network management applications.  Events can indicate many types of network management information, such as network alarms, network configuration change information and network performance data.  

Notification: It refers to the transport of events from event producer to consumer.  In this IRP, Notification is used to carry network events from System to Actor.  Producer sends Notifications to consumers as soon as there are new events occur.  Consumer does not need to pull for events.
Notification Identifier: It provides an identifier for the notification, which may be carried in the Correlated Notifications parameter (see below) of future notifications.  Notification identifiers shall be chosen to be unique across all notifications of a particular managed object throughout the time that correlation is significant.  Notification carries this identifier in an optional parameter called otificationId.  

It may be reused if there is no requirement that the previous notification using that Notification identifier be correlated with future notifications.  Generally, System should choose it to ensure uniqueness over as long a time as is feasible for the managed system.

Correlated Notifications: It contains a set of Notification identifiers; the distinguished names of their associated managed object instances and the distinguished names of the Systems that emit the original Notifications.  Notifications in this set are correlated to the subject Notification.  Notification carries this in an optional parameter called Correlated_Notifications. The algorithm by which correlation is accomplished is outside the scope of this IRP. 

System: It models the object that interacts with Actor using this IRP.  For this document, System encapsulates network element functions regarding network event detection and reporting.  From Actor’s perspective, System behaviour is only visible via this IRP.
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Event:  this is a generic term for any type of occurrence within a network entity.  A  notification or event report may be used to inform one or more OS(s) about the occurrence of the event.
Notification: information message originated within a network entity to inform one or more  OS(s) about the occurrence of an  event.
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