Page 1



3GPP TSG-SA5 (Telecom Management) Meeting #10

Luleå, Sweden, 28th Feb – 3rd Mar, 2000

Tdoc S5-000079

Title:
Inclusion of IRPs in 32.111




Source:
Ericsson (Håkan Andersson, e-mail hakan.andersson@epl.ericsson.se)




Agenda item:
FM Rapporteur Session




Document for:
Discussion and decision 







Category:
Contribution to 32.111




Document Summary:
SA5 has already decided to include the Alarm IRP in the FM part of the 3GPP standard, as an annex to 32.111. However, the details (structure and location) of the inclusion, regarding the complete 32.111, have not yet been decided. The purpose of this contribution is to initiate a discussion of this matter by proposing changes to section 8 of 32.111.

In 32.111 V.1.1.0, the first three chapters give an introduction to the fault management area and to the document. Chapter four and five define relevant concepts and requirements. Chapter six and seven specify aspects specific for the UTRAN and for the Core Net. Chapter 8 specifies the FM related requirements on the N interface.

The IRPs are an important part of the N interface definition. In this contribution, it is proposed that the IRPs related to the FM area are introduced in section 8. First an architectural introduction. In later parts of section 8, for each part of the N interface, it is clearly defined which IRP that “implements” that part.

In order to avoid duplicated information, when IRP definitions are introduced in the 32.111, we propose that detailed/”implementation like” information is moved from section 8 into the relevant part(s) of the IRP annex.

Please note the “hidden” comments. Move the cursor over a light yellow area and the hidden comments will pop-up.
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Other information:
-

8
N interface

8.1
Fault Management concept of Itf-N

An operations system on the network management layer (i.e. the NM) provides fault management services and functions required by the 3G operator on top of the element management layer.

As pointed out in chapter 5, the N interface (Itf-N) may connect the network management system either to EMs or directly to the NEs. This is done by means of IRPs. In the following, the term "subordinate entities" defines either EMs or NEs , which are in charge of supporting the N interface.

This chapter describes the properties of an interface enabling an NM to supervise a 3G telecommunication network including - if necessary - the managing EMs. To provide to the NM the fault management capability for the network implies that the subordinate entities have to provide information about:

-
events and failures occurring in the subordinate entities

-
events and failures of the connections towards the subordinate entities and also of the connections within the 3G network

-
the network configuration (due to the fact that alarms and related state change information are always originated by network resources, see [1]).  This is, however, not part of the FM functionality.

Therefore, for the purpose of fault management the subordinate entities send notifications to an NM indicating:

-
alarm reports (indicating the occurrence or the clearing of failures within the subordinate entities), so that the related alarm information can be updated,

-
state change event reports, so that the related (operational) state information can be updated.

The forwarding of these notifications is controlled by the NM operator using adequate filtering mechanisms within the subordinate entities.

The Itf-N provides also means to allow the NM operator the storage ("logging") and the later evaluation of desired information within the subordinate entities. 

The retrieval capability of alarm-related information concerns two aspects:

-
retrieval of "dynamic" information (e.g. alarms, states), which describes the momentary alarm condition in the subordinate entities and allows the NM operator a synchronisation of its alarm overview data

-
retrieval of "history" information from the logs (e.g. active/clear alarms and state changes occurred in the past), which allows the evaluation of events that may have been lost, e.g. after an Itf-N interface failure or a system recovery.

As a consequence of the requirements described above, both the NM and the subordinate entity must be able to initiate the communication.

8.2 Overview of IRPs related to fault management
The N interface is built up by a number of IRPs. The basic structure of the IRPs is defined in [2] and [3]. Fault management makes use of general IRPs, defined in other technical specifications produced by 3GPP, as well as IRP(s) dedicated to the fault management area. All IRPs dedicated to fault management are included in annexes to this technical specification. 
Alarm IRP 

The purpose of the Alarm IRP is to define an interface through which a 'system' (typically a EM or a NE) can communicate alarm information for its managed objects to one or several 'actors' (typically NM). The Alarm IRP Information Service is specified in annex ???. The Alarm IRP makes use of the Notification IRP defined in [1].

Log IRP 

The purpose of the Log IRP is to define an interface through which an ‘actor’ can manage the logging and retieval of history information in a ‘system’. This is a generic IRP used for logging of all kind of information. The Log IRP is defined in [1]
  
Inventory and Topology IRP 

The fault management related purpose of this IRP is primarily to define an interface through which an ‘actor’ can configure alarm reporting filters and a 'system' can communicate state change information for its managed objects to one or several 'actors'. This IRP is defined in [1].

8.2
Management of alarm and state change event reports

Detailed specification of the management of alarm event reports is found in the Alarm IRP: Information Service, defined in annex ???. Configuration of alarm reporting filters is specified in the Inventory and Topology IRP, defined in [1]. Detailed specification of the management of state change event reports is found in the Inventory and Topology IRP, defined in [1]. 
8.2.1
Mapping of alarm and related state change event reports

The alarm and state change reports received by the NM relate to functional objects in accordance with the information model of Itf-N. This information model tailored for a multi-vendor capability is different from the information model of the EM-NE interface (if an EM is available) or from the internal resource modelling within the NE (in case of direct NM-NE interface), thus a mapping of alarm and related state change event reports is performed by a mediation function within the subordinate entity.

The mediation function translates the original alarm / state change event reports (which may contain proprietary parameters or parameter values) taking into account the information model of the Itf-N. A detailed definition of the alarm notification is given in the Alarm IRP Information Service in annex ???..















If a mediation application function is needed, it works according to the following principles:

· Every alarm notification generated by a functional object in a subordinate entity is mapped to an alarm report of the correspondent ("equivalent") functional object at the Itf-N. If the functional object generating the original alarm notification has not a direct correspondent object at the Itf-N, the mediation functions maps the alarm to the next superior functional object in accordance with the containment tree of the Itf-N.

· Every state change notification generated by a functional object in a subordinate entity is mapped to a state change report of the corresponding ("equivalent") functional object at the Itf-N. If the functional object generating the original state change notification has not a direct correspondent object at the Itf-N, the mediation functions maps the alarm to the next superior functional object in accordance with the containment tree of the Itf-N.

· Every alarm notification generated by a manufacturer-specific, equipment-related object in the subordinate entity is mapped to an alarm report of a generic logical object, which models the correspondent equipment-related resource. 

Note
In some cases a failure or the locking of an equipment-related object implies also the change of the operational state of its corresponding functional object within the NE or EM (if EM is available). The mapping of this state change notification to an alarm or state change notification of the correspondent functional object at the Itf-N is subject of further study.

On the Itf-N the correlation between functional related and the generic logical objects (modeling equipment-related network resources) is performed explicitly by means of a relationship attribute in the functional object class definition.

With regard to the multi-vendor capability of the Itf-N, this mapping concept combines the following requirements:

-
Precise information about manufacturer-specific, equipment-related failures for the NM operator in charge of network maintenance (this information is provided in some parameters of alarm reports mapped to the generic logical objects)

-
If functionality is affected, an additional alarm report concerning the related functional object is provided for the NM operator in charge of network's quality of service.



8.2.2
Real-time forwarding of event reports

If the Itf-N is in normal operation (the NM connection to the subordinate entities is up), alarm and related state change event reports are forwarded in real-time to the NM via appropriate filtering located in the subordinate entity. These filters may be controlled either locally or remotely by the managing NM (via Itf-N) and ensure that only the event reports which fulfil pre-defined criteria can reach the superior NM. In a multi-NM environment each NM must have an own filter within every subordinate entity which may generate notifications.

The semantics of alarm and state change reports forwarded to the NM are in accordance with with Alarm IRP in annex ??? and Notification IRP in [1].







8.3
Retrieval of alarm and state information

The retrieval of alarm and state information comprises two aspects:

a) Retrieval of current information

This mechanism shall ensure data consistency about the current alarm / state change information between the NM and its subordinate entities and is achieved by means of a so-called synchronisation ("alignment") procedure, triggered by the NM. The synchronisation is required after every start-up of the Itf-N, nevertheless the NM may trigger it at any time.

b) Logging and retrieval of history information

This mechanism offers to the NM the capability to get the alarm / state change information stored within the subordinate entities for later evaluation.

8.3.1
Retrieval of current alarm information on NM request

The retrieval of current alarm information is specified in detail in the Alarm IRP: Information Service, defined in annex ???. This specification defines a flexible, generic synchronisation procedure which fulfils the following requirements:

· The alarm information provided by means of the synchronisation procedure shall be the same (at least for the mandatory parameters) as the information already available in the alarm list. The procedure shall be able to assign the received synchronisation-alarm information to the correspondent requests, if several synchronisation procedures triggered by one NM run at the same time.

· The procedure shall allow the NM to trigger the start at any time and to recognise unambiguously the end and the successful completion of the synchronisation.

· The procedure shall allow the NM to discern easily between an "on-line" (spontaneous) alarm report and an alarm report received as consequence of a previously triggered synchronisation procedure.

Note: This requirement is for further investigation.

· The procedure shall allow the NM to specify filter criteria in the alignment request (e.g. for a full network or only a part of it.

· The procedure shall support connections to several NM and route the alignment-related information only to the requesting NM.
· During the synchronisation procedure new ("real-time") alarms may be sent at any time to the managing NM.

· If applicable, an alarm synchronisation procedure may be aborted by the requesting NM.

This requirement is for further investigation.

8.3.2
Retrieval of current state change information on NM request

The requirements defined above for the alarm synchronisation procedure are valid analogously for the retrieval of current state change information as well. The retrieval of state change information is specified in detail in the Inventory and Topology IRP, defined in [1]. 
Nevertheless the state change synchronisation procedure takes into account only the object instances whose state information is different from a combined default state. As combined default state the following values (according to ITU-T X.721) shall be used:

· Operational state:

enabled

· Administrative state:
unlocked

· Usage state:



idle.

8.3.3
Logging and retrieval of alarm and state change history information on NM request

The alarm / state change history information may be stored in the subordinate entities in dependence on the NM requirements. The NM is able to create logs for alarms / state change event reports and to define the criteria for storage of alarm / state change information according to [11].

The subsequent retrieval of stored information is possible on NM request in two different ways:

· via a read command with appropriate filtering

· via bulk data transfer, using standardised file transfer procedures, as mentioned in chapter 5.1.2.

Nevertheless these particular requirements are not specific for alarm or state change information This is further specified by the Log IRP defined in [1]
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· 

�PAGE \# "'Page: '#'�'"  �It is our view that the Log IRP shall be defined by CM, and for release 2000


�PAGE \# "'Page: '#'�'"  �We think that this information shall be introduced in the relevant IRP. Note also that Alarm reports and state change reports will have different parameters.


�PAGE \# "'Page: '#'�'"  �In the Alarm IRP we have proposed to have some 3GPP standardized parameters used for the acknowledgement procedure. That is in conflict with this text. 
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�PAGE \# "'Page: '#'�'"  �This is an important distinction. The Alarm and Notif. IRPs are based on ref. 7,8 and 9, but 32.111 is based on the Alarm and Notif. IRPs! That is where we define what 3GPP shall standardise for alarm and event notifications. This sentence of course talks about the semantics, but even that shall be according to the IRPs. anything missing shall be added there
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