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Comments related to Tdoc S5-99302 „Alarm Integration Reference Point (IRP) Specification: Information Model“ (Version: 3 December 1999)

1.
General comments

1.1
The differences to the previous version Tdoc S5-99177 are not emphasized.


1.2
Some discussion results of the ad-hoc meeting in Milan have not been taken into account (e.g. use of the name alarm structure / alarm info instead of alarm record).


1.3
In the chapter 1.1 Background the IRP concept must be better explained, i.e. also persons who don’t read the next technical-oriented chapters should be able to understand the characteristics and the benefits of the IRP concept in comparison with other possible approaches. The current description is very generic.


1.4
The proposal contains several new, maybe manufacturer-specific definitions (e.g. several notifications that report the same fault as described in chapter 1.3, use of an alarm notification to notify the change of a parameter of a previous notification etc.). Such procedures are not compliant with the TMN principles and can be adopted only if the expected benefits are significant in comparison with the backwards compatibility aspects which must be taken into account (as written in chapter 3 of the AlarmIRP: „wide spread use in existing Fault Management Systems“).


1.5
The paper does not contain statements about the connection establishment phase between Actor(s) and System (dedicated initiator role or symmetric initiator/responder behaviour for both systems, IRP-Version negotiation etc.).


1.6
The definitions in the documents „Notifications IRP“ and „Alarm IRP“ must be fully aligned.


1.7
The output parameter Status in all responses in case of „Operation failed“ should always specify the reason („unspecified reason“ shall be avoided, because there is no real information for the Actor to recognise the problem).


1.8
In the context of alarm handling, I think that the „Alarm history“ functionality (logging of alarm reports) is absolutely needed already in the first release (not yet defined).

2.
Dedicated comments

2.1
Chapter 1.1 Background
What does it mean: „The technical enablers for achieving this interoperability....“ ???


2.2
Chapter 1.3 Key Terms
Alarm: „System captures alarm information in alarm objects or alarm records that are stored in Alarm List“.  a) What is the meaning / difference between alarm objects and alarm records?

b) Please use another term instead of „alarm records“ (according to Milan discussion).


2.3
Chapter 1.3 Key Terms
Please use as much as possible ITU-T definitions for the already available terms (Notification, Notification identifier etc) and indicate the related reference. Specific IRP definitions should be clearly emphasised.


2.4
Chapter 1.3 Key Terms, Acknowledge Alarm
The alarm may be acknowledged also by the Actor (management system) itself, and not only by operator.


2.5
Chapter 1.3 Key Terms, Alarm
The sentence: „Actor can trigger alarm state changes...“ is confusing: The example relates only to the acknowledgment status of an alarm, the alarm state can not be changed by the Manager (Actor).


2.6
Chapter 1.3 Key Terms, Alarm list
Taking into account the acknowledgment status of alarms, the alarm list may contain not only active, but also cleared and not yet acknowledged alarms (please remember discussion results in Milan).


2.7
Chapter 1.3 Key Terms, Notification identifier
a) As discussed in Milan, we do not see the need for using an additional (not ITU-T compliant!) Alarm identifier parameter within the alarm notification. The authors of the proposal intended to deliver more explanations why this parameter is useful.

b) The example is not according to the TMN principles. If the perceived severity of an alarm changes, then the old alarm must be cleared and a new alarm (containing the new perceived severity value) should be generated.


2.8
Chapter 1.3 Key Terms, System
The sentence „It models the object that interacts with Actor using this IRP“ is confusing. Do you really means that System is an object?


2.9
Chapter 1.4 Glossary
Some terms are missing (e.g. CMIP, UML etc.). Generally the current proposal takes into account mainly CORBA (may be secondary also SNMP) technology and the authors neglect the CMIP technology.


2.10
Chapter 2.1 System context
a) The introduction of a „third system context including a second interface“ is not explained (what is the difference between the Figure 2 and 3?) and is in contradiction with the general agreement concerning the Itf-N definition, i.e. the definition of Itf-N is independent of the „partner system“ (NE or EM) of the Actor. 

Why a „third system context“ is needed?

b) Please introduce the abbreviation MO in the „Glossary“.


2.11
Chapter 4.1 Interface Model
The use of the term „Method“ for Operation and Notification is confusing:

a) Method is generally used as „equivalent“ only for Operation.

b) According to the definition in the paper a „Method caller“ could be also „Notification caller“; what does this mean?


2.12
Chapter 4.1 Interface Model
How can the Actor discover if System has implemented an optional operation or parameter? Why is it needed a-priori? According to previous explanations in this chapter, the Actor must be ready in any case that one or several Systems (e.g. delivered by different manufacturers) use an optional parameter!


2.13
Chapter 4.1.1 Interface Class Diagram
The term subscribe is CORBA-technology specific. Please use here a general term, e.g. attach, discriminate or similar.


2.14
Chapter 4.1.2.1.1 Operation setAckStatus (O)
a) We still think that it does not make sense to „unacknowledge“ an alarm already acknowledged.

b) The Actor shall specify the alarms to be acknowledged using the standardised, unambiguous Notification identifier parameter, not using the AlarmId!

c) In the „NotificationIRP-Specification“ the Actor is identified by the parameter „ActorReference“, hier by „UserId“. Why not a unified definition for the same parameters in all IRPs?
d) The procedure does not take into account the following case: if System is a EM, it is possible that an alarm is acknowledged also by the EM and not only by the NM (Actor). In such a case, the Actor must be informed about this (i.e. we need an acknowledgment notification sent by System to Actor!).
e) According to the current proposal, the operation completely fails, if e.g. at least one of the specified alarms to be acknowledged is not found in the alarm list. This is in my opinion a very hard handling. In error case it would be better to indicate in the response only the alarms, which could not be acknowledged!


2.15
Chapter 4.1.2.1.2 Operation setComment (O)
Why do we need such an operation over the interface? Normally every Actor will maintain an own copy of the Alarm List (otherwise the Actor has no information about the alarms within the managed network). Therefore the Actor’s comments may be stored locally and not sent to the System (also a storage capacity problem!).


2.16
Chapter 4.1.2.1.3 Operation getAlarmList (M)
a) Using a request-specific filter in this procedure means, that it is possible to get different alarms in case of alarm synchronisation than in the normal case (real-time forwarding of alarm reports). This is in my opinion not a good approach. Proposal: if the optional parameter Filter is not used in the request, the current filtering criteria (defined by means of the subscribe operation) are still used!

b) The description does not state significant aspects of the synchronisation procedure, i.e. how is the Alarm List sent to the Actor (sequence of single alarms, compound list), how to recognise the end of the alarm list?


2.17
Chapter 4.1.2.1.4 Operation getAlarmCount (M)
See proposal in comment 2.15 a) above.


2.18
Chapter 4.1.2.1.5 Operation setAlarmIRPVersion (M)
Several items are not clarified:

a) Who assigns the IRP version? Who decides about the contents of an IRP version?

b) Is there a version compatibility rule between NotificationIRP-Version and AlarmIRP-Version?

c) Is the AlarmIRP-Version not rather a matter of negotiation at the time of connection establishment between Actor and System?

b) It must be emphasized, that in case the System returns a list of version numbers currently supported, the Actor must invoke again this operation using one of the versions indicated by System.


2.19
Chapters 4.1.2.2.2/4.1.2.2.3/4.1.2.2.4 Notification notifyNew/Changed/ClearedAlarm (M)
a) The use of two different notifications, i.e. notifyNewAlarm and notifyChangedAlarm is not compliant to the general TMN and ITU-T principles. Every alarm is notified by only one Notification, i.e. every alarm notification is a „new“ one. If some parameters of an alarm changed, this change is notified to the Manager (Actor) as follows: the old alarm is cleared and a new alarm is emitted.

b) Also a cleared alarm is in this sense a „new“ Alarm, thus there is no need for a dedicated notifyClearedAlarm! We need only one notification notifyAlarm to inform the Actor about a new occurence, clearing or parameter „changing“ of an alarm ! We can not accept several, maybe manufacturer-specific definitions (see e.g. the explanation in 4.1.2.2.3 when the EventTime parameter should be different), instead of using the ITU-T alarm notification widely accepted in existing systems !

c) The contents of the parameter „AlarmRecord“ (i.e. AlarmStructure or AlarmInfo) should be defined here. Why is the parameter NotificationId (used in all Notifications) not part of the AlarmInfo?

d) Why do we need the parameter SystemDN? Every alarm notification relates to a network resource, unambiguously defined by the parameter Managed Object Instance contained within the Notification. The object instance defines (due to the naming tree / containment tree of the interface) the full addressing path, including the identification of the System emitting the notification!


2.20
Chapter 4.1.2.2.5 Notification notifyAlarmListRebuilt (M)
a) Why do we need this notification? An optimised approach is, that the rebuild of the Alarm List within the System is fully „transparent“ to the Actor, i.e. the System autonomously sends only the „delta“ notifications between the old and the new Alarm List contents. In case of small differences between the old and a new list contents, it is a wrong handling if the Actor subsequently invokes getAlarmList! The operation getAlarmList should be invoked only if the Actor has no Alarm List information at all (e.g. after the connection establishment with System).

b) What is the difference between SystemDN and OriginalSystemDN? See also my comment 2.19 d) above.


2.21
Chapter 4.1.3.1 Alarm List
a) Taking into account the acknowledgment status of alarms, the alarm list may contain not only active, but also cleared and not yet acknowledged alarm (please remember discussion results in Milan).

b) See previous comment 2.19 a) and b) !

c) Why to send notifyChangedAlarm notification if nothing change („if the new severity level is the same ...“ ??)


2.22
Chapter 4.1.3.3.1 Use of alarmId
a) If every entry in the Alarm List (unfortunately named „AlarmRecord“) contains - as written in the paper - „alarm information relating to a specific fault of a specific network resource“, there is no need for defining the additional parameter alarmId in the alarm notification.

b) What is the meaning of the sentence: „alarmIds in the System Alarm List shall be different“ (than what?).


2.23
Chapter 4.1.3.5 Alarm list loss
See previous comment 2.20 a) !


2.24
Chapter 4.1.3.6 Alarm Record
a) This alarm information is carried out in all proposed definitions, not only in notifyChangedAlarm.

b) The table 10 contains proprietary attributes and proprietary definitions (X.733 shall apply or we rediscover the wheel? See also my conclusion B at the end of this paper.). They are also not aligned with the current state of the TS 32.111. All previous comments concerning these elements are valid also here (e.g. use of OriginalSystemDN, proprietary definition of CorrelatedNotification etc.).


2.25
Chapter 4.2.1 Alarm states
a) We can not speak about „alarm states“, but only alarm acknowledgment status with two values „acknowledged“ or „not acknowledged“.

b) The diagram is in my opinion not correct: the further handling of a cleared alarm depends on the acknowledgment status, i.e. if the alarm has been previously acknowledged or not. Only a cleared and acknowledged alarm should be removed from the Alarm List.


2.26
Chapter 4.2.2.1 Actor starts up
I can not see a problem here:

a) The alarm has the same NotificationId value in both cases (i.e. real-time forwarding or sent within the Alarm List), so the Actor is able to recognise the „duplication“ by means of comparison of these values.

b) Before invoking the getAlarmList operation, usually the Actor will remove the old Alarm List, so no „duplication“ at all is possible.

A correct implementation in Actor and System does not get any trouble in both cases.


2.27
Chapter 4.2.2.2 Actor acknowledges or unacknowledges alarms
If you mean that one Actor can  unacknowledge an alarm previously acknowledged by another Actor, then there will be a real chaos in the whole network. Please think about the consequences, that an operator (who first acknowledged the alarm) already takes some measures to solve the problem; the alarm is subsequently unacknowledged by a second operator, then a third operator will acknowleged it again, starting again with the problem solving. Such a handling is in my opinion not acceptable for 3G operators!


2.28
Chapter 4.2.2.3 System Restarts
The requested behaviour is not acceptable; according to this proposal, new (real-time) alarms are NOT forwarded to the Manager (Actor) as long as System rebuids ist Alarm List! We can not see the reason for this restriction (see also the comment 2.26 above).


2.29
Chapter 4.2.2.4 Actor performs Heartbeat
This is a quite „primitive“ solution for supervision of the interface functionality. In my opinion this supervision is not an application level matter.


2.30
Chapter 5 Issues discussed & possible future enhancements and Appendix A etc.
a) The concept of Alarm List is really not described by X.733 / X.721 but is covered by ITU-T Q.821.

b) Other significant functions in the area of „Alarm handling“ must be covered by the AlarmIRP concept:

- Optimised alarm synchronisation (not via complete Alarm List transmission)

- Co-operative alarm acknowledgment between NM and EM (if EM available)

- Test Management (starting of adequate tests due to a previous alarm notifications or as preventive 
   periodical measures)

c) In my opinion the contents of the Appendix A, B, C (detailed values of different parameters) shall not be part of this functional-oriented AlarmIRP-Specification.

My conclusions

A. Especially in the area of „Fault handling“ the ITU-T standards provide the needed means for a complete and powerful management. The current IRP proposal uses only parts of these already available means and provides additional, maybe manufacturer-specific definitions, which make on the one side the Itf-N specification more complex and ignore on the other side existing systems, which should work together / be integrated in terms of network management with the new (3G) systems.

B. In my opinion we shall take into account also the DRAFT STANDARD T1.2xx-1999 (T1M1.5/99-029?) "Framework for CORBA-based Telecommunications Network Management Interfaces", officially communicated to SA5 by T1M1. The T1M1 group fully considers the available ITU-T definitions (and the existing systems compliant with them).

In the chapter"8. The Framework IDL Module" one can read: "This IDL module is intended to play a role in the CORBA-based network management similar to that played by the GDMO definitions in ITU-T Recommendation X.721 for CMIP." If you see for example in this module the AlarmInfoType definition, it is fully aligned with the ITU-T X.733 / X.721 definitions.

Questions:

a) It is useful to have different alarm info definitions in our standard and in ANSI?

b) If the ANSI experts defining a CORBA-based network management can rely on ITU-T, why do we need in a 3GPP standard proprietary (maybe manufacturer-specific) elements as mentioned above (e.g. systemDN, alarmId etc.) ???

C. We should really analyse every new/changed definition of the AlarmIRP paper, ask about the added value of it and only then decide about its introduction.
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