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Abstract: Section 9 of 32.101 needs updating to accurately reflect the currently agreed scope of standardisation work being undertaken by SA5. It is felt that contributions made and discussed at the Cambridge SA5 meeting in Tdoc's S5-99088 and S5-99090 can be used to help address this problem.

Recommendation: The attached proposal (partially based on Tdoc's s5-99088 and s5-99090) to update section 9 of 32.101 should be incorporated in the next version of that specification, subject to the approval of SA5 #6 in Cork.

Note: All proposed changes over the current (1.1.3) version of 32.101 are highlighted.

9
UMTS Management Interfaces
 There are a number of management interfaces in a UMTS network, namely:

1. between the NEs and the Management System of a single UMTS Organisation
a) network element to network element management level

b) network element management to network management level 
2. between the Management System and the Enterprise Systems of a single UMTS Organisation.

3. between Management Systems of different UMTS Organisations

4. within the Management System of a single UMTS Organisation
This specification will focus on management interfaces of types 1 and 2 from the above list, Interfaces of type 3 and 4 are beyond the scope of this standardisation.

The Management interfaces can be studied from four different perspectives or levels:

-
logical (information model and flows used in the relationship manager-agent, or equivalent)

-
application protocol (end to end, upper layers protocol running between manager-agent, or equivalent)

-
networking protocol (lower layer protocols carrying the information in/out the manager and agent, or equivalents)

-
physical (mapping of the manager and agent, or equivalents, roles into physical entities)
The figure below shows the management interfaces of one part of the UMTS (The Radio Network) by way of illustration of interfaces of types 1a and 1b).
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Figure 12 Radio Network Management Interfaces
The figure identifies the following Management Interfaces:

1. Itf-B - between Node B & its Manager (physically, this may be a direct connection or via the RNC) (type 1a)
2. Itf-R - between RNC & its Manager (type 1a)
3. Itf-N – between Network & Network Management Centre (type 1b)
9.1
Logical Level

This level covers the mutual and conceptual knowledge of entities being connected by a given interface.

For type 1b interfaces (such as Itf-N in figure 12 above) interactions at this level are fully standardised by 3GPP in terms of Information Models (static information definition) and Information Flows (dynamic aspects).
For type 1a interfaces (such as Itf-B and Itf-R in figure 12 above) interactions at this level are not standardised in terms of information models or flows, though functional aspects will be specified.  For type 2 interfaces, no standardisation at all is proposed at this level.
9.2
Application Protocol Level

This level covers the set of primitives used to pass information across a given interface and the means to establish associations between the application entities (including the related addressing aspects) across a given interface.

Generally, the Application Protocol Suite used for the interaction between entities across a given interface is optional within the valid UMTS Management Application Protocol Suites (see Annex A for a list of UMTS Management Protocol Suites). However, in the case of interfaces of type 1b (such as Itf-N in figure 12 above) at least one of those protocol suites will be chosen as the standard protocol suite.

It is the intention to consider following attributes of each application protocol in making this decision:

CMIP :

· Very flexible
· Powerful information modelling capability, therefore, in turn, complex to implement

· Complex to integrate managers (specifically if CMIP stacks from different vendors are used in the agents and manager(s))

· Process hungry

· Heavyweight stack (e.g. prevents it from being implemented on NodeB)

· Potential reuse of GSM standards and implementation

· High on Cost Of Goods

SNMP:

· Is well used in other Telecom areas (e.g. ATM management)

· Has inadequacies for Configuration Management (relatively simple/poor information modelling capability for management MIBs make implementation of complex information models difficult, although not impossible)

· Supports auto-discovery of elements on the management network via MIB-II

· Has lower Cost Of Goods

· More choice of “off the shelf commercial systems and software” section 7.2 ref. [21]

CORBA-IIOP:

· Very powerful and flexible
· Low Cost Of Goods
· Not proven in Telecom Management (but gaining acceptance)
9.3
Networking Protocol Level

Whatever standardised protocol suite at the networking level that is capable of meeting the functional and operational requirements (including the network addressing aspects) of the Logical and Application Protocol levels of a given UMTS management interface, is a valid Networking Protocol for that interface.
A number of requirements shall be met by the Networking Protocol, as follows:
· Capability to run over any bearer (leased lines, X.25, ATM, Frame Relay, ...)

· Support of existing transport protocols and their applications, such as OSI, TCP/IP family, etc.

· Widely available, cheap and reliable.

The Internet Protocol (IP) is a Networking Protocol that ideally supports these requirements. IP also adds flexibility to how management connectivity is achieved when networks are rolled out, by offering various implementation choices. For instance, these may take the form of:
· Dedicated management intranets.

· Separation from or integration into an operator’s enterprise network.

· Utilisation, in one way or another, of capacities of the public Internet and its applications or other resources.

9.4
Physical Level

This section to be re-worked, possibly with reference to ATM reference model as per Tdoc S5-99135.
Though the interaction at the logical level takes place between the UMTS Management System and the UMTS NE's, it is left to the implementers choice the possibility to use the Q-Adapter
 concept of ITU-T TMN Architecture as physical implementation (as defined in [1]).

This specification does not preclude the usage of Q-Adapters at other interfaces of the UMTS Management.

9.5
Compliance Conditions

For a UMTS entity (Management System or NE) to be compliant to a given UMTS Management Interface, all the following conditions must be satisfied:

1. it implements the management functionality following the Information Model and flows specified by the relevant 3GPP UMTS Management Interface Specifications applicable to that interface

2. it provides at least one of the valid Application Protocols specified by 3GPP UMTS Application Protocols for that interface

3. it provides at least one standard networking protocol

4. in case the entity does not offer the management interface on its own, a Q-Adapter must be provided. This Q-Adapter must be provided independently of any other UMTS NE and/or UMTS Management System.








































�  	Q-Adapter needs to be interpreted here in a wider sense than in [1], since UMTS will consider other application protocols different to CMIP
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