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SG2 thanks TM Forum for the review and comments provided to our draft Recommendation on alarm management.
The comments are very helpful for our further work. We reviewed and discussed all the items listed in the comments. Some remarks have been taken into account in our work. 
The following are the remarks and answers to comments and questions:
1. A lot of requirements are more system requirements than interface requirements. By that, we mean they are more describing the behavior of the Alarm Management system itself than the exact interface.  Such requirements are FM 01 to FM-06, avoid describing the behavior of the system, which is implementation specific and focus only on the behavior of the interface. 
We agree that the scope of the Recommendation is the interface specific requirements, and that the version you received described some requirements local to Agent or Manager which are not the subject for standardization. In the revised Recommendation, these system requirements are removed. We find that the information is useful to help understanding and have added an informative (nor normative) Appendix to this effect.
2. We assume that across the interface, an alarm has an id. It does not mean that the alarm internally within the alarm owning system has an id. One can be made on the fly at interface level, for instance by concatenating key attributes of the alarm, or any other technique. This direction is also aligned with the direction taken by 3GPP.  This does not seem to be the case for x.Alarm as per requirements FM-06 and FM-11.  
We think that “alarm id” is not a requirement in itself, but may follow as a result of the analysis or the design. Hence, we do not include alarm id in the requirements. From a requirement perspective, the key issue is that an alarm can be uniquely identified by one or more parameters. FUN-01 in the new version of draft document has been revised to capture the requirement.
3. FM-03: RAM considers that an alarm always has a clearance, independently from the fact it might come from the network or from an operator. For example, threshold crossing alarms which are usually "automatically" cleared at the end of the supervision period will be explicitly cleared via a separate clear notification by the alarm owning system. We support a clear directive at interface level for manual clearance, but as we focus only on the interface behavior, we don’t make the difference between ADAC and ADMC. 
We noticed that in some cases Agents do not send an alarm clearance notification associated with some specified alarms event even though these faults are from network, and in this case the fault must be repaired manually. So, we think it’s helpful for the Recommendation to identify ADAC and ADMC for understanding. 
4. FM-08: we had some long discussion on active vs historical alarms and we choose to expose only 1 single alarm list, with the possibility to filter on it, allowing to get either active or historical view. For RAM, as soon as an alarm is cleared and acknowledged, it can be removed from the alarm list and keeping it or not is an implementation decision -outside of the scope of the interface. RAM allows both clear and unclear directives on the alarm, so an alarm owning system might choose to keep historic alarm in the alarm list to allow for unclearing them. 
We agree and have combined the two requirements. The new requirement description can be found in FM-05 (previously FM-08).
5. FM-14: RAM allows filtering on any combination of attributes. It is up to the alarm owning system to reject filters it cannot support. 
We agree. The requirement of FM-02 has been modified.
6. FM-16: RAM uses tracking records for keeping alarm history. One tracking record per alarm modification.  Tracking records can be retrieved using a specific operation on the alarm. They are not provided by default as an alarm attribute.
We had a long discussion on this requirement as whether it is also dictating the implementation or not. We had the impression it was. 
In the Recommendation, the requirement of tracking record can be supported by retrieving alarm history information.
7. FM-17: alarm retrieval seems optional which is strange.
We agree. 
The alarm retrieval requirement has been modified and is contained in FM-05.
8. FM18-20 are related to Alarm Control and ASAP which has been identified in TIP as a separate interface. We choose to make it separate from RAM as not all alarm owning system implementations for  RAM would implement Alarm Control , as only EMs would need that. 
FM18-20 are related to set ASAP (Alarm Severity Assignment Profile) on the Agent to set up the relationship between problem and severity level. The Manager can request Agent to set or change the association between an ASAP and one or more specified managed entities. 
ASAP is defined as an optional capability to allow for Agents to support this capability when relevant.
9. FM-18: seems confusing. In our initial reading, we didn’t understand it was related to Alarm Control and ASAP. The general view is that it is not possible in all cases to set such a threshold. We do not support an individual threshold per severity. This requirement has no associated use case.
We agree with the comment. The requirements related to ASAP (FM-06 to FM-11) are modified and threshold is removed.
10. FM-19: it is not clear whether this requirement was more on setting the severity of an existing alarm through the interface or setting the severity of an alarm to be created in the context of an ASAP. 
See item 9.
11. FM-26: RAM sees this requirement as a guideline and not a mandatory requirement. The direction we are taking is to handle this kind of communication failure at the Framework level and not at the individual interface level. 
We agree with that communication failure is not a requirement related to alarm management itself. 
Because alarm synchronization is achieved between Manager and Agent when communication fails, this requirement is mandatory. The requirement of FM-17 has been modified to capture the requirement.
12. FM-27: not supported by RAM.
The requirement is removed in the latest version of the Recommendation.
The revised Recommendation was consented (first phase of the approval process) at the WP2/2 meeting in May 2010. Please find attached the revision and  we invite your review and comments on the document.
Attachment: TD 54 Rev.1 (WP 2/2)
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