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Rationale

The document [1] has documented various UCs for scaling executions (e.g. steps to be taken after a scaling request is issued).
This pCR adds UCs whose steps precede scaling execution steps. These are steps that allow/facilitate a decision to be made to issue the scaling request. 
The role that detects the needs for scaling is called the Scaling trigger (ST). An example of a detection mechanism is the detection of resource over-/under-utilization.

The role that decides if a scaling request should be issued is called the Scaling request decision (SRD). Based on the information received from various STs, the SRD would check the relevant established policies and decide if a scaling request should be issued.  

If the decision is positive and more NFVI resources are needed (e.g. in case of scale out), the SRD would request authorization from NFVO for NFVI resource needed.

The document [2] has specified three scaling methodologies (i.e. on-demand, auto-scaling, scaling based on a management request). See 6.7 Information element “Scaling methodology” of [2].
This pCR identifies, for each scaling method, the following five roles (see the 1st column of each Table in Modified section).
1. Metrics (Network measurements and fault information) provider (collects, reports);

2. Metrics collector (receives, analyse);

3. ST (detects resource over-/under-utilization; the ST is related to one VNF);
4. SRD (receives STs, check policy, make decision for scaling across multiple VNFs);

5. SRR (this would then tie in with the UC on scaling in the current TR).

This pCR also identifies the FB that plays those five roles (see the 2nd column of each Table in the Modified section).
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5.13
Scaling trigger (ST) and scaling request decision (SRD)
5.13.1
Introduction

The scaling UC, in previous clauses, is for scaling execution (i.e. steps to be taken after a scaling request has been granted). See clause 5.9 for an example.
The clause here defines steps preceding the scaling execution steps. They are steps that illustrate how a SRD is made and granted. 

In this document, the role that detects the needs for scaling is called the ST. An example of a detection mechanism is the detection of resource over-/under-utilization.

The role that decides if a scaling request should be issued is called the SRD. Based on the information received from various STs, the SRD would check the relevant established policies and decide if a scaling request should be issued.  

If the decision is positive, the SRD would request authorization from NFVO for NFVI resource needed. Once the NFVO granted the request, the scaling execution would begin.
The a) context of various roles, the interactions and the information flows involved and b) the need for the distinct roles of ST and SRD are described in clauses 5.13.2 and 5.13.3.

The allocation of roles to FBs is described in 5.13.4.

5.13.2
Context

The following diagram depicts the context of the ST role and the SRD role. 

The square boxes are the roles (that would be allocated for execution in various FBs, see 5.13.4). The other ‘containers’ are holder of information. The arrows represent interactions between entities of the context diagram. The one-line single arrows represent information flow direction. The 2-D arrows represent interactions (i.e. notification, operation). 
The context used shows three VNF instances of different VNF types. One ST issues on ST based on the Trigger policy specific for its VNF type. The SRD has analysed the three incoming STs based on information of the Request decision policy and has requested and obtained positive response from Scaling granter, issued one Scaling request to Scaling request receiver (SRR).
The performance of the scaling functionality, measured from the time relevant metrics are generated to the time the scaling execution is successfully completed, must be fast enough to meet operators’ expectations. Since multi-vendor functional blocks are involved in providing this scaling functionality, the performance of scaling functionality component needs to be identified clearly so that each component vendor is clear of the performance expectation of its component.

The diagram below identifies two timing requirements: The maximum time taken for the ST time (T1) and the maximum time taken for the scaling decision (T2). The maximum execution time (T3) for scale-out and scale-in are required to be studied but are not identified in the diagram. The total of T1, T2 and T3 is the said performance of scaling functionality measured across various components of scaling functionality. Appropriate values of T1, T2 and T3, subject to conditions such as number of VM involved, need to be studied and recommended.
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Figure x: Context of ST and SRD
	Role
	Description

	Scaling granter 
	This role evaluates the incoming Grant Lifecycle Operation defined in 7.2.3.2 of [2], based on information stored in Granter policy, and respond negative or positive (so scaling request can be sent to SRR (to begin scaling execution).

	SRD
	Based on 

a) the over-utilization trigger, under-utilization trigger from one or multiple VNFs (see Flow-A);

b) the NFVI Inventory information (e.g. regarding capacity availability) and 

c) the known policies that impact scaling decision;

this role can issue the appropriate scale-out or scale-in request for the affected VNFs (see Flow-B).

Prior issuing the scaling request to the SRR, it requests validation from the “Scaling granter” (see Flow-C). 

	SRR 
	This role would begin the scaling execution.

	ST
	One ST evaluates metrics identified in Trigger policy for a particular VNF type. These metrics can indicate over- or under-utilization of some resources (e.g. PM measurements defined by 3GPP [11]) or of the aggregates of VNFCs level (e.g. CPU-utilization). 

The evaluation is governed by the ‘rules’. The result of evaluation can be an invocation of a notification, i.e. Flow‑A.


	Information
	Description
	Example

	Granter policy
	It is used by Scaling granter. It captures conditions under which a particular scaling execution is allowed.
	ETSI NFV phase 1 uses policies but has not defined it in detail.

	Metrics
	It is used by ST.
	PM measurements defined by 3GPP [11]. Counters defined by ETSI NFV for performance of VRs.

	NFVI inventory 
	It is used by SRD. It captures the VR used to support each VNF instance whose metrics are being collected for scaling analysis.
	ETSI NFV phase 1 uses policies but has not defined it in detail.

	Request decision policy
	It is used by SRD. It captures conditions under which a particular Scaling request will be issued, subject to permission of the Scaling granter.
	ETSI NFV phase 1 uses policies but has not defined it in detail.

	Trigger policy
	It is used by ST. It captures conditions, e.g. threshold and hysteresis under which a particular ST will be issued.  For one VNF type, there is at most one corresponding Trigger policy defined. 


	ETSI NFV phase 1 uses policies but has not defined it in detail. 

Some information of the Trigger policy is expected to be derived from information, e.g. auto_scale_policy, monitoring_parameter,  captured in an on-boarded vnfd (see 6.3.1.1 of [2]). 


	Flow
	Description
	Example

	Flow-A
	This is a one-way data flow. In 3GPP IRP terminology, this is a notification. The arrow target identifies the consumer of the notification.

	It can be implemented as the notifyThresholdMonitorStatusChanged defined in 7.7.3 of [10]. 
Note that the ThresholdMonitor class (see 6.3.10 of [10]) is for simple threshold crossing monitor. Dependent on the design (not yet done) of Trigger policy, there may be a need to enhance ThresholdMonitor class for the purpose of ST.

	Flow-B
	This is a two-way operation request and response whose requirement is the Scale VNF operation defined in 7.2.4.2 of [2]. The arrow target identifies the operation provider.
	

	Flow-C
	This is a two-way operation request and response whose requirement is the Grant Lifecycle Operation defined in 7.2.3.2 of [2]. The arrow target identifies the operation provider.
	


5.13.3
Motivation for distinct roles of ST and SRD
This clause lists reasons for defining distinct roles of ST and SRD.

a) The technology for implementing ST, including the tenants’ application metric production and collection, is agnostic to whether the node is virtualized or not. Unlike the technology/standard for SRD, this ST technology/standard exists today. Therefore, recognizing their distinct roles of ST and SRD would facilitate maximum reuse of existing technology/standard and allow our effort to focus on the SRD technology/standard development.
b) The distinct roles reflects/supports the key feature of the ETSI NFV program, i.e. the clear separation of tenants and Infrastructure domains and responsibilities where the former having access and knowledge of the application data semantics (like a node is in energy saving state) and the latter having access to resource allocations (like active VMs) of the infrastructure domain.
c) The separation of roles allows operator’s to decide on a specific action/resolution (via the use of Scaling decision policy) when this situation occurs: multiple triggers occur and if they are translated directly to multiple scaling requests would result in conflicts or unstable system behaviour.
5.13.2
Roles allocation

The document [2] has specified three scaling methods (or methodologies) (i.e. auto-scaling, on-demand scaling, scaling based on a management request). See 6.7 Information element “Scaling methodology” of [2].

This clause identifies, for each scaling method, the following five roles (see the 1st column of each Table below) and the FBs that can play those roles (see 2nd column of each Table below):

a) Metrics (Network measurements and fault information) provider (collects, reports);
b) Metrics collector (receives, analyse);
c) ST (detects resource over-/under-utilization (i.e. discovers scaling is necessary). This is for a single VNF);
d) SRD (receives triggers, check policy, make decision for scaling across multiple VNFs);
e) SRR (this would then tie in with the UCs for scaling executions.
5.13.2
Auto-scaling
All UCs supporting this method can be characterized as follows:

a) The decision to scale (see “SRD” in the following Table) is made by the VNFM and is based on metrics from the VIM and optionally from the VNF and from EM.

b) One input for establishing the scaling rules used by ST and SRD is the VNF Descriptor. 

See section 4.3 “Management and Orchestration aspects of Virtualized Network Functions” of [2].
	Role
	Functional Block

	Metrics provider
	VNF or EM or VIM

	Metrics collector
	VNFM

	ST
	VNFM

	SRD
	VNFM

	SRR
	VNFM


Table 1: ST and SRD in VNFM

	Role
	Functional Block

	Metrics provider
	VNF or EM

	Metrics collector
	VNF or EM

	ST
	VNF or EM

	SRD
	VNFM

	SRR
	VNFM


Table 2: ST in VNF or EM and SRD in VNFM
5.13.3
On-demand scaling

All UCs supporting this method can be characterized as follows:
a) The decision to scale is made by the EM based on metrics from the VNF and/or from the VIM.

b) One input for establishing the scaling rules used by ST and SRD is the VNF Descriptor. 

See section 4.3 “Management and Orchestration aspects of Virtualised Network Functions” of [2].

	Role
	Functional Block

	Metrics provider
	VNF

	Metrics collector
	VNF

	ST
	VNF

	SRD
	EM

	SRR
	VNFM


Table 4: ST in VNF and SRD in EM

	Role
	Functional Block

	Metrics provider
	VNF

	Metrics collector
	EM

	ST
	EM

	SRD
	EM

	SRR
	VNFM


Table 5: ST and SRD in EM

5.13.4
Scaling based on management request 

This “scaling based on Management Request” method will generally be used or driven by operator’s business processes (e.g. capacity planning, network optimization, SLA Management etc.). 

Because of the operator’s goal that existing business process and tools can be used to manage mixed network, one clause below deals with “scaling based on Existing Processes and Tools”.  
Because of the operator’s goal to automate some, if not all business processes, one clause below deals with “scaling based on defined policy”. 
All UCs supporting this method can be characterized as follows:

a) The decision to scale is made by the OSS/BSS based on business planning and/or network performance and optionally on information from the VNF or its EM and the VIM via the NFVO.

b) One input for establishing this scaling policy are the VNF Descriptor (6.3.1 of [2]), Network Service Descriptor (6.2.1 of [2]). 

c) OSS/BSS will trigger scaling via the NFVO or via EM.

See section 4.4 “Management and Orchestration aspects of Network Services” of [2].
	Role
	Functional Block

	Metrics provider
	EM, VNFM, VNF, VIM

	Metrics collector
	OSS/BSS

	ST
	Existing processes/tools including human operator’s analysis

	SRD
	Existing processes/tools including human operator’s analysis

	SRR
	VNFM (or existing process of issuing Work Order)


Table 6: ST and SRD in existing processes/tools 

	Role
	Functional Block

	Metrics provider
	EM, VNFM, VNF, VIMs

	Metrics collector
	OSS/BSS 

	ST
	OSS/BSS (e.g. running a real-time Analytics System)

	SRD
	OSS/BSS (e.g. running a Business Policy Manager)

	SRR
	NFVO, EM


Table 7: ST and SRD in OSS/BSS

	End of modified section
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