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1
Decision/action requested

Discusss and approve on the text proposal.
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3
Rationale

This contribution proposes some corrections for a use case of VM failure management in [1].
1) Current description is based on the assumption that the VNF application is able to detect the VM failure. However, not all VM failure could be detected by VNFs e.g., if a VM which composes a VNF completely crashed, the VNF would lose all functionalities including alarm detection. So the boundary condition should be clarified in this use case.
2) In step 2 of the section 5.1.7.4, there is a description related to the VNF application action. When the VM service request failure causes a VNF application failure, an alarm indicating VNF application failure caused by VM service request failure is sent. But there is no clarification where the alarm to be sent compared to step 2-a). So this contiribution proposes to add a receiver of the alarm.

3) An editorial correction for bullets.

4
Detailed proposal

	1st Modified Section


5.1.7
VM failure is detected by VNF application

5.1.7.1     Introduction

This UC describes the expected VNF alarm reporting behaviour in case it detects an alarm condition that is caused by the supporting VM (and not caused by its own VNF programming logic). Support of this UC does not imply a decision on the support of the following:

· All VNFs should be capable of detecting VM failure;

· All NFVIs should or should not report NFVI failure to VIM;
· All VIMs should or should not detect NFVI failure.
This UC covers failure management cases which is detectable by VNF applications. The failure cases as followings are out of scope of this UC and 3GPP;
· A VM which composes a VNF completely crashes.  It causes all VNF functionalities failure then the VNF falls down to be undetectable of VM failure;
· TBD.
[Editor’s note] Whether other cases are added is FFS.
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5.1.7.4
Description

1. A VM service request failure occurs. 

2. VNF application determines that the VM service request failure is not caused by the VNF application programming logic; 

a) Sends the alarm indicating VM service request failure to EM; or

b) If the VM service request failure causes a VNF application failure, sends an alarm indicating VNF application failure with probable cause indicating VM service request failure to EM;
3. EM forwards alarm information to NM/OSS according to step 6.1 of Annex B.8 of [2]. 
4. EM can trigger a corrective action request towards VNFM according to step 6.2 of Annex B.8 of [2].
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