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Decision/action requested

Discuss and approve on the text proposal.
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Rationale

3GPP Network Element or PNF is to be implemented as a VNF in NFV. The virtualization of the network function decouples the hardware from the software using virtualization technologies. Thus, the VNF makes use of virtualised resources.

The virtualised resources can be impacted, not only because of failures from the underlying hardware resources, but also because of possible maintenance of them. For instance, a programmed update of the hypervisor software or the firmware of a physical machine (host) will likely impact the virtualised resources on top, and consequently the execution of the VNF.

Consequently, there is a need for notifying about VNF and any of its components that will be impacted due to maintenance of NFVI elements. This is needed by the operator and management sytems in order to act accordingly and minimize the impact and disruption of the VNF. This case is especially relevant when the network operator has different teams devoted to manage the mobile network and the NFV infrastructure.
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Detailed proposal
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5.x
Use case of Notification of VNFCs impacted due to NFVI maintenance
5.x.1
Introduction

3GPP Network Element is to be implemented as a VNF in NFV. The virtualization of the network function decouples the hardware from the software using virtualization technologies. Thus, the VNF makes use of virtualised resources.

The virtualised resources can be impacted, not only because of failures from the underlying hardware resources, but also because of possible maintenance of them. For instance, a programmed update of the hypervisor software or the firmware of a physical machine (host) will likely impact the virtualised resources on top, and consequently the execution of the VNF.

As a result, there is a need for notifying about VNF and any of its components that will be impacted due to maintenance of NFVI elements. This is needed by the operator and management sytems in order to act accordingly and minimize the impact and disruption of the VNF. This case is especially relevant when the network operator has different teams devoted to manage the 3GPP mobile network and the NFV infrastructure.
5.x.2
Actors

1. Operator
2. 3GPP functional block (NM, DM, EM), and ETSI MANO functional block (NFVO, VNFM, VIM).
5.x.3
Pre-conditions

The NFV management and orchestration (ETSI MANO) operation is active.

The 3GPP management operation is active.
The VNF is running on top of NFVI.
5.x.4
Description

The following steps are executed:
1. ETSI MANO processes internally the notification of maintenance of an NFVI element (e.g., a physical machine), mapping such element to the virtualised resources (e.g., VM) that will be impacted due to such maintenance. In this process, the VNFM that manages the VNF whose virtualised resources are to be impacted is notified. The virtualised resources fault management interface can be used for such purpose (refer to clause 7.3.5 in [1]).
2. The VNFM notifies the EM about the VNF and any of its components whose virtualised resources will be impacted due to maintenance of one or more than one NFVI element, identifying what VNF, the components that are affected, and the associated VIM.
3. The EM can further forward such notification to the NM.
5.x.5
Post-conditions
The Operator and the 3GPP management system know about the maintenance status and further actions can be executed according to other management flows (e.g., change VNF configuration, migration of VNF components, etc).
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