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Rationale

This contribution proposes s section for TR 32.849 FS_REVOLTE_IMS_CH to describe the Mobile Originating Call.
4
Detailed proposal

TR 32.8xy should be modified as per the following changes:

*** 1st Change ***
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5
Description of Scenarios


5.1
General
Editors Note: This section will contain contain the Methology used for the scenarios described and gives examples of the naming methodology.
5.1.1
Naming of URIs

5.1.1.1
General

3GPP TS 23.003 [104] defines the principal purpose and the use of International Mobile station Equipment Identities (IMEI) within the digital cellular telecommunications system and the 3GPP system.
Within the 3GPP TS 23.003 [104] clause 13 the numbering, addressing and identification within the IP multimedia core network subsystem are described.

The following bullets gives examples of used identities within the roaming use case. The normative statements in 3GPP TS 23.003 [104] apply.

5.1.1.2
Home Network Domain

The home network domain name is in the form of an internet domain name, e.g. operator.com.
3GPP TS 23.003 [104] subclause 13.2 describes how to build the home network domain, if there is no ISIM application. 

EXAMPLE: 
A home network domain name is: IMSI in use with 234150999999999 results in home network domain = ims.mnc015.mcc234.3gppnetwork.org.
5.1.1.3
Private user identity

3GPP TS 23.003 [104] subclause 13.3 describes the principles how to build a private user identity.
The NAI as specified in IETF RFC 4282 [405] subclause 2.1 for 3GPP systems with ISIM application the private user identity is derived from the IMSI.

EXAMPLE: 
If the IMSI is 234150999999999 (MCC = 234, MNC = 15), the private user identity then takes the form "234150999999999@ims.mnc015.mcc234.3gppnetwork.org".
5.1.1.4
Public user identity

3GPP TS 23.003 [106] subclause 13.4 describes the principles how to build a public user identity.
The public user identity takes the form of either a SIP URI (see IETF RFC 3261 [9]) or a tel URI (see IETF RFC 3966 [406]). 

According to 3GPP TS 29.165 [6] a global number as defined in IETF RFC 3966 [406] is used in a tel URI or in the user portion of a SIP URI with the "user=phone" parameter when conveyed via a non-roaming II-NNI except when agreement exists between the operators to also allow other kinds of numbers. For a roaming II‑NNI no conventions are defined currently.

EXAMPLE 1: 
SIP URI: sip: +49892233445@operator.com; user=phone
EXAMPLE 2: 
SIP URI: sip: +49892233445@ 192.0.2.4; user=phone
EXAMPLE 3: 
SIP URI: sip: bob@operator.com
EXAMPLE 4: 
SIP: tel:+4687197378
5.1.1.5
Instance-ID 

3GPP TS 23.003 [106] subclause 13.8 describes the principles how to build an instance-id.
When an IMEI is available, the instance-id takes the form of an IMEI URN. An example of such an instance-id is as follows:

EXAMPLE 1:
urn:gsma:imei:90420156-025763-0
If no IMEI is available, the instance-id takes the form of a string representation of a UUID as a URN as defined in IETF RFC 4122 [19]. An example of such an instance-id is as follows:

EXAMPLE 2:
urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
For more information on the instance-id and when it is used, see 3GPP TS 24.229 [104].

5.1.2
Notation conventions
Editors Note: This conventions will be used in the TR. This needs still to be aligned.
5.1.2.1
Introduction

This subclause details the notation conventions used in the present document.
5.1.2.2
User Identities and IP addresses

Table 5.1.2.2-1: The user identities and IP addresses used in message coding examples
	
	IP address
	Public user identity

	UE‑A
	[5555::aaa:bbb:ccc:ddd]
	sip:userA_public1@home-A.net
tel:+1-237-555-1111 (NOTE)

	Remote UE
	[5555::bbb:ccc:ddd:aaa]
	sip:userB_public1@home-B.net

tel:+4687197378

	NOTE:
The tel URI is also used as the C-MSISDN.


5.1.2.3
Network Entities

5.1.2.3.1
Served user UE‑A's associated entities

Table 5.1.2.3.1-1: Domain name and FQDN used in message coding examples
	Network
	Domain name
	Entity in the network
	FQDN

	UE‑A's home network
	home-A.net
	S-CSCF serving UE-A
	scscf-hA1.home-A.net

	
	
	I-CSCF(between proxy and S-CSCF)
	icscf-hA1.home-A.net

	
	
	IBCF acting as an entry and exit point between the UE-A’s visited network and the UE-A’s home network
	ibcf-hA1.home-A.net

	
	
	IBCF acting as an exit point between the UE-A’s home network and the remote UE's home network
	ibcf-hA2.home-A.net

	
	
	AS providing supplementary services
	as-hA1.home-A.net

	
	
	AS providing the access transfer service
	sccas-hA1.home-A.net

	UE-A's visited network
	visited-A.net
	P‑CSCF serving UE‑A
	pcscf-vA1.visited-A.net

	
	
	IBCF acting as an entry and exit point between the UE-A’s visited network and the UE-A’s home network
	ibcf-vA1.visited-A.net

	
	
	ATCF
	atcf-vA1.visited-A.net

	
	
	MSC server
	msc-vA1.visited-A.net

	
	
	TRF
	trf-vA1.visited-A.net


5.1.2.3.2
Remote user's associated entities

Table 5.1.2.3.2-1: Domain name and FQDN used in message coding examples
	Network
	Domain name
	Entity in the network
	FQDN

	Remote UE's home network
	home-B.net
	
	


5.1.2.3.3
Interconnection networks associated entities

Table 5.1.2.3.3-1: Domain name and FQDN used in message coding examples
	Network
	Domain name
	Entity in the network
	FQDN

	Interconnection network between the visited network A and the home network A
	interconnection-A.net
	SIP proxy
	ic-A1.interconnection-A.net

	Interconnection network between the visited network A and the home network B or between the home network A and the home network B
	interconnection-B.net
	SIP proxy
	ic-B1.interconnection-B.net


5.2
Registration when roaming

5.2.1
General

This subclause describes the registration process of a roaming user including the traversal of transit network between the visited and the originating home network.
After the registration procedure, the addresses of the P-CSCF and possibly the S-CSCF are known in UE(A). 
Furthermore, the P-CSCF has received (and stored internally) the following information from the UE:

-
Home Network: SIP URI of the domain name of the home network used to address the REGISTER request of the served party

-
IMPU: To/From header of the REGISTER

-
User Name (optional): Authorization Header (optional) within REGISTER (IMPI ?)

-
possible the address of the S-SCSF: Scscf-hA1.home-A.net. This is depended on the concept used within the home network domain. Either the S-CSCF address is put into the Service-Route header sent back to the visited network. Or the entry point of the home network which does topology hiding.   

-
InstanceID containing the served IMEI which is sent back in the contact header
-
The Path header field will include the entities to be passed for future Re-Register requests. But has no relevance for charging.

The P-CSCF has received in addition:
-
The P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the REGISTER request and a type 1 "term-ioi" header field parameter. The S‑CSCF‑h sets the type 1 "term-ioi" header field parameter to a value that identifies the sending network of the response and the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter which is also a Type 1 ioi.
The "icid-value" header field parameter is set to the previously received value of "icid‑value" header field parameter in the request. 

Editor's Note: This section needs completion. Call flow may be added and the description belonging to or will be referred to 3GPP TR 29.949
5.3 Mobile Originating Call without loopback
Editors note: this section needs complete rework. Section 5.3 shows the work which needed to be done
This section describes the originating call setup from a mobile subscriber who is roaming in a foreign network, with direct media home routing, i.e. without support of OMR (the TRF is not involved in the call flow).
After the registration procedure, the addresses of the P-CSCF and possibly the S-CSCF are known in UE(A). 
Furthermore, the P-CSCF has received see subsection 5.3.
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Figure 5.3-1: MOC Roaming Call Flow, with direct media home routing

In detail, the messages in the call flow depicted in Figure 5.1.2-1contain the following information:

1.
INVITE request (UE-A to P-CSCF-vA1) - see example in table 5.3-1.

The user A at UE-A initiates a call. The UE-A sends an initial INVITE request to the P-CSCF‑vA1 according to 3GPP TS 24.229 [106].

Table 5.3-1: INVITE request (UE-A to P-CSCF-vA1)

INVITE sip: userB_public1@home-A.net;user=phone SIP/2.0

To: <tel:+4687197378>

From: <sip:userA_public1@home-A.net>;tag=4fa3

P-Preferred-Identity: <sip:userA_public1@home-A.net>

P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel
Contact: <sip:[5555::aaa:bbb:ccc:ddd]>

CSeq: 1 INVITE

Route: <sip:pcscf-vA1.visited-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>

P-Access-Network-Info: 3GPP-E-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.1

s=

t=0 0

c=IN IP4 192.0.2.1

m=audio 49170 RTP/AVP 96 97

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos optional remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
Other SIP header fields and SDP according to 3GPP TS 24.229 [106]
Editor's note: This Step shows an example how the flow should look like.
2.
INVITE request (P-CSCF-vA1 to IBCF-vA1) - see example in table 5.3-2.


When the P-CSCF-vA1 receives the initial INVITE request and, since the user A is a roaming user, based on local policy and roaming agreement the P-CSCF‑vA1 adds the Feature-Caps header field with the "g.3gpp.trf" header field parameter with the address to the TRF.


The P-CSCF-vA1 selects an IBCF (IBCF-vA1) to be the exit IBCF towards the home IMS network hA of the user A and sends the INVITE request according to 3GPP TS 24.229 [106] to IBCF-v1A.


The received list of URIs in the Route header field within the INVITE will be verified with the Route header field list constructed from the Service-Route header field received during the last registration procedure.

Table 5.3-2: INVITE request (P-CSCF-vA1 to IBCF-vA1)

INVITE sip: userB_public1@home-A.net;user=phone SIP/2.0

To:

From:

P-Asserted-Identity: <sip:userA_public1@home-A.net>

P-Preferred-Service:

Contact:

CSeq:
Route: <sip:ibcf-vA1.visited-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>

Record-Route: <sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:*;+g.3gpp.trf="<sip:trf-vA1.visited-A.net;lr>"

P-Access-Network-Info: 3GPP-E-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11, 3GPP-E-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11;network-provided;local-time-zone="UTC+01:00";daylight-saving-time="01"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1visited-a"

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [106].


Editor's Note: Clarification about media awareness for P-CSCF is needed. e.g. c= IN IP4 <A-BGFv_IP-Addr> (presence of a MGW associated to the P-CSCF is assumed for the example) m= audio <A_BGFv_Port> RTP/AVP 96

3.
INVITE request (IBVFv-SIP-Proxy).


INVITE is routed from the Ibcf-vA1.visited-A.net towards the HPLMN using a VoIP IC provider.The IBCF prepares OMR handling and modifies the INVITE as follows:

Table 5.3-3: INVITE request (IBCF-vA1 to IC-A1)

INVITE sip: userB_public1@home-A.net;user=phone SIP/2.0

To:

From:

P-Asserted-Identity:

P-Preferred-Service:

Contact:

CSeq:
Route: <sip:ic-A1.interconnection-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>

Record-Route: <sip:ibcf-vA1.visited-A.net;lr>,<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:

P-Access-Network-Info:

P-Charging-Vector: 


c= IN IP4 <TrGW-Addr.> 
(TrGW: media GW assigned to outgoing IBCF)


m= audio <TrGW-Port> RTP/AVP 96 
(invalid port)


a= visited-realm:1 <VPLMN> IN IP4 <A-BGFv_IP-Addr> <A_BGFv_Port> 



(provides for VPLMN internal OMR the media IP-address/port of the BGF controlled 



by Pcscf-vA1.visited-A.net serving the calling UE A)
Other SIP header fields and SDP according to 3GPP TS 24.229 [106] and 3GPP TS 29.079 [107].

Record-Route: 
Based on topology hiding functionality the IBCF-vA1 will either forward the Record-Route header field with:

-
one visible IBCF-vA1 entry and the remaining collected entries as one hidden entry; or

-
an IBCF-vA1 entry and whole content of already collected entries as visible entries.

4.
INVITE request (SIP-Proxy to Ibcf-hA1.home-A.net).

The IC-A1 may add a Route header field entry pointing to the entry point of home network hA. This is shown in example in table 5.3.2-4.

Table 5.3-4: INVITE request (IC-A1 to IBCF-hA1)

INVITE sip: userB_public1@home-A.net;user=phone SIP/2.0

To:

From:

P-Asserted-Identity:

P-Preferred-Service:

Contact:

CSeq:
Route: <sip:ibcf-hA1.home-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>

Record-Route: <sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>,


<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:

P-Access-Network-Info:

P-Charging-Vector: 

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [106] and 

3GPP TS 29.079 [107].

5.
INVITE request (IBCF-hA1 to S-CSCF-hA1).

When the IBCF-hA1 receives the initial INVITE request containing the "+g.3gpp.trf" header field parameter in a Feature-Caps header field, the IBCF-hA1 updates the SDP as described in 3GPP TS 29.079 [xx].
Table 5.3.2-5: INVITE request (IBCF-hA1 to S-CSCF-hA1)

INVITE sip: userB_public1@home-A.net;user=phone SIP/2.0

To:

From:

P-Asserted-Identity:

P-Preferred-Service:

Contact:

CSeq:
Route: <sip:home-abc@scscf-hA1.home-A.net;lr>

Record-Route: <sip:ibcf-hA1.home-A.net:5070;lr>,<sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-vA1.visited-A.net;lr>,<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1visited-a"; transit-ioi="ICa.1"

Other SIP header fields and SDP according to 3GPP TS 24.229 [106] and 3GPP TS 29.079 [107].

6.
INVITE request (S-CSCF-hA1 to AS-hA1).

The S-CSCF‑hA1 applies first filter criteria that is no specific procedures due to roaming. 
The S-CSCF‑hA1 decides according to local policy that loopback routeing can be used and include a Feature‑Caps header field according to IETF RFC 6809 [21] with the "+g.3gpp.home-visited" header field parameter set to the identifier of the visited network received in the P‑Visited‑Network‑ID header field in the original registration request.
The S-CSCF-hA1 replaces the received "orig-ioi" header field parameter value in the P-Charging-Vector header field with the type 3 "orig-ioi" header field parameter with a value identifying the home IMS network hA (i.e. "home‑a").

Table 5.3.2-6: INVITE request (S-CSCF-hA1 to AS-hA1)

INVITE sip: userB_public1@home-A.net;user=phone SIP/2.0

To:

From:

P-Asserted-Identity:

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact:

CSeq:
Route: <sip:as-hA1.home-A.net;lr>, <sip:orig@scscf-hA1.home-A.net;lr>

Record-Route: <sip:scscf-hA1.home-A.net:5070;lr>,<sip:ibcf-hA1.home-A.net:5070;lr>,


<sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>,


<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:*;+g.3gpp.home-visited="<visited-A>";+g.3gpp.trf="<sip:trf-vA1.visited-A.net;lr>"

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 3home-a"

Other SIP header fields and SDP according to 3GPP TS 24.229 [106] and 3GPP TS 29.079 [107].

7.
INVITE request (AS-hA1 to S-CSCF-hA1).


The AS sends an INVITE message back towards the S-CSCF. The AS decides to suppress loopback to the VPLMN, and, hence, removes the Feature-Caps header field +g.3gpp.home-visited. 

NOTE: Of course, the AS also has multiple other options to influence the further call handling, including a 

potential modification of  the final destination of the call. This is not considered here.
Table 5.3.2-7: INVITE request (AS-hA1 to S-CSCF-hA1) 

INVITE sip: userB_public1@home-A.net;user=phone SIP/2.0

To:

From:

P-Asserted-Identity:

P-Asserted-Service:

Contact:

CSeq:
Route: <sip:orig@scscf-hA1.home-A.net;lr>

Record-Route: <sip:as-hA1.home-A.net:5070;lr>,<sip:scscf-hA1.home-A.net:5070;lr>,


<sip:ibcf-hA1.home-A.net:5070;lr>,<sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-vA1.visited-A.net;lr>,<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:*;+g.3gpp.trf="<sip:trf-vA1.visited-A.net;lr>"

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 3home-a"

Other SIP header fields and SDP according to 3GPP TS 24.229 [106] and 3GPP TS 29.079 [107].

Editor's note: Due to service behaviour the AS could also be a server of a third party service provider. Further consideration of AS scenarios is needed.

8.
INVITE request (S-CSCF-hA1 to IBCF-hA2).


When the S-CSCF‑hA1 receives the initial INVITE request back from the AS‑hA1 and if no further services apply then the S-CSCF‑hA1 decides according to local policy if loopback routeing shall be used or not. In this use case loopback will not apply. The S-CSCF‑hA1 removes the Feature-Caps header field "*;+g.3gpp.trf" from the INVITE request.

Table 5.3-8: INVITE request (S-CSCF-hA1 to IBCF-hA2)

INVITE sip:+4687197378@home-B.net;user=phone SIP/2.0

To:

From:

P-Asserted-Identity:

P-Asserted-Service:

Contact:

CSeq:
Route: <sip:ibcf-hA2.home-A.net;lr>

Record-Route: <sip:scscf-hA1.home-A.net:5070;lr>,<sip:as-hA1.home-A.net:5070;lr>,


<sip:scscf-hA1.home-A.net:5070;lr>,<sip:ibcf-hA1.home-A.net:5070;lr>,


<sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>,


<sip:pcscf-vA1.visited-A.net;lr>

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="home-a"

Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.6

Via: SIP/2.0/UDP as-hA1.home-A.net;branch=z9hG4bK351g45.5

Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.4

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.3

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [106].

9-16.
183 (Session Progress) response (IBCF-hA2 to UE‑A) - see example in table 5.3.2-9.


When the IBCF‑hA2 receives the 183 (Session Progress) response the IBCF‑hA2 sends the 183 (Session Progress) response according to 3GPP TS 24.229 [4] towards the UE‑A via the S-CSCF‑hA1, AS‑hA1, IBCF‑hA1, IC‑A1, IBCF‑vA1, P-CSCF‑vA1 path as described within 3GPP TS 24.229 [4]. 

The table 5.3.2-9 shows the content of the 183 (Session Progress) response when sent by IBCF‑hA2.

Table 5.3.2-9: SIP 183 (Session Progress) response (IBCF‑hA2 to UE‑A) in step 9

SIP/2.0 183 Session Progress

To: <tel:+4687197378>;tag=654a

From: <sip:userA_public1@home-hA.net>;tag=4fa3

P-Asserted-Identity: <tel:+4687197378>,<sip:+4687197378@home-B.net;user=phone>
Contact: <sip:[5555::bbb:ccc:ddd:aaa]>
CSeq: 1 INVITE
Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.6

Via: SIP/2.0/UDP as-hA1.home-A.net;branch=z9hG4bK351g45.5

Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.4

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.3

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Record-Route: <sip:ibcf-hA2.home-A.net:5070;lr>,<sip:scscf-hA1.home-A.net:5070;lr>,


<sip:as-hA1.home-A.net:5070;lr>,<sip:scscf-hA1.home-A.net:5070;lr>,


<sip:ibcf-hA1.home-A.net:5070;lr>,<sip:-A1.interconnection-A.net;lr>,


<sip:ibcf-vA1.visited-A.net;lr>,<sip:pcscf-vA1.visited-A.net;lr>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi="home-a"; transit-ioi="any-IC-network.1"; term-ioi="home-b"

Other SIP header fields and SDP according to 3GPP TS 24.229 [4].

P-Charging-Vector: 
The settings of the IOI values are important: 

-
in step 9 the "term-ioi" header field parameter includes a type 2 IOI value which identifies the home network of the terminating user (i.e. "home‑b"). The "transit-ioi" header field parameter includes one or more values identifying the transit networks passed. The "orig-ioi" header field parameter is set to the same type 2 IOI value that was included in the initial INVITE request by the home network hA (i.e. "home‑a") towards the terminating user;

-
in step 10 the "term-ioi" header field parameter includes a type 3 IOI value (prefix "Type 3") which identifies the S-CSCF-hA1 network. The "orig-ioi" header field parameter is set to the same type 3 IOI value that was included in the initial INVITE request from the AS-hA1 to the S-CSCF;

-
in step 11 the "term-ioi" header field parameter includes a type 3 IOI value (prefix "Type 3") which identifies the AS-hA1 network. The "orig-ioi" header field parameter is set to the same type 3 IOI value that was included in the initial INVITE request from the S‑CSCF‑hA1 to the AS-hA1; and

-
in steps 12-15 the "term-ioi" header field parameter includes a type 1 IOI value (prefix "Type 1") which identifies the home network hA. The "transit-ioi" header field parameter includes one or more values identifying the transit networks passed. The "orig-ioi" header field parameter is set to the same type 1 IOI value that was included in the initial INVITE request from the visited network vA towards the home network hA.

17.
PRACK requests (UE‑A to BGCF-hA) and SIP 200 (OK) response to the SIP PRACK request (BGCF-hA to UE-A).


The PRACK request and the 200 (OK) response to the PRACK request are sent without any SDP offer/SDP answer between the UE-A and a BGCF-hA according to 3GPP TS 24.229 [4].

18.
Resource reservation.

19.
UPDATE requests (UE‑A to BGCF-hA) and SIP 200 (OK) response to the SIP UPDATE request (BGCF-hA to UE-A).

20-27.
180 (Ringing) response to the SIP INVITE request (BGCF-hA to UE-A).

28.
PRACK requests (UE‑A to BGCF-hA) and SIP 200 (OK) response to the SIP PRACK request (BGCF-hA to UE-A).


The PRACK request and the 200 (OK) response to the PRACK request are sent without any SDP offer/SDP answer between the UE-A and the BGCF-hA according to 3GPP TS 24.229 [4]. 

29-37.
200 (OK) response to the SIP INVITE request (BGCF-hA to UE-A).


When the IBCF‑hA2 receives the 183 (Session Progress) response the IBCF‑hA2  sends the 183 (Session Progress) response according to 3GPP TS 24.229 [104] towards the UE‑A via the S-CSCF‑hA1, AS‑hA1, IBCF‑hA1, IC‑A1, IBCF‑vA1, P-CSCF‑vA1 path as described within 3GPP TS 24.229 [104]. 

Table 5.3-10: SIP 200 (OK) response (B-Side to S-CSCF) in step 10
SIP/2.0 200 OK
Via: SIP/2.0/UDP <scscf.home-A.net;branch=z9hG4bK351g45.1>
Via: SIP/2.0/UDP <AS.home-A.net;branch=z9hG4bK351g45.1>
Via: SIP/2.0/UDP <scscf.home-A.net;branch=z9hG4bK351g45.1>
Via: SIP/2.0/UDP <ibcf-hA1.home-A.net.home-A.net;branch=z9hG4bK351g45.1>
Via: SIP/2.0/UDP < SIP-Proxy.interconnection-A.net;branch=z9hG4bK351g45.1
Via: SIP/2.0/UDP <ibcf-vA1.visited-A.net.visited-A.net;branch=z9hG4bK351g45.1>
Via: SIP/2.0/UDP < pcscf.visited-A.net@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnashds7
Record-Route: <sip:B-Side.home-B.net:5070;lr>,<sip:scscf.home-A.net:5070;lr>,

<sip:as.home-A.net:5070;lr>,<sip:scscf. home-A.net:5070;lr>,

<sip:ibcf-hA1.home-A.net.home-A.net:5070;lr>,<sip:SIP-Proxy.interconnection-A.net;lr>,

<sip:ibcf-vA1.visited-A.net.visited-A.net;lr>,<sip:pcscf.visited-A.net;lr>
P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at=5555::aaa:bbb:ccc:eeee";orig-ioi="home-a"; transit-ioi="any-IC-network"; term-ioi="home-b"
Other SIP headers and the SDP settings according to 3GPP TS 24.229 [106].
P-Charging-Vector: 
The settings of the ioi values are important: 
-
in step 29 the "term-ioi"header field parameter includes a type-2 IOI value which identifies the home network of the terminating user. The "transit-ioi" header field parameter includes one or more values identifying the transit networks passed. The "orig-ioi" is set to the same type-2 IOI value that was included in the initial INVITE request by the home network A towards the terminating user;

-
in step 30 the "term-ioi" includes a type-3 IOI value (prefix "Type 3") which identifies the S-CSCF-hA1 network. The "orig-ioi" is set to the same type-3 IOI value that was included in the initial INVITE request from the AS-hA1 to the S-CSCF;

-
in step 31 the "term-ioi" includes a type-3 IOI value (prefix "Type 3") which identifies the AS-hA1 network. The "orig-ioi" is set to the same type-3 IOI value that was included in the initial INVITE request from the S‑CSCF to the AS-hA1; and
-
in steps 33-37 the "term-ioi" header field parameter includes a type-1 IOI value (prefix "Type 1") which identifies the home network A. The "transit-ioi"header field parameter includes one or more values identifying the transit networks passed. The "orig-ioi" is set to the same type-1 IOI value that was included in the initial INVITE request from the visited network A towards the home network A. 
5.4
Mobile Originating Call with loopback 
This section reflects the originating call setup from a mobile subscriber who is roaming in a foreign network, with loopback, i.e. including support of Optimized Media Routeing (OMR).

OMR can be applied by entities in the IP Multimedia Subsystem (IMS) that control media resources and are capable of manipulating the Session Description Protocol (SDP).
OMR procedures relates to the handling of OMR-specific SDP attributes that are documented in TS 24.229 [104]. The OMR procedures use SDP offer/answer related procedures in IETF RFC 3264 [407] and in 3GPP TS 24.229 [106].

More detail of OMR is given in 3GPP TS 29.079 [107]. The loopback use case is shown in 3GPP TS 29.079 [107] ANNEX A.6.
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Figure 5.4-1: MOC Roaming Call Flow, with loopback
Editors Note: SDP offer and answer should be shown in the flow. 

Editors Note: It should be described when SDP triggers CDR information to be recorded..
After the registration procedure, the addresses of the P-CSCF and possibly the S-CSCF are known in UE(A). 
Furthermore, the P-CSCF has received see subsection 5.3.
In case of ISIM these parameters are taken from the relevant ISIM data fields. (see also subsection 5.1)
In case of an USIM with AKA authentication, parameters will be set as follows:

· -
Home Network: (from IMSI) seee subsection 5.1.1.2 e.g ims.mnc015.mcc234.3gppnetwork.org
-
IMPU and user name (temporary IMPU from IMSI) e.g. 234150999999999@ ims.mnc015.mcc234.3gppnetwork.org
The IMPU(s) provided by the UE might be temporary. During the registration procedure, the P-CSCF will receive one or several IMPUs assigned to the served user from the HPLMN. Just one of these IMPUs assigned by the HPLMN can be used as P-Asserted-Identity. The IMPU from P-Asserted-Identity is used for P-CSCF CDRs as content for the "Calling Party Number" field.
The S-CSCF will return all the registered IMPU's within the P-Associated-URI header which are belonging to the implicit registration set. The implicit registration is set in the HSS configuration option where one or more IMPU's can be bind together. i.e on UA is reachable under different IMPUS.
In detail, the messages in the call flow depicted in Figure 5.1.1-1 contain the following information: 

1.
INVITE request (UE-A to P-CSCF-vA1).


The session is initiated by sending a SIP:INVITE from UE A to the P-CSCF:
INVITE or sip: sip:userB_public1@home-A.net
(it is assumed that the UE will assign the homedomain as shown in subsection 5.1.1.2 e.G. ims.mnc015.mcc234.3gppnetwork.org) 

Table 5.4-1: INVITE request (UE-A to P-CSCF-vA1)

INVITE tel:+4687197378 SIP/2.0 or sip: sip:userB_public1@home-A.net
To: <tel:+4687197378> or sip: sip:userB_public1@home-A.net
From: <sip:userA_public1@home-A.net>;tag=4fa3

P-Preferred-Identity: <sip:userA_public1@home-A.net>

P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel
Contact: <sip:[5555::aaa:bbb:ccc:ddd]>

CSeq: 1 INVITE

Route: <sip:pcscf-vA1.visited-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>

P-Access-Network-Info: 3GPP-E-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [106]
2.
INVITE request (P-CSCF-vA1to IBCF-vA1).


The P-CSCF forwards the message to an outbound Ibcf-vA1.visited-A.net.
Editor's Note if media awareness (A-BGF) is given or a option by the P-CSCF. If yes this needs some reflection in the call flows.
Table 5.4-2: INVITE request (P-CSCF-vA1 to IBCF-vA1)

INVITE tel:+4687197378 SIP/2.0

To:

From:

P-Asserted-Identity: <sip:userA_public1@home-A.net>

P-Preferred-Service:

Contact:

CSeq:
Route: <sip:ibcf-vA1.visited-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>

Record-Route: <sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:*;+g.3gpp.trf="<sip:trf-vA1.visited-A.net;lr>"

P-Access-Network-Info: 3GPP-E-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11, 3GPP-E-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11;network-provided;local-time-zone="UTC+01:00";daylight-saving-time="01"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1visited-a"

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [106].

3.
INVITE request (IBCF-vA1 to IC-A1).


INVITE is routed from the Ibcf-vA1.visited-A.net towards the HPLMN using a VoIP IC provider. The IBCF prepares OMR handling and modifies the INVITE as follows:

Table 5.4-3: INVITE request (IBCF-vA1 to IC-A1)

INVITE tel:+4687197378 SIP/2.0

To:

From:

P-Asserted-Identity:

P-Preferred-Service:

Contact:

CSeq:
Route: <sip:ic-A1.interconnection-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>

Record-Route: <sip:ibcf-vA1.visited-A.net;lr>,<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:

P-Access-Network-Info:

P-Charging-Vector: 

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7


c= IN IP4 <TrGW-Addr.> 
(TrGW: media GW assigned to outgoing IBCF)


m= audio <TrGW-Port> RTP/AVP 96 
(invalid port)


a= visited-realm:1 <VPLMN> IN IP4 <A-BGFv_IP-Addr> <A_BGFv_Port> 



(provides for VPLMN internal OMR the media IP-address/port of the BGF controlled 



by Pcscf-vA1.visited-A.net serving the calling UE A)
Other SIP header fields and SDP according to 3GPP TS 24.229 [106] and 3GPP TS 29.079 [107].

4.
INVITE request (IC-A1 to IBCF-hA).


The INVITE is forwarded to an incoming Ibcf-hA1.home-A.net of the HPLMN:

Editor's Note: GSMA Networks does not record route. So each Request within one session can take another route within the transit network.This needs to be clarified since B2BUA have to keep the state. The question is if the transit networks ar acting a stateless proxy or B2BUA as routeing entity. Further clarification on this is needed.
Table 5.4-4: INVITE request (IC-A1 to IBCF-hA1)

INVITE tel:+4687197378 SIP/2.0 or sip: sip:userB_public1@home-A.net
To:

From:

P-Asserted-Identity:

P-Preferred-Service:

Contact:

CSeq:
Route: <sip:ibcf-hA1.home-A.net;lr>,<sip:home-abc@scscf-hA1.home-A.net;lr>

Record-Route: <sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>,


<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:

P-Access-Network-Info:

P-Charging-Vector: 

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Other SIP header fields and SDP according to 3GPP TS 24.229 [106] and 

3GPP TS 29.079 [107].

5.
INVITE request (IBCF-hA to S-CSCF-hA).


The INVITE is forwarded to the S-CSCF where the roaming subscriber has registered:

Table 5.4.2-5: INVITE request (IBCF-hA1 to S-CSCF-hA1)

INVITE tel:+4687197378 SIP/2.0 or sip: sip:userB_public1@home-A.net
To:

From:

P-Asserted-Identity:

P-Preferred-Service:

Contact:

CSeq:
Route: <sip:home-abc@scscf-hA1.home-A.net;lr>

Record-Route: <sip:ibcf-hA1.home-A.net:5070;lr>,<sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-vA1.visited-A.net;lr>,<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 1visited-a";transit-ioi="ICa.1"

Other SIP header fields and SDP according to 3GPP TS 24.229 [106] and 3GPP TS 29.079 [107].

6.
INVITE request (S-CSCF-hA to AS-hA).


Based on the IFCs of the subscriber (A-party), the S-CSCF triggers a SIP AS (MMTEL AS) and adds +g.3gpp.home-visited with value according to received P-Visited-Network-ID.
Feature-Caps: +g.3gpp.home-visited=<VPLMN>;+g.3gpp.trf=<TRF>
P-Charging-Vector: icid-value="AyretyU0dm...";orig-ioi=<Type 3HPLMN>

7.
INVITE request (AS-hA to S-CSCF-hA1).


The AS sends a SIP:INVITE message back towards the S-CSCF. As the AS does not want to suppress loopback to the VPLMN, the Feature-Caps header field +g.3gpp.home-visited is left by the AS 
unchanged.
NOTE: The AS also has multiple other options to influence the further call handling, including a 
potential modification of  the final destination of the call. This is not considered in this example.
Table 5.4-7: INVITE request (AS-hA1 to S-CSCF-hA1) 

INVITE sip: userB_public1@home-A.net;user=phone SIP/2.0

To:

From:

P-Asserted-Identity:

P-Asserted-Service:

Contact:

CSeq:
Route: <sip:orig@scscf-hA1.home-A.net;lr>

Record-Route: <sip:as-hA1.home-A.net:5070;lr>,<sip:scscf-hA1.home-A.net:5070;lr>,


<sip:ibcf-hA1.home-A.net:5070;lr>,<sip:ic-A1.interconnection-A.net;lr>,


<sip:ibcf-vA1.visited-A.net;lr>,<sip:pcscf-vA1.visited-A.net;lr>

Feature-Caps:*;+g.3gpp.trf="<sip:trf-vA1.visited-A.net;lr>"

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="Type 3home-a"

Via: SIP/2.0/UDP as-hA1.home-A.net;branch=z9hG4bK351g45.5

Via: SIP/2.0/UDP scscf-hA1.home-A.net;branch=z9hG4bK351g45.4

Via: SIP/2.0/UDP ibcf-hA1.home-A.net;branch=z9hG4bK351g45.3

Via: SIP/2.0/UDP ic-A1.interconnection-A.net;branch=z9hG4bK351g45.2

Via: SIP/2.0/UDP ibcf-vA1.visited-A.net;branch=z9hG4bK351g45.1

Via: SIP/2.0/UDP pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

8.
INVITE request (S-CSCF-hA1 to IBCF-hA1).


The S-SCSF routes to the final destination via the TRF and replaces the existing Feature-Caps by 
Editor's Note: Two different processes for INVITES/responses towards charging and process existing. Correlation of CDR information ect. This needs to be reflected.
Table 5.3-8: INVITE request (S-CSCF-hA1 to IBCF-hA1)

INVITE sip: userB_public1@home-B.net;user=phone SIP/2.0

To:

From:

P-Asserted-Identity:

P-Asserted-Service:

Contact:

CSeq:
Route: <sip:ibcf-hA2.home-A.net;lr>

Record-Route: <sip:scscf-hA1.home-A.net:5070;lr>,<sip:as-hA1.home-A.net:5070;lr>,


<sip:scscf-hA1.home-A.net:5070;lr>,<sip:ibcf-hA1.home-A.net:5070;lr>,


<sip:ic-A1.interconnection-A.net;lr>,<sip:ibcf-vA1.visited-A.net;lr>,


<sip:pcscf-vA1.visited-A.net;lr>

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="home-a"

Other SIP header fields and SDP according to 3GPP TS 24.229 [106].

9.-10.
INVITE request (IBCF-hA to IBCF-vA1).


The SIP:INVITE is sent via Ibcf-hA1.home-A.net and the VoIP IC network to the Ibcf-vA1.visited-A.net of the VPLMN.
Editor's Note: The transit network in the loopback can be different compared to the leg between VPLMN to HPLMN.
11.
INVITE request (IBCF-vA1 to TRF-vA1)
When the IBCF-vA1 receives the initial INVITE request containing the "+g.3gpp.loopback" header field parameter in a Feature-Caps header field, the IBCF-vA1 searches for a possible optimal media path and detects that an optimal media path within the visited network is possible. The IBCF‑vA1 updates the SDP according to 3GPP TS 29.079 [5].
The IBCF-vA1 sends the INVITE request according to 3GPP TS 24.229 [4] to the TRF-vA1.

The content of the Record-Route header field and the Via header field will be based on local policy and updated accordingly.

12.-13
INVITE request (TRF-vA1 to IC-B1)

The TRF detects that this is a "loopback" request from a roaming subscriber. It decides on the routing 
towards the final destination of the call and forwards the INVITE to an appropriate network node. 
In the figure it is assumed, that the destination is an IP connection outside the VPLMN, but other options 
(CS connection, destination inside VPLMN) are also possible.
Editors Note Showing changing the message. e.G. ioi's ect.  IP address of SDP.
15
provisional Responses and Preconditions (between UE A and B-Side)

Provisional responses and possible precondition procedures are not shown.
(provisional responses contains a term-ioi field in the P-Charging-Vector for further consideration steps 31-43 will give more information) 
31-43.
200 (OK) response (IC-B1 to UE‑A) 

The media connection is established by sending the 200 OK response back through all involved network nodes.

When the IBCF‑hA2 receives the 200 (OK) response the IBCF‑hA2  sends the 200 (OK) response according to 3GPP TS 24.229 [104] towards the UE‑A via the S-CSCF‑hA1, AS‑hA1, IBCF‑hA1, IC‑A1, IBCF‑vA1, P-CSCF‑vA1 path as described within 3GPP TS 24.229 [106]. 

Table 5.4-31: SIP 200 (OK) response (IC-B1 to S-CSCF) in step 10
SIP/2.0 200 OK
Via: SIP/2.0/UDP <scscf.home-A.net;branch=z9hG4bK351g45.1>
Via: SIP/2.0/UDP <AS.home-A.net;branch=z9hG4bK351g45.1>
Via: SIP/2.0/UDP <scscf.home-A.net;branch=z9hG4bK351g45.1>
Via: SIP/2.0/UDP <ibcf-hA1.home-A.net.home-A.net;branch=z9hG4bK351g45.1>
Via: SIP/2.0/UDP < SIP-Proxy.interconnection-A.net;branch=z9hG4bK351g45.1
Via: SIP/2.0/UDP <ibcf-vA1.visited-A.net.visited-A.net;branch=z9hG4bK351g45.1>
Via: SIP/2.0/UDP < pcscf.visited-A.net@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnashds7
Record-Route: <sip:B-Side.home-B.net:5070;lr>,<sip:scscf.home-A.net:5070;lr>,

<sip:as.home-A.net:5070;lr>,<sip:scscf. home-A.net:5070;lr>,

<sip:ibcf-hA1.home-A.net.home-A.net:5070;lr>,<sip:SIP-Proxy.interconnection-A.net;lr>,

<sip:ibcf-vA1.visited-A.net.visited-A.net;lr>,<sip:pcscf.visited-A.net;lr>
P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at=5555::aaa:bbb:ccc:eeee";orig-ioi="home-a"; transit-ioi="any-IC-network"; term-ioi="home-b"
Other SIP headers and the SDP settings according to 3GPP TS 24.229 [104].
P-Charging-Vector: 
The settings of the ioi values are important: 
-
in 31 the "term-ioi"header field parameter includes a type-2 IOI value which identifies the home network of the terminating user. The "transit-ioi" header field parameter includes one or more values identifying the transit networks passed. The "orig-ioi" is set to the same type-2 IOI value that was included in the initial INVITE request by the home network A towards the terminating user;

-
-
in 33-36 description what the TRF will include. 
-

in 37 the "term-ioi" includes a type-3 IOI value (prefix "Type 3") which identifies the S-CSCF-hA1 network. The "orig-ioi" is set to the same type-3 IOI value that was included in the initial INVITE request from the AS-hA1 to the S-CSCF;
-
in 38 the "term-ioi" includes a type-3 IOI value (prefix "Type 3") which identifies the AS-hA1 network. The "orig-ioi" is set to the same type-3 IOI value that was included in the initial INVITE request from the S‑CSCF to the AS-hA1; and
-
in 39-43 the "term-ioi" header field parameter includes a type-1 IOI value (prefix "Type 1") which identifies the home network A. The "transit-ioi"header field parameter includes one or more values identifying the transit networks passed. The "orig-ioi" is set to the same type-1 IOI value that was included in the initial INVITE request from the visited network A towards the home network A. 
Table 5.4-42: SIP 200 (OK) response (Ibcf-vA1.visited-A.net to P-CSCv) in step 42
SIP/2.0 200 OK
Via: SIP/2.0/UDP < pcscf.visited-A.net@pcscf-vA1.visited-A.net:5060;branch=z9hG4bKnas56565>
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnashds7
Record-Route: <sip:B-Side.home-B.net:5070;lr>,<sip:scscf.home-A.net:5070;lr>,

<sip:as.home-A.net:5070;lr>,<sip:scscf. home-A.net:5070;lr>,

<sip:ibcf-hA1.home-A.net.home-A.net:5070;lr>,<sip:SIP-Proxy.interconnection-A.net;lr>,

<sip:ibcf-vA1.visited-A.net.visited-A.net;lr>,<sip:pcscf.visited-A.net;lr>
P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at=5555::aaa:bbb:ccc:eeee";orig-ioi="Type 1home-a"; transit-ioi="SIP-Proxy-Inteconnection"; term-ioi="Type 1home-a"
Other SIP headers and the SDP settings according to 3GPP TS 24.229 [104].
5.5
Routeing when the originating and terminating user reside in the same home network

This subclause describes routeing when the originating and terminating user reside in the same home network.
5.6
Routeing from originating home to terminating home network

This subclause describes routeing from the originating home network to the terminating home network including transit network scenarios. 
Editor's note: anything else would be a non-roaming use case which is out of scope of this study.

The IC and routing aspects of this use case do not differ from any other session set-up between any two wire-line or mobile networks. The IC might be established via CS-IC or PS-IC. Routing will be based on the destination given by the request line (Called Party Number in case of CS-IC).

5.7
Routeing from originating visited network to terminating home network

This subclause describes routeing from the originating visited network to the terminating home network including transit network scenarios.
5.8
Routeing in terminating home network when user resides in this network

This subclause describes the routeing in terminating home network when user resides in this network.
Editor's note: It looks like that this is a non roaming use case which is out of scope of this study. The proceeding is straight forward legacy proceeding.

5.9
Routeing from terminating home network to the terminating visited network

This subclause describes routeing from terminating home network to the terminating visited network including the traversal of transit network between the terminating home network and the terminating visited network.
Editor's note: Further details to be worked out. (Besides straight forward approach according to given VoLTE concepts an alternative optimisation without need for specific IC-Handling in IC-networks might be useful.)

5.10
Insertion of service related media in the originating home network 

5.11
PS to CS SRVCC access transfer scenarios

5.12
Invocation and configuration of services during roaming in a visited network

This case describes how the user within a visited network invokes services via the Ut interface.
Editor's note: It needs to be clarified and described of there are any charging relevant issues.

*** End of Changes ***
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