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1
Decision/action requested

Approval of proposed section of TR 32.849, FS_REVOLTE_IMS_CH.
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3
Rationale

This contribution proposes s section for TR 32.849 FS_REVOLTE_IMS_CH discussion of issues. This section should discuss the requirements of Operators.
4
Detailed proposal

The following section should be added to TR 32.849 

*** 1st Change ***

x
Discussion of issues

x.1
Indication of home network
x.1.1
General
One of the Operator principles named in Subsection 4.2 is that the roaming subscriber only has a contract with his home network operator (HPLMN).
The homenetwork name is required to identify the HPLMN to which TAP CDR will be send. One possibility is to have an additional field needed for the correct filling of CDR and TAP. The new field "Home Network"; which contains the SIP URI of the domain name of the home network used to address the REGISTER request of the served party 

Due to this fact the home network operator should be known by the IMS functions within the visited network. 
Also to identify the "charging distance"for direct media home routing (i.e. without loopback)  the home network information is needed. This is reflected in the Operator principles named in Subsection 4.2 that "zonal charging" shall be supported. 
x.1.2
Analysis

Within the Call Scenarios given in Subsections 5.1.1 and 5.1.2 for Mobile originating call with and without loopback the home network operator is known by the inclusion of the Route header field. The last element includes the information about the home network. Thus the P-CSCF and the IBCF of the visited network have the information now.
The TRF will get the Information within the INVITE which includes the feature caps header in the format Feature-Caps:*;+g.3gpp.loopback="homenetwork_A".
Important is that the information given in the Route header i.e. domain name of home network and the feature caps header for loopback has the same format and content.
For terminating calls as described in Section 5.1.3 there will be no information of the home network within the INVITE. A possibility where the home network can appear is within the Record-route header field or the Via header field. Bothe will be delivered within the INVITE.

But normally a IBCF acting as B2BUA can suppress such headers, as they will be stored by the IBCF. The only way to extract the home network would be to use stored data by the P-CSCF during registration. Such a procedure for charging does currently not exist.
Such an approach  has the advantage to create the data by the P-CSCF itself but on the other side it is not attached within the signalling information given.
With regard to 3GPP TS 32.260 [20] the Home network is not an existing field while the Route header is included within the CDR of the P-CSCF does.
The P-CSCF includes the following information:
Table x.x-1: Charging Data of P-CSCF CDR

	Field
	Category
	Description

	SIP Route header received
	OC
	Contains the information in the topmost route header in a received initial SIP INVITE or non-session related SIP MESSAGE request. This field is used for SIP requests toward the served user.

	SIP Route header transmitted
	OC
	Contains the information in the route header representing the destination in a transmitted initial SIP INVITE or non-sessino related SIP MESSAGE request. This field is used for SIP requests from the served user.


The SIP Route header received is only for terminating calls and will not have any information of the home network

The SIP Route header transmitted will have the home network information within the last entry.
The IBCF includes the following information:
Table x.x-2: Charging Data of IBCF CDR
	Field
	Category
	Description

	SIP Route header received in an INVITE request
	OC
	Contains the information in the topmost route header in a received initial SIP INVITE and non-session related SIP MESSAGE request. 


The SIP Route header received in an INVITE request contains the information in the topmost route header of the received INVITE i.e. the IBCF address itself. More information is not given within the CDR. In addition seen from the call scenario it is also not clear what role the IBCF has in such a call either entry or exit point.
Table x.x-3: Charging Data of ITRF CDR

	Field
	Category
	Description

	SIP Route header received
	OC
	Contains the information in the topmost route header in a received initial SIP INVITE or non-session related SIP MESSAGE request. 


The SIP Route header received in an INVITE request contains the information in the topmost route header of the received INVITE i.e. the TRF address itself

x.1.3
Assumptions
Looking on the data collected by the P-CSCF, IBCF and TRF only the P-CSCF within the originating visited network will have the information of the home network. The IBCF and TRF does not include or have the home network information stored within a CDR.
Editors note: Assumptions needs a little bit more reasoning
x.2
Indication of loopback
Editor's note: complete section needs more detailed work and analysis
x.1.1
General
The operator principle named in Subsection 4.2 that "Information given within CDRs should allow to calculate the accounting fees between HPLMN and VPLMN". Does need the information  about the call behavior. Thus if the call is with or without loopback.
x.1.2
Analysis

With regard to operation principles it is seen that a big effort is needed to correlate the CDR's given by the P-CSCF, IBCF and TRF within the visited network to generate the TAP record.
In cases where for a roaming call loopback applies the originating P-CSCF do not get the information if loopback applies.
x.1.3
Assumptions
To have a better indication for such a case an indication that loopback has appeared is needed. Such an indication can be given by sending back the feature capability within the 200 (OK) and put into the CDR's of the IBCF and P-CSCF.
x.3
User name information
The Username information ccontains the "User Name" field from the "Authorization Header" used in the course of the registration by the served party. 

The "User Name" will be set to the "Private User ID, IMPI" of the specific client. The parameter allows to identify a client within a set of multiple clients assigned to one user/one public user identity (IMPU). 
Note: in case of an USIM the UE will provide e.g.: <IMSI>@ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org
The user name  is already existing within the List of Subscription ID which is described within the ASN.1 in 3GPP TS 32.298 [51]. 

ASN.1 in 3GPP TS 32.298 [51]:



SubscriptionID
::= SET



{




subscriptionIDType
[0]
SubscriptionIDType,




subscriptionIDData
[1]
UTF8String



}



SubscriptionIDType
::= ENUMERATED



{




eND-USER-E164

(0),




eND-USER-IMSI

(1),




eND-USER-SIP-URI
(2),




eND-USER-NAI

(3),  This includes the User ID  Better description needed.




eND-USER-PRIVATE
(4)



}

With regard to the status a better description is needed within 3GPP TS 32.260 [20] is needed.
With regard to loopback scenarios it is seen as valuable to have the username also available within the TRF but due to security reasoning i.e. traversing authentication data in forward direction without any control from the home network is seen as draw back.

Therefore it is not recommendable to process the user name beyond the home network in loopback cases.
x.4
 Instance ID for trouble shooting purposes
Editors note: Question if this should be analyzed in this document

An Instance ID according (contains the Served IMEI); stored in P-CSCF during registration procedure (part of Contact header);

Format: 
urn:gsma:imei:<gsma-specifier-defined-substring> (where gsma-specifier-defined-substring may contain an IMEI)
The availability of the Instance ID is helpful for troubleshooting (customer complains, etc.) to identify the device / terminal / UE used for the current call in case where multi SIP scenarios apply.
Editors note: This was discussed during a couple of  meetings to add the Instance-ID to all CRD’s existing for P-CSCF, IBCF, S-CSCF, I-CSCF, TRF and MGCF. A Lisison to CT1 was sent to clarify if the Instance-Id is available within the whole call path. A joint meeting clarified that the Instance ID is only localy between P-CSCF and S-CSCF is exchanged. A further proceeding, even towards the AS, is seen a dangerous seen from security and fraud perspective.
x.5
 Link ID
Editors note: tbd, some information is given within the ANNEX
y
Conclusions

Editor's note: This subclause describes the conclusions within this TR.
*** End of Changes ***

