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7.X
ASN.1 PER binary FDT instance definition
ASN.1 PER is recommended as a binary data format for IoT devices. An example of ASN.1 PER definition for binary FDT instance is depicted as follows:
-- ASN1START

MBMSIoT-BinaryFDT-Instance ::=
SEQUENCE {


headerExtensionType







INTEGER (0..255),



version










BIT STRING (SIZE(8)),


fdtInstanceID








BIT STRING (SIZE(20)),


contentType









INTEGER (0..255),


expires










INTEGER (0..4294967295) OPTIONAL,


baseURL1









OCTET STRING(SIZE(1..255)) OPTIONAL,


baseURL2









OCTET STRING(SIZE(1..255)) OPTIONAL,


fecInformation








FECInformation-IEs OPTIONAL,



fileDescription








SEQUENCE(SIZE(1..255)) OF FileDescription-IEs,


nonCriticalExtension






BinaryFDT-Instance-Extension-IEs
OPTIONAL

}

BinaryFDT-Instance-Extension-IEs ::= SEQUENCE {


lateNonCriticalExtension





OCTET STRING OPTIONAL,


nonCriticalExtension






SEQUENCE {} OPTIONAL

}

FileDescription-IEs ::= SEQUENCE {


transportObjectIdentifier





INTEGER (0..65535),


contentLocation








OCTET STRING(SIZE(1..255)),


contentLength








INTEGER (0..4294967295) OPTIONAL,


contentType









INTEGER (0..255) OPTIONAL,


contentMD5









OCTET STRING (SIZE(1..255)) OPTIONAL,


fecInformation








FECInformation-IEs,

transferLength








INTEGER (0..4294967295) OPTIONAL,


mbms2012AlternateContentLocation1



OCTET STRING(SIZE(1..255)) OPTIONAL,


mbms2012AlternateContentLocation2



OCTET STRING(SIZE(1..255)) OPTIONAL,


mbms2012FileEtag







OCTET STRING(SIZE(1..255)) OPTIONAL,

mbms-IoT-mbms007CacheControl




CacheControl-IEs OPTIONAL,

nonCriticalExtension






FileDescription-Extension-IEs
OPTIONAL

}
FileDescription-Extension-IEs ::= SEQUENCE {


lateNonCriticalExtension





OCTET STRING OPTIONAL,


nonCriticalExtension






SEQUENCE {} OPTIONAL

}
CacheControl-IEs ::= CHOICE {


cachingDirective







BIT STRING (SIZE(2)),


expires










INTEGER (0..4294967295)
}

FECInformation-IEs ::= SEQUENCE {


fecEncodingID








INTEGER (0..255), 


maximumSourceBLockLength





INTEGER (0..4294967295),


encodingSymbolLength






INTEGER (0..4294967295),


schemeSpecificInfo







OCTET STRING (SIZE(1..255)),

nonCriticalExtension






FECInformation-Extension-IEs OPTIONAL
}
FECInformation-Extension-IEs ::= SEQUENCE {


lateNonCriticalExtension





OCTET STRING OPTIONAL,


nonCriticalExtension






SEQUENCE {} OPTIONAL

}
-- ASN1STOP

NOTE 1: In mbms-IoT-Version, the4 significant bits indicate the FLUTE version (RFC 3926), the 4 least significant bits indicate the binary FDT version. 
NOTE 2: Content type of 8 bits could be sufficient for IoT applications.

NOTE 3: The Expires attribute defined in RFC 3926 and TS 26.346 is string. The Expires attribute defined for ASN.1 PER is unsigned integer to reduce the message size.

NOTE 4: The maximum URL/URI length for IoT applications could be limited to 255.

NOTE 5: A maximum of 255 files delivered in a single FLUTE session could be sufficient since multiple FLUTE sessions are possible.

NOTE 6: TOI is defined as positive integer in RFC 3926 and TS 26.346. 16 bits could be sufficient for IoT applications.

NOTE 7: OCTET STRING is used to replace base64binary.

NOTE 8: FEC Encoding ID is defined in 8 bits in RFC 3926.
NOTE 9: Clause 7.2.13 of 3GPP TS 26.346 defines three caching directives: no-cache, max-stale, and Expires. The two caching directives "no-cache" and "max-stale" are represented by a BIT STRING to avoid decoding ambiguity as they have the same BOOLEAN data type. The first significant bit represents the caching directive, the least significant bit indicates the value of caching directive (e.g. "11" for "no-cache" having TRUE value, "10" for "no-cache" having FALSE value, "01" for "max-stale" having TRUE value, and "00" for "max-stale" having FALSE value).
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