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1. Introduction
In SA4#93, SA4 has initiated the FS_MBMS_IoT study item about the MBMS service layer profiles and optimizations to provide application services such as massive software updates for IoT devices which are significantly resource-constrainted (battery power, processing and storage). 

2. Reason for Change
This present document provides MBMS profiles for NB-IOT
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 26.850.
* * * First Change * * * *

6
MBMS profiles for NB-IoT device categories
6.1 MBMS User Service Announcement Profile
3GPP TS 26.346 [2] defines different procedures, mechanisms and protocols for MBMS User Services. MBMS User Services for massive file delivery to IoT devices may not require all procedures and mechanisms specified in 3GPP TS 26.346. The table 6-1 shows the high-level procedures and method for MBMS reception applied to IoT devices:
	 
	 
	Low-end IoT category
	High-end IoT category

	Service Announcement
	MBMS bearer
	Yes (NOTE 1)
	Yes

	
	Interactive Announcement Function
	No (NOTE 2)/Yes
Editor note to be solved
	Yes 

	
	Point-to-Point push bearer
	Yes (NOTE 3)/NO
Editor note to be solved
	Yes/no
Editor note to be solved

	Associated delivery procedure
	File Repair
	Yes (NOTE 4)
	Yes

	
	Reception Report
	Yes (NOTE 4)
	Yes

	
	Consumption Report
	No
	No

	Delivery method
	Download 
	Yes
	Yes

	
	Streaming
	No
	No

	
	Group communication
	Yes (NOTE 5)/NO
Editor note to be solved
	Yes (NOTE 5)/NO
Editor note to be solved

	
	Transparent
	No
	No

	NOTE 1: In clause 5.2.3.1 of 3GPP TS 26.346, the possibility to download session parameters from an HTTP server resolved from the Service Announcement may not be applicable for low-end IoT category.
NOTE 2: In clause 5.2.4 of 3GPP TS 26.346, the HTTP URL used by the UE to obtain USD via unicast may not be applicable to low-end IoT category.
NOTE 3: The option for the User service announcement over HTTP push bearers is not applicable for low-end IoT category (clause 5.2.5.8 of 3GPP TS 26.346).
NOTE 4: File repair and reception report messages using HTTP protocol in a single TCP connection (3GPP TS 26.346 clauses 9.3 and 9.4) is not applicable to low-end IoT category. Simplified file repair and reception report procedures is required (e.g. file repair and reception report based on CoAP). 
NOTE 5: Group communication delivery method is specified in 3GPP TS 23.682 as MBMS User Service for UEs using power saving functions. However, the protocol aspect related to this delivery method depends on the choice from the application. (Editor note issue with the wording/reference)


Table 6-1: List of supported procedures and methods for low-end and high-end IoT categories
6.1 MBMS IoT profiles for file download delivery method
Annex L.4 in 3GPP TS 6.346 specifies the MBMS download profile for both non-real-time (NRT) file delivery services as well as DASH-formatted streaming services, using the FLUTE protocol. FLUTE uses FDT instance to indicate the attributes and elements required for the delivery. The FDT attributes and elements are categorized at the FDT-Instance level (i.e., the FDT-Instance element of the FDT) and at the File level (i.e., the File element of the FDT). The high-end IoT category may reuse the MBMS download profile but does not require the functionalities for multimedia services (e.g. DASH). Table 6.1-1 show the supported high-level capabilities in download delivery method for IoT devices.
	
	Low-end IoT category
	High-end IoT category
	MBMS profile in Annex L 3GPP TS 26.346

	FLUTE session setup and control with RTSP
	No (NOTE 1)
	No (NOTE 1)
	Optional

	SDP for Download Delivery Method
	Yes
	Yes
	Yes

	XML schema and processing
	No (NOTE 2)
	Yes 
	Yes

	NOTE 1: 3GPP TS 26.346 clause L.4.6 specifies “FLUTE session setup and control with RTSP” as an option supported by the UE, IoT devices do not require this functionality.
NOTE 2: In clause 5.3, low-end IoT category does not recommend full XML processing. A binary/json format may be defined for any XML data.


Table 6.1-1: Supported capabilities in download delivery method
6.1.1 Common FDT-Instance and File attributes for MBMS IoT profiles

Annex L4.2 in 3GPP TS 26.346 specifies the FDT attributes defined for both the FDT-Instance and File levels. Table 6.1.1-1 shows the profiling for each IoT category.
Note: as Low-end IoT category may not support XML a Json/binary format may be defined for the FDT format.
	Attributes/Parameters
	Low-end IoT category
	High-end IoT category
	MBMS profile in Annex L 3GPP TS 26.346

	Content-type
	Yes
	Yes
	Yes

	FEC-OTI-FEC-Encoding-ID
	Yes
	Yes
	Yes

	FEC-OTI-Maximum-Source-Block-Length
	Yes
	Yes
	Yes

	FEC-OTI-Encoding-Symbol-Length
	Yes
	Yes
	Yes

	FEC-OTI-Scheme-Specific-Info
	Yes
	Yes
	Yes

	Content-Encoding
	No
	No (NOTE 2)
	No (NOTE 2)

	FEC-OTI-FEC-Instance-ID
	No
	No (NOTE 2)
	No (NOTE 2)

	
NOTE 2: With the exception of Content-Encoding, which is mandatory, these parameters are optional to support by the FLUTE receiver.


Table 6.1.1-1: Common FDT-Instance and File attributes for MBMS IoT profiles
NOTE: The indicators YES and NO are specified for FLUTE sender.

6.1.2 FDT-Instance specific Elements and Attributes for MBMS IoT profiles

Table 6.1.2-1 shows the profiling for each IoT category on FDT-Instance specific elements and attributes.
	Parameters
	Low-end IoT category
	High-end IoT category
	MBMS profile in Annex L 3GPP TS 26.346

	Expires
	Yes
	Yes
	Yes

	Complete
	No
	No
	No

	mbms2008:FullFDT
	No
	No
	No

	mbms2012:Base-URL-1
	No/yes
Editor note to be solved
	No/yes
Editor note to be solved
	No

	mbms2012:Base-URL-2
	No/Yes
Editor note to be solved
	No/yes
Editor note to be solved
	No

	MBMS-Session-Identity-Expiry
	No
	No
	No

	NOTE: With the exception of Complete, which is mandatory, these parameters are optional to support by the FLUTE receiver.


Table 6.1.2-1: FDT-Instance specific Elements and Attributes for MBMS IoT profiles
NOTE: The indicators YES and NO are specified for FLUTE sender.
6.1.3 FDT File specific Elements and Attributes for MBMS IoT profiles

Table 6.1.3-1 shows the profiling for each IoT category on FDT File specific elements and attributes.

	Parameters
	Low-end IoT category
	High-end IoT category
	MBMS profile in Annex L 3GPP TS 26.346

	Content-Location
	Yes
	Yes
	Yes

	TOI
	Yes
	Yes
	Yes

	Content-Length
	Yes
	Yes
	Yes

	Content-MD5
	Yes
	Yes
	Yes

	mbms2007:Cache-Control
	No (NOTE 3)
	Yes
	Yes

	Content-type
	Yes
	Yes
	Yes

	FEC-OTI-FEC-Encoding-ID
	Yes
	Yes
	Yes

	FEC-OTI-Maximum-Source-Block-Length
	Yes
	Yes
	Yes

	FEC-OTI-Encoding-Symbol-Length
	Yes 
	Yes 
	Yes

	FEC-OTI-Max-Number-of-Encoding-Symbols
	Yes 
	Yes 
	Yes

	FEC-OTI-Scheme-Specific-Info
	Yes 
	Yes 
	Yes

	Transfer-Length
	No (NOTE 1)
	Yes (NOTE 3)
	No (NOTE 3)

	mbms2009:Decryption-KEY-URI
	No
	No
	No

	mbms2012:FEC-Redundancy-Level
	No
	No
	No

	mbms2012:Alternate-Content-Location-1
	No
	No
	No

	mbms2012:Alternate-Content-Location-2
	No
	No
	No

	MBMS-Session-Identity
	No
	No
	No

	NOTE 1: Low-end IoT category may receive only binary files over MBMS, content MIME type and Transfer-Length are not applicable.
NOTE 2: With the exception of Transfer-Length, which is mandatory, these parameters are optional to support by the FLUTE receiver.
Editor note: to validate Cache-Control in NOTE 3


Table 6.1.3-1: FDT File specific Elements and Attributes for MBMS IoT profiles
NOTE: The indicators YES and NO are specified for FLUTE sender.

Signaling of parameters with basic ALC/FLUTE headers or FLUTE extension headers for IoT device categories is the same as specified in clauses 7.2.7 and 7.2.8 of 3GPP TS 26.346.
6.1.4 3GPP-defined FDT extensions for MBMS IoT profiles

3GPP TS 26.346 defines various FDT elements and attributes specified for 3GPP MBMS User Services that are not in the FLUTE specified in RFC 3926 [x]. Table 6.2.4-1 shows the profiling of these elements and attributes for MBMS IoT profiles
	Parameters
	Low-end IoT category
	High-end IoT category
	MBMS profile in Annex L 3GPP TS 26.346

	mbms2005:MBMS-Session-Identity-Type
	No
	No
	No

	mbms2005:MBMS-Session-Identity-Expiry-Type
	No
	No
	No

	mbms2005:groupIdType
	No
	No
	No

	mbms2007:Cache-Control
	No
	No
	No

	mbms2008:FullFDT
	No
	No
	No

	mbms2009:Decryption-KEY-URI
	No
	No
	No

	mbms2012:Base-URL-1
	No
	No
	No

	mbms2012:Base-URL-2
	No
	No
	No

	mbms2012:FEC-Redundancy-Level
	No
	No
	No

	mbms2012:Alternate-Content-Location-1
	No
	No
	No

	mbms2012:Alternate-Content-Location-2
	No
	No
	No

	mbms2012:File-ETag
	Yes (NOTE 1)
	Yes
	Yes

	mbms2015:IndependentUnitPositions
	No
	No
	No

	MBMS-Session-Identity-Expiry
	No
	No
	No

	NOTE 1:
CoAP supports Etag option. 


NOTE: The indicators YES and NO are specified for FLUTE sender.
* * * Next Change * * * *

