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	First Change


13.3
DANE discovery

The SAND specification [54] provides the sand:Channel element in the MPD to inform the client about the location and method to communicate with the DANE. That method of DANE discovery may be used for DANEs that are in-band with respect to the media delivery path, i.e. when the MPD server may be aware of SAND functionality in the network. Alternatively, the SAND channel may be configured using the OMA DM SAND Management Object in Annex X of this specification.
When the DANE is out-of-band with respect to the media delivery path, as is the case with the Network Assistance DANE and the Consistent QoE/QoS DANE, a more generic method for DANE discovery may be used, namely using the DNS protocol as described in TS 23.003 [57]. Toward this purpose, the UE needs a DANE Fully Qualified Domain Name (FQDN) for the DANE. The procedures for addressing and identification for Bootstrapping MBMS Service Announcement as described in clause 15.5 of TS 23.003 [57] shall be used for DANE discovery. Accordingly, the Fully Qualified Domain Name (FQDN) for the DANE shall be "dane.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org". The URL to establish the out-of-band connection with the DANE shall be:

http://dane.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org/ 

The DANE FQDN is composed of six labels. The last three labels shall be "pub.3gppnetwork.org". The second and third labels together shall uniquely identify the PLMN, as described in clause 15.5 of TS 23.003 [57]. The first label shall be "dane".

When receiving a DNS query on the DANE FQDN, the DNS server shall respond with the information, including IP address, of the DANE or DANEs that are available to the UE for SAND functionality, according to any of the defined SAND modes.

Specific modes of DANE may be identified with targeted DANE FQDNs, as follows:

-
A Proxy-Caching DANE, if provided, shall be located at the FQDN "pcdane.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org” (first label is “pcdane”). 

-
A Network Assistance DANE, if provided, shall be located at the FQDN "nadane.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org” (first label is “nadane”); 

-
A Consistent QoE/QoS DANE, if provided, shall be located at the FQDN "qoedane.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org” (first label is “qoedane”);

If a specific mode of DANE is queried, using the specific DANE FQDN, then the response informs of the IP address of that mode of DANE only. 

	Second Change


13.4
SAND Messages and Protocols for 3GP-DASH

3GP-DASH clients supporting SAND functionality in the ‘Proxy Caching’ mode shall support the following SAND messages (as described further in clause 13.7):

-
ClientCapabilities, as defined in clause 6.4.7 of ISO/IEC 23009-5 [54]
-
DaneCapabilities, as defined in clause 6.5.9 of ISO/IEC 23009-5 [54]
-
AnticipatedRequests, as defined in clause 6.4.1 of ISO/IEC 23009-5 [54]
-
AcceptedAlternatives, as defined in clause 6.4.3 of ISO/IEC 23009-5 [54]
-
DeliveredAlternative, as defined in clause 6.5.8 of ISO/IEC 23009-5 [54]
-
ResourceStatus, as defined in clause 6.5.1 of ISO/IEC 23009-5 [54]
-
MPDValidityEndTime, as defined in clause 6.5.4 of ISO/IEC 23009-5 [54]
In a PSS service environment with SAND support, DANEs in the ‘Proxy Caching’ mode shall also support these messages. 
3GP-DASH clients supporting SAND functionality in the ‘Network Assistance’ mode shall support the following SAND messages (as described further in clause 13.6):

-
ClientCapabilities, as defined in clause 6.4.7 of ISO/IEC 23009-5 [54]
-
DaneCapabilities, as defined in clause 6.5.9 of ISO/IEC 23009-5 [54]
-
SharedResourceAssignment, as defined in clause 6.5.3 of ISO/IEC 23009-5 [54]
-
SharedResourceAllocation, as defined in clause 6.4.2 of ISO/IEC 23009-5 [54]
-
NetworkAssistanceInitiationRequest, as defined in clause 13.6
-
NetworkAssistanceInitiationResponse, as defined in clause 13.6
-
NetworkAssistanceTermination, as defined in clause 13.6
-
SegmentDuration, as defined in clause 13.6
-
DeliveryBoostRequest, as defined in clause 13.6
-
DeliveryBoostResponse, as defined in clause 13.6
In a PSS service environment with SAND support, DANEs in the ‘Network Assistance’ modes shall also support these messages. 
3GP-DASH clients supporting SAND functionality in the ‘Consistent QoE/QoS’ mode shall support the following SAND messages (as described further in clause 13.8):

-
ClientCapabilities, as defined in clause 6.4.7 of ISO/IEC 23009-5 [54]
-
DaneCapabilities, as defined in clause 6.5.9 of ISO/IEC 23009-5 [54]
-
SharedResourceAssignment, as defined in clause 6.5.3 of ISO/IEC 23009-5 [54]
-
SharedResourceAllocation, as defined in clause 6.4.2 of ISO/IEC 23009-5 [54]
In a PSS service environment with SAND support, DANEs in the ‘Consistent QoE/QoS’ modes shall also support these messages. 
On connection to a DANE, the 3GP-DASH client shall send the status message ClientCapabilities in order to inform the DANE about the SAND mode(s) it supports. The 3GP-DASH client shall use the messageSetUri parameter to indicate which SAND mode(s) it supports based on the following URNs:

-
urn:3gpp:dash:sand:messageset:pc:2016 to indicate support for the ‘Proxy Caching’ mode
-
urn:3gpp:dash:sand:messageset:na:2016 to indicate support for the ‘Network Assistance’ mode 
-
urn:3gpp:dash:sand:messageset:qoe:2016 to indicate support for the ‘Consistent QoE/QoS’ mode
Depending on the SAND mode(s) supported by the 3GP-DASH client, one or more of these URNs may be included in the ClientCapabilities message.

On connection to a 3GP-DASH client, the DANE shall send the PER message DaneCapabilities in order to inform the 3GP-DASH client about the SAND mode(s) it supports. The DANE shall use the messageSetUri parameter to indicate which SAND mode(s) it supports based on the following URNs:

-
urn:3gpp:dash:sand:messageset:pc:2016 to indicate support for the ‘Proxy Caching’ mode
-
urn:3gpp:dash:sand:messageset:na:2016 to indicate support for the ‘Network Assistance’ mode 
-
urn:3gpp:dash:sand:messageset:qoe:2016 to indicate support for the ‘Consistent QoE/QoS’ mode
Depending on the SAND mode(s) supported by the DANE, one or more of these URNs may be included in the DaneCapabilities message.

If the 3GP-DASH client has already discovered the DANE via the use of mode-specific FQDNs provided in clause 13.3 (i.e., with first labels ‘nadane’, ‘qoedane’ and ‘pcdane’ as defined in clause 13.3), the exchange of ClientCapabilities and DaneCapabilities messages shall not be performed on connection to a DANE. Moreover, if the 3GPP-DASH client has already been configured using the OMA DM SAND Management Object (as per Annex X of this specification) and been informed on the mode-specific DANE locations (via the leaves PCDANEs, NADANEs and QoEDANEs), then the exchange of ClientCapabilities and DaneCapabilities messages shall not be performed on connection to a DANE.   
If SAND is supported, HTTP shall be supported as the minimum transport protocol for carrying SAND messages. This does not preclude that other additional transport protocols could also be implemented. The mandatory use of HTTP as a minimum transport protocol for SAND messages shall be in accordance with Table 13-1 (bold font represents mandatory): 
Table 13-1: Mandatory usages of HTTP for carrying SAND messages
	Metrics messages 
	HTTP POST 
HTTP headers may be used for small metrics messages.

	Status messages 
	HTTP headers 
HTTP POST

	PER messages
	HTTP GET 


For SAND status messages, carriage in HTTP headers shall be used for communicating with in-band DANEs, while HTTP POST shall be used for communicating with out-of-band DANEs. This distinction between two kinds of DANE is introduced in the high-level architecture in clause 4.2.8 of TS 26.233 [2].
3GP-DASH clients supporting SAND functionality as well as DANEs in the ‘Network Assistance’ or ‘Consistent QoE/QoS’ modes shall further support the WebSocket protocol specified in IETF RFC 6455 [56]. As specified in ISO/IEC 23009-5 [54], the MPD shall contain a sand:Channel element whose @schemeIdUri is "urn:mpeg:dash:sand:channel:websocket:2016" and WebSocket URI in the @endpoint attribute. Alternatively, SAND channel based on the WebSocket protocol may be configured via the use of the OMA DM SAND Management Object, as specified in Annex X.
	Third Change (new clause)


Annex X (normative):
OMA DM SAND Management Object 
As an alternative to advertising the SAND channel for each session via MPD, OMA-DM can be used to specify the SAND channel configuration. If such an OMA-DM SAND configuration has been specified, it shall be evaluated by the client for all subsequent sessions. 

For the OMA-DM SAND configuration the parameters are specified according to the following Managed Object (MO), and represents the same information as specified in section 13.3 and 13.4. Version numbering is included for possible extension of the MO.

The Management Object Identifier shall be: urn:oma:mo:ext-3gpp-pss-dash-sand:1.0.

Protocol compatibility: The MO is compatible with OMA Device Management protocol specifications, version 1.2 and upwards, and is defined using the OMA DM Device Description Framework as described in the Enabler Release Definition OMA-ERELD _DM-V1_2 [22].

The nodes and leaf objects as provided in Figure X.1 shall be contained under the 3GPP_PSS_DASH_SAND node if a client supports the feature described in this clause.
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Figure X.1: Nodes and leaf objects

Node: /<X>

This interior node specifies the unique object id of a SAND management object. The purpose of this interior node is to group together the parameters of a single object. 

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get

The following interior nodes shall be contained if the client supports the SAND Management Object. 

/<X>/ChannelID
This leaf contains a space-separated list of SAND channel identifiers. 
-
Occurrence: ZeroOrOne

-
Format: chr

-
Minimum Access Types: Get

-
Values: URI of the SAND channel id
/<X>/ChannelScheme
This leaf contains a space-separated list of SAND channel schemes. The SAND channel scheme defines the protocol the recipient of the SAND channel shall support. For mandatory HTTP protocols, the SAND channel scheme indication shall be according to the URIs listed in Table 27 of ISO/IEC 23009-5 [54], namely urn:mpeg:dash:sand:channel:http:2016 and urn:mpeg:dash:sand:channel:header:2016. For the WebSocket protocol specified in IETF RFC 6455 [56], the SAND channel scheme indication shall be according to the URI listed in Table 28 of ISO/IEC 23009-5 [54], namely urn:mpeg:dash:sand:channel:websocket:2016.   
-
Occurrence: One

-
Format: chr

-
Minimum Access Types: Get

-
Values: URI of the SAND channel scheme.
/<X>/ChannelEndpoint
This leaf contains a space-separated list of SAND channel endpoints conforming to the URI specification, RFC3986. For mandatory HTTP protocols, the SAND channel endpoint indication shall be according to Table 27 of ISO/IEC 23009-5 [54]. For the WebSocket protocol specified in IETF RFC 6455 [56], the SAND channel scheme indication shall be according to Table 28 of ISO/IEC 23009-5 [54] and shall be a valid WebSocket URI as specified in RFC 6455 [56].   

-
Occurrence: One

-
Format: chr

-
Minimum Access Types: Get

-
Values: URI of the SAND channel endpoint.
/<X>/DANES
This leaf contains a space-separated list of servers which serve as DANEs for SAND. It contains URI addresses, e.g. http://dane.pub.3gppnetwork.org/. In case of multiple servers, the client randomly selects one of the servers from the list, with uniform distribution.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Minimum Access Types: Get

-
Values: URI of the servers to serve as DANEs.

/<X>/PCDANES
This leaf contains a space-separated list of servers which serve as DANEs supporting the ‘Proxy Caching’ mode for SAND. It contains URI addresses, e.g. http://pcdane.pub.3gppnetwork.org/. In case of multiple servers, the client randomly selects one of the servers from the list, with uniform distribution.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Minimum Access Types: Get

-
Values: URI of the servers to serve as DANEs in the ‘Proxy Cachhig’ mode.

/<X>/NADANES
This leaf contains a space-separated list of servers which serve as DANEs supporting the ‘Network Assistance’ mode for SAND. It contains URI addresses, e.g. http://nadane.pub.3gppnetwork.org/. In case of multiple servers, the client randomly selects one of the servers from the list, with uniform distribution.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Minimum Access Types: Get

-
Values: URI of the servers to serve as DANEs in the ‘Network Assistance’ mode.

/<X>/QoEDANES
This leaf contains a space-separated list of servers which serve as DANEs supporting the ‘Consistent QoE/QoS’ mode for SAND. It contains URI addresses, e.g. http://qoedane.pub.3gppnetwork.org/. In case of multiple servers, the client randomly selects one of the servers from the list, with uniform distribution.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Minimum Access Types: Get

-
Values: URI of the servers to serve as DANEs in the ‘Consistent QoE/QoS’ mode.

/<X>/Ext

The Ext node is an interior node where the vendor specific information can be placed (vendor includes application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-trees.

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get
	End of document
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