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4
Overview of MPEG Server And Network Assisted DASH (SAND) in ISO/IEC 23009-5

MPEG's Server and Network Assisted DASH (SAND) technology, i.e., specified in ISO/IEC 23009-5 [2] offers standardized interfaces for service providers and operators to enhance streaming experience. In order to enhance the delivery of DASH content, SAND introduces messages between DASH clients and network elements or between various network elements for the purpose to improve efficiency of streaming sessions by providing information about real-time operational characteristics of networks, servers, proxies, caches, CDNs as well as DASH client's performance and status. SAND addresses the following:
-
Unidirectional/bidirectional, point-to-point/multipoint communication with and without session (management) between servers/CDNs and DASH clients,

-
Mechanisms for providing content-awareness and service-awareness towards the underlying protocol stack including server and/or network assistance,

-
Various impacts on elements of the existing Internet infrastructure such as servers, proxies, caches and CDNs, 

-
QoS and QoE support for DASH-based services,

-
Scalability in general and specifically for logging interfaces, and

-
Analytics and monitoring of DASH-based services.

The SAND reference architecture is based on four broad categories of elements: 

i) 
DASH streaming clients.

ii)
Regular network elements (RNE), which are DASH content unaware and treat DASH-related video delivery objects as any other object, but are present on the path between origin server and DASH clients, e.g. transparent caches. 

iii)
DASH-aware network elements (DANE), which have at least minimum intelligence about DASH; for instance they may be aware that the delivered objects are DASH-formatted objects such as the MPD or DASH segments, and may prioritize, parse or even modify such objects, and 
iv) Metrics server, which are DASH aware and are in charge of gathering metrics from DASH clients. 

Based on these elements, the SAND reference architecture is defined as shown in Figure 4.2. Within this architecture, the following four categories of messages, called SAND messages as shown in Figure 4.1, are exchanged:

-
Parameters Enhancing Delivery (PED) messages that are exchanged between DANEs.
-
Parameters Enhancing Reception (PER) messages that are sent from DANEs to DASH clients.
-
Status messages that are sent from DASH clients to DANEs.
-
Metrics messages that are sent from DASH clients to Metrics servers.
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Figure 4.1: SAND messages (taken from ISO/IEC 23009-5 [2])
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Figure 4.2: SAND reference architecture (taken from ISO/IEC 23009-5 [2])

Most of the SAND messages are delivered in Extensible Markup Language (XML) format using HTTP protocols with the detailed syntax of each message defined in the SAND specification [2]. In case of small metric messages, status messages or PED messages, the DASH client may attach the SAND message in a non-XML format to the uplink (HTTP GET or POST) message.

Using the metrics and status messages, the DASH clients can inform the network (i.e., DANE) about requested bandwidth / quality, anticipated DASH segments, acceptable alternative content, etc. This leads to intelligent caching and real-time media processing at the server or proxy. As defined in the SAND specification [2], Metrics and Status Messages are comprised of the following: 

-
QoE metrics from DASH Part 1, i.e., ISO IEC 23009-1 [3], including average throughput, buffer level, initial playout delay, HTTP request/response transactions, representation switch events, and playlist, as also described in 3GPP TS 26.247 [4]. QoE metrics are beneficial for detecting and debugging failures, managing streaming performance, and allowing for QoE-aware network adaptation and service provisioning useful for the network operator and content/service provider.

-
SharedResourceAllocation, allows a DASH client to provide information on a set of operating points (such as desired bandwidth and quality) to one or several DANE(s) with an intent to share network resources.

-
AnticipatedRequests, allows a DASH client to announce to a DANE which specific set of segments it is interested in. The intent is to signal the set of segments in representations that the DASH client is likely to select and request soon.

-
AcceptedAlternatives, allows DASH clients to inform DANEs on the media delivery path (typically caching DANEs) when they request a given DASH segment that they are willing to accept other DASH segments alternatives.

-
AbsoluteDeadline, allows DASH clients indicating the DANE the absolute deadline in wall-clock time by when the requested DASH Segment needs to be completely received. As such, further action can be taken by the network, e.g., the DANE can pre-fetch content to ensure the timely delivery to the client.

-
MaxRTT, allows DASH clients indicating the DANE the maximum round trip time of the request from the time when the request was issued until the request needs to be completely available at the DASH client. 

-
NextAlternatives, allows DASH clients to inform a DANE about which alternatives they are willing to accept for the request of the next segment.

-
ClientCapabilities, allows DASH clients to share their SAND capabilities, i.e., the set of SAND messages they support, with the DANE.
NOTE: 
See [2] for the detailed semantics of the SAND messages.

Using the PER Messages, the DANE can inform the client about cached segments, alternative segment availability, timing information for delivery, network throughput/QoS, etc., which leads to intelligent DASH client adaptation behavior. As defined in the SAND specification [2], the PER Messages are comprised of the following: 

-
ResourceStatus, allows for a DANE to inform a DASH client – typically in advance – about knowledge of segment availability including the caching status of the segment(s) in the DANE. The DASH client adaptation can take advantage of this information and potentially prefer accessing the content cached at the edge due to faster download times.

-
DaneResourceStatus, allows DANEs to signal the available and possibly anticipated to be available data structures to the DASH client and also signal which data structures are unavailable. This method is complementary to the ResourceStatus message mentioned above as it allows to express the available segments at the time of the status message.

-
SharedResourceAssignment, allows the DANE to send to DASH clients competing for bandwidth over the same network information about how much bandwidth they should use in order to stay in a fair sharing of the total bandwidth. This message is usually send to DASH clients as a response to a SharedResourceAllocation message and is usually sent by a DANE who acts as a resource allocation entity.
-
MPDValidityEndTime, provides the ability to signal to the client that a given MPD, whose @type is set to 'dynamic' and @minimumUpdatePeriod is present, can only be used up to at a certain wall-clock time.

-
Throughput, allows a DASH client to have – in advance – knowledge of the throughput characteristics and the guarantees along with this from the DANE to the DASH client.
-
AvailabilityTimeOffset, allows a DASH client to have – in advance – knowledge of the availability time offset from the DANE to the DASH client. The status may be different for different baseURLs or different Representation IDs used, allowing to signal availability time offset dependent on the network delivering it.

-
QoSInformation, signals to a DASH client about the available QoS information, including parameters such as guaranteed bitrate (GBR), maximum bitrate (MBR), delay and packet loss rate. A DASH client can take the available network QoS information into consideration when requesting media segments such that the consumed content bandwidth remains within the limits established by the signaled QoS information. 
-
DeliveredAlternatives serves as a response to an AcceptedAlternatives message sent by a DASH client, where a DANE may deliver an alternative segment rather than the requested segment. If so, the DANE also sends a DeliveredAlternatives message to the DASH client to inform him that the response contains a segment alternative and not the requested segment.
-
DANECapabilities, allows DANEs to share their SAND capabilities, i.e., the set of SAND messages they support, with the DASH clients.
The complete set of SAND messages is shown in Table 4.1.

Table 4.1: messageType values for SAND messages (taken from ISO/IEC 23009-5 [2])
	messageType
	Message description

	0
	Reserved

	1
	TCPConnections, see clause 6.3.2 of [2] for the detailed semantics 

	2
	HTTPRequestResponseTransactions, see clause 6.3.3 of [2] for the detailed semantics 

	3
	RepresentationSwitchEvents, see clause 6.3.4 of [2] for the detailed semantics 

	4
	BufferLevel, see clause 6.3.5 of [2] for the detailed semantics 

	5
	PlayList, see clause 6.3.6 of [2] for the detailed semantics 

	6
	AnticipatedRequests, see clause 6.4.1 of [2] for the detailed semantics 

	7
	SharedResourceAllocation, see clause 6.4.2 of [2] for the detailed semantics 

	8
	AcceptedAlternatives, see clause 6.4.3 of [2] for the detailed semantics 

	9
	AbsoluteDeadline, see clause 6.4.4 of [2] for the detailed semantics 

	10
	MaxRTT, see clause 6.4.5 of [2] for the detailed semantics 

	11
	NextAlternatives, see clause 6.4.6 of [2] for the detailed semantics 

	12
	ClientCapabilities, see clause 6.4.7 of [2] for the detailed semantics 

	13
	ResourceStatus, see clause 6.5.1 of [2] for the detailed semantics 

	14
	DaneResourceStatus, see clause 6.5.2 of [2] for the detailed semantics 

	15
	SharedResourceAssignment, see clause 6.5.3 of [2] for the detailed semantics 

	16
	MPDValidityEndTime, see clause 6.5.4 of [2] for the detailed semantics 

	17
	Throughput, see clause 6.5.5 of [2] for the detailed semantics 

	18
	AvailabilityTimeOffset, see clause 6.5.6 of [2] for the detailed semantics 

	19
	QoSInformation, see clause 6.5.7 of [2] for the detailed semantics 

	20
	DeliveredAlternative, see clause 6.5.8 of [2] for the detailed semantics 

	21
	DaneCapabilities, see clause 6.5.9 of [2] for the detailed semantics 

	22..127
	reserved for future ISO use

	128..255
	reserved for private use


SAND as defined in ISO/IEC 23009-5 [2] mandates HTTP as the minimum transport protocol to be supported by SAND-enabled elements. It does not preclude that other additional transport protocols could also be implemented.

The use of HTTP as a minimum transport protocol to implement is defined in [2] for:

a)
Metrics messages (from DASH client to DANE)

b)
Status messages (from DASH client to DANE)

c)
PER messages (from DANE to DASH client)

Depending on the nature of SAND messages, the use of HTTP protocol by SAND network elements varies. Table 4.2 summarizes which HTTP usages is mandatory in [2] for a SAND element (in bold in the table) or may be optional depending on the nature of the SAND message.

Table 4.2: Mandatory usages of HTTP for carrying SAND messages
 (taken from [2])

	Metrics messages 
	HTTP POST 
HTTP headers may be used for small metrics messages.

	Status messages 
	HTTP headers 

	PER messages
	HTTP GET 


Further details on the transport protocol to carry SAND messages can be found in clause 8 of [2]. Moreover, the signalling of SAND communication channel is described in clause 9 of [2], optional transport protocols to carry SAND messages (e.g., WebSocket) are provided in clause 10 of [2] and metrics reporting via SAND protocols is specified in clause 11 of [2].
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6.4.1.0 
Introduction

DASH clients typically perform rate adaptation based on their buffer fullness level, available representation rates and estimates of short-term future throughput. In a wireless network the throughput typically varies quite fast with time, while the client adaptation adjustment is relatively slow, leading to an estimation by the client that carries an error. Accumulated errors, and/or significant individual estimation errors can lead to buffer underrun and stalling of audio/video content playback during re-buffering. 

The use case for network assistance consists of providing the client with better estimates of the short term throughput so it can better adapt to the throughput and avoid stalling of audio/video playback. This would be a beneficial functionality when introducing MPEG SAND into the 3GPP wireless mobile network context. 

Based on the available media rates the network may assist the client with a recommendation of the highest suitable media rate for the next coming media download, i.e. a Recommended rate.

Further, to avoid buffer underrun, the network may also assist the client in situations with speeding up buffer filling where the buffer level is very low.
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