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Abstract: 
The SA6 working group is working on 2 release 14 work items (stage 2 for MCVideo and MCData), and one study item (MBMS enhancements for mission critical communications). The key issue # 6 is related to the usage of AL-FEC for mission critical services. A solution, "6.1 FEC for Mission Critical Services", is already provided in 3GPP TR 23.780 [9]. The advancement of this study item has been shared with the SA2, and SA2 asks us to comment the solution in LS xxxx.
SA4 should carefully look at this solution and check if it applies to the set of all mission critical media delivered over MBMS. 

SA4 should also consider leveraging the existing delivery methods for mission critical services, and possibly suggest them to SA6(stage 2) and CT1(stage 3).
This discussion paper is split as follow: 

· Diversity of mission critical services, presenting the various type of mission critical services and medias, prone to be delivered over MBMS.

· Analysis of solution 6.1

· Leveraging the current delivery methods

1 Media diversity for Mission Critical Services
1.1 MCPTT

The MCPTT calls are transported as RTP streams. The packet loss rate for MCPTT should be under 10-2.
With a pre-established MBMS bearer, several MCPTT group calls can be transported. This bearer is announced by a SDP, containing several media descriptions, defining a set of slots for the upcoming calls. Destination IP addresses and port of these calls are not defined in advance within the SDP but announced within the “Map Group To Bearer” call control message (clause 8.4.4 of 3GPP TS 24.380 [1]).
MBMS bearers are also used to transport call control and floor control through a general purpose channel in addition to media. 

Messages for call control and floor control are already protected against losses by repeating them (see clauses 4.1.3.2 and 4.1.3.3 in 3GPP TS 24.380 [1]).
1.1 MCVideo
The delivery protocol is not defined yet. Considering the low latency requirements of MCVideo, we can suppose that RTP will be privileged. We assume that the target packet loss rate is under 10-3.
1.2 MCData
MCData offers a wide range of features: SDS, File Distribution, Data Streaming capabilities.
1.2.1 SDS capability
SDS (for Short Data Service) : The SDS feature of the MCData Service could be considered as a basic protocol carrying a limited size, but variable content, payload message. This message could be text or could be marked for extensible purposes including short binary messages for application communication. Messaging could be one-to-one messaging or could be group messaging using groups as specified in MCCoRe. (From 3GPP TS 22.282 [5]).

SDS protocol is not defined yet. SA6 currently discusses the reuse of OMA-CPM; other protocols could also be considered. The possible usage of MBMS to deliver SDS message has not been discussed yet.
1.2.2 File Distribution capability
File distribution can be used to provide a standalone file transfer capability or can be invoked by a controlling application to support the purpose of the application. The delivery protocol over MBMS, such as FLUTE in the BMSC Download Delivery Method, is not specified yet.
1.2.3 Data Streaming capability
Data Streaming capability is poorly defined and the need of delivery over MBMS is unclear.

1.3 Latency requirements for mission critical services

Adding FEC introduces an extra latency in the end to end media transport (to be associated to the mouth to ear latency, KPI 3 in MCPTT) and in the join time on an ongoing group communication (defined as KPI 4 for MCPTT). This extra latency shall be bounded to fulfil the low latency requirements for mission critical services.

The following table compares the latency requirements with the latency estimations: 

	
	
	End to end delay for media transport
(KPI 3)
	Time for joining an ongoing group communication
(KPI 4)
	References

	Latency requirement
	MCPTT
	<300 ms
	<150 ms (without encryption KPI 4a)
<350 ms (with encryption KPI 4b)
	from 3GPP TS 22.179 [2]

	
	MCVideo
	<1 sec for high priority videos
<10 sec for other videos
	
	from 3GPP TS 22.281 [4], requirements R-5.5.2-002 and R-5.5.2-004

	
	MCData
	Undefined
	undefined
	

	Latency estimation
	MBSFN
	120 ms
	255 (485) ms or 
25 (45) ms if the UE has up to date MCCH content
	from 3GPP TR 36.868 [6]. The estimation has been decreased as the minimum MSP has been decreased from 80 ms to 40 ms

	
	SC-PTM
	80 (90) ms
	70 (120) ms
	from 3GPP TR 36.890 [7]


This table can be used to evaluate the maximum extra latency for FEC. By example, it can be deduced that for a MCPTT bearer, transported by SC-PTM, an additional latency of 200ms would nevertheless respect KPI 3 and KPI4b.

The latency estimations, from 3GPP TR 36.868 and TR 36.868 have been done considered an optimized EPC, with the smallest MSP.
2 Analysis of solution 6.1 from TR 23.780
2.1 Solution presentation

The solution 6.1 consists in extending the MB2 interface to communicate to the BM-SC: 

· the SDP, so that the BM-SC can know the type of media that will be transported. 

· a target percentage of max packet loss that can be recovered by FEC, or a percentage of the bitrate dedicated to FEC
· a max additional latency used for FEC.
Locating the FEC function within the BM-SC and not within the MC application server is motivated by 2 considerations: 

· The BM-SC already adds AL-FEC within its Download and Streaming Delivery Method.

· The BM-SC can finely control the radio scheduling with the SYNC protocol (for MBSFN), which has a direct impact on the performance of an AL-FEC for MCPTT.

2.2 Evaluation of solution 6.1 in Annex A
The solution 6.1 has been evaluated for MCPTT in the Annex A of 3GPP TR 23.780, considering the AMR WB voice codec, for which the delay frame size is 20 ms, and the scheduling aspect of MBSFN with a MSP (MCH Scheduling Period set to its minimum value of 40 ms. 

Given the short length of the voice IP packets, the evaluation assumes that at each MSP all the packets for the same call will be transported within the same transport block and that the BM-SC, with the SYNC protocol can control the radio scheduling of each packets for a given MCPTT call. 

The evaluation considers the usage of FECFrame and a Reed Solomon scheme, with very small blocks: 2 or 4 source packets per block, with 50 or 100% of repair packets. The source packets correspond to one or two MSP, and the repair packets are transmitted in later MSP.
The evaluation calls RS (k, n, l) the usage of Reed Solomon over FEC Frame with k source packets, n encoding packets (i.e. n-k repair packets) adding a latency of l ms.

These FEC configurations are evaluated against the loss distribution models established in 3GPP TR 26.947 [10] and reused in 3GPP TR 26.989 [11].

The conclusion of the evaluation is the following : “Despite the low latency requirements for MCPTT, some significant gains are allowed by the usage of an application layer FEC. RS(4, 8, 160ms) allows coping with the worse conditions (BLER ~10%), whatever the loss distribution of our models (3km/h and 120 km/h), offering a residual loss rate under 1% while respecting the KPIs. In better conditions, a 50% overhead configuration like RS(4,6, 80ms) is suitable.”
2.2 Intermediate conclusion

The solution 6.1 has been evaluated only for MCPTT. 
The solution provides the ability to apply FEC on top of the group communication delivery method. 
The proposed MB2 extension allows communicating the SDP, and consequently the type of media that will be transported within the bearer. This way, the BM-SC can select the optimal FEC mechanism to apply. The solution aims to be generic, but cannot be evaluated for the medias whose delivery protocol has not been specified yet.
3 Leveraging the current MBMS delivery methods
3.1 Interest of the MBMS Delivery Methods

Implementing the file distribution capability over MBMS covers:

· an unidirectional file delivery protocol such as FLUTE

· a file repair procedure, to achieve the service full reliability
· a reception report procedure, to acknowledge the reception. Moreover the FEC mechanism would benefit from the associated QoE metric (Distribution of Symbol Count Underrun for Failed Blocks)  
 We should leverage the MBMS Download Delivery Method, to benefit, for mission critical service, from the continuous improvements done at SA4.
If MCVideo services are distributed has RTP streams, we should similarly leverage the MBMS Streaming Delivery Method, which are already protected by the usage of FECFrame (IETF RFC 6363 [8]). FECFrame already allows managing the additional latency with the min-buffer-time parameter.
3.1 Integration within the GCSE architecture

The current GCSE architecture only allows the usage of the group communication delivery method, allocated and provisioned by the MB2 interface. the group communication delivery method  is a transparent mode, where packets produced by the GCS AS are relayed by the BM-SC without any processing
There are 2 approaches to leverage the MBMS download and streaming delivery methods: either we extends the MB2 interface (approach 1), either we locate them within the GCS AS. In both approaches, the device hosts an MBMS client for FLUTE/FECFRAME/FEC decoding, file repair, reception reports procedures.


[image: image1]
The MB2 extension in approach 1 could be based on the future TMB2.

For release 14, only approach 2 is possible. There is only one SA6 meeting left to finalize call flows and the architecture of MCVideo and MCData. 
In approach 2, the MCData AS uses the current MB2 interface to deliver the service announcement and the MBMS user services for the MBMS Streaming and Download Delivery Methods.

Approach 2 may be motivated by the case where the BM-SC is hosted by an PLMN operator and the MCDATA AS by the Mission Critical service provider. The MC service provider might be reluctant to let the operator manipulate the files and expose them on its file repair servers, and to let the operator collect the reception reports. Approach 2 allows a full control for the MC Service provider. It also avoids extending the GCSE architecture, at the expense of a big duplication of capabilities.  In approach 2, the MCData AS hosts the servers for File Repair and Reception Report.

4 Conclusion and proposition

The Solution 6.1 is a generic solution, providing a frame to add FEC to mission critical services. It provides significant gains for MCPTT when the delivery is over MBSFN. The solution 6.1 could be also suitable for MCData SDS or Data Stream, and SA4 is candidate to study the protection of those media against losses over MBMS when they will be further specified.

For the release 14, we should strongly advise SA6 and CT1 to reuse the existing delivery methods for MCData File Distribution Capability and MCVideo, including the usage of an MBMS Service Announcement, the existing file repair and reception report procedures, the protocols FLUTE/FEC or FECFRAME.
To not modify the current GCSE architecture and make these methods available in release 14, they could be directly located within the mission critical application server.
We should also advise SA6 and CT1 to include the MBMS Client within the mission critical client architecture.
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